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Preface

Thank you for selecting MONITOUCH TECHNOSHOT (hereafter referred to as “TS").
For correct setup of the TS, you are requested to read through this manual to understand more about the product.
For details on other operating procedures for the TS, refer to the following related manuals.

Manual Name Contents Reference No.

TS Reference Manual [1] Explains the functions and operation of the TS. 1204NE
TS Reference Manual [2] 1205NE
TS2060 Connection Manual [1] Explains the connection and communication parameters for the TS2060 and 2204NE
TS2060 Connection Manual [2] controllers in detail 2205NE
TS2060 Connection Manual [3] 2206NE
TS2060 Hardware Specifications Explains hardware specifications and precautions when handling the TS2060. 2207NE
TS1000 Smart Connection Manual [1] | Explains the connection and communication parameters for TS1000 Smart 2213NE
TS1000 Smart Connection Manual [2] and controllers in detail. 2214NE
TS1000 Smart Connection Manual [3] 2215NE
TS1000 Smart Explains hardware specifications and precautions when handling TS1000 2216NE
Hardware Specifications Smart.

For details on devices including PLCs, inverters, and temperature controllers, refer to the manual for each device.

Notes:

1. This manual may not, in whole or in part, be printed or reproduced without the prior written consent of Hakko Electronics
Co., Ltd.

The information in this manual is subject to change without prior notice.
Windows and Excel are registered trademarks of Microsoft Corporation in the United States and other countries.

All other company names or product names are trademarks or registered trademarks of their respective holders.

voA wN

This manual is intended to give accurate information about MONITOUCH hardware. If you have any questions, please
contact your local distributor.




TS Types and Model Names

The notations used in this manual and the corresponding models are as shown below.

Notation Model
TS TS2060i, TS2060, TS1100Si, TS1070Si, TS1070S
TSi TS2060i, TS1100Si, TS1070Si
TS2060i TS2060i
TS2060 TS2060

TS1000 Smart

TS1000S

TS1100Si, TS1070Si, TS1070S




Available Functions

Note that functions available differ depending on the TS model. For details, refer to the related chapters.

Functions Described in TS Reference Manual 1

O: Available A: Conditionally available x: Not available

TS Reference Manual 1

TS1100Si

Chapter Description V20N | TS0 TS1070Si TS1070S Remarks

2 Overlap Normal overlap O @] @] Superimposing not possible
Call-overlap
Multi-overlap
Global overlap

3 Switch Switch
Scroll bar
Slider switch

4 Lamp Lamp

5 Data Display

Numerical data display

Character display

Message display

Table data display

6 Entry

Numerical data entry

Character input (including
Japanese conversion function)

7 Trends

Historical display

A: Storage device not usable

Real time display

8 Alarm

Historical display

A: Storage device not usable

Real time display

9 Graph

Bar graph

Pie graph

Closed area graph

Panel meter
Numerical data display
Alarm (Area color)
Scale setting extended

A: Landscape orientation only

A: Landscape orientation only

A: 128 colors, landscape
orientation only

Statistic bar graph

Statistic pie graph

OI>|O|O0O|O|O|O0|O|O0|O| PBPPO |[O|O|O0|O|P>|O|>| O |O|0O|O|O|0|O|0|0|O|0|0|0O|0

two-dimensional)

O] O |O|O|O] O |O|O|O|O|O|O0|O0|0|0|0| PPPO |O|O|O|O|O|O|0O] O |O|O|O|O|O|0O|O|0O|0O|0O|0O|0O

O] O |O|O|O] O |O|O|O|O|O0|O0|I0|0|0|0| PPPO |O|O|O|O[O|O|0O] O |O|O]|O0|O|O0|0|0O|0O|0|0O|0|0

O] O |O|O|O] O |O|O|O|O|O|O0|O0|0|0|0| PPPO |O|O|O|O|O|O|0O] O |O|O|O0|O|O|0O|0O|0O|0O|0O|0|0

10 Time Display | Time display
Calendar
11 Graphics Graphics
12 Message Message mode
Displaying comments
13 Others Data block area
Memory card mode A: Storage device not usable
Memo pad
14 Item Item show/hide function
Show/Hide @)
Function
15 Recipes Recipe X
16 Print Hard copy A A: Serial connection only
Printing data sheets A
Connecting to a Sato MR-400 A
barcode printer
17 Barcode Barcode (one-dimensional, N A: Serial connection only




Functions Described in TS Reference Manual 2 (this manual)

O: Available A: Conditionally available x: Not available

TS Reference Manual 2

TS1100Si

Chapter Description TS2060i | TS2060 | 1c1g70si | TS1070S Remarks
1 Image Display JPEG A X A A A: 32k/64k colors only
Network camera A X A X
2 Operation Log Operation log O X O (@]
3 Security Security O @] O O
4 Ethernet Screen data transfer O X O X
Communication —
Function PLC communication O X O X
;Ij'rna;tnss?:ﬂr'gg% )data between TS o « o %
DLL communication @) X O X
MES interface function O X O X
E-mail notification O X O X
FTP server O X O X
Efesrslg;e desktop window A % A « A ggilé/n%ﬁgglg;sl,ylandscape
Web server O X O X
VNC server A « A % N gfiléftilagglg:]s&landscape
5 Storage device Storage device O X O O
6 E?wr;%;z%?/er Language selection o A o o A: Storage device not usable
7 Tag Tags O @] O O
8 '\D/IZVFi)ce Memory | Device Memory Map o o o o
9 Ladder Transfer Ladder transfer via USB 0] @) @) O
Ladder transfer via Ethernet O X O X
Serial ladder transfer @) ®) X X
System Setting
O: Available A: Conditionally available x: Not available
Item 7520601 | Ts2060 | 1110031 | Ts10705 Remarks
Color 64K-Color w/o blinking
32K-Color O O O O
128-Color
256 colors w/o blinking
Monochrome 16-grayscale O O X X
Monochrome
Font Type Bitmap font @) O O O
Stroke font O X X X
Gothic font O O O O
Windows font @) @) @) @)
Hardware Settings | Ladder monitor X X O O
Function Switches | Global function switches O @) A A A: When using soft function
Local function switches O O A A switches
TechnoShot VGA center display % > o o

Settings




Notes on Safe Usage of MONITOUCH

In this manual, you will find various notes categorized under the following levels with the signal words “DANGER" and "CAUTION".

ADANGER Indicates an imminently hazardous situation which, if not avoided, will result in death or serious injury.

Indicates a potentially hazardous situation which, if not avoided, may result in minor or moderate injury and could

cause property damage.

Note that there is a possibility that items listed with AACAUTION may have serious ramifications.

/\DANGER

+ Never use the output signal of the TS for operations that may threaten human life or damage the system, such as signals used in
case of emergency. Please design the system so that it can cope with a touch switch malfunction. A touch switch malfunction may
result in machine accidents or damage.

 Turn off the power supply when you set up the unit, connect new cables, or perform maintenance or inspections. Otherwise,
electrical shock or damage may occur.

* Never touch any terminals while the power is on. Otherwise, electrical shock may occur.

+ The liquid crystal in the LCD panel is a hazardous substance. If the LCD panel is damaged, do not ingest the leaked liquid crystal. If
leaked liquid crystal makes contact with skin or clothing, wash it away with soap and water.

» Never disassemble, recharge, deform by pressure, short-circuit, reverse the polarity of the lithium battery, nor dispose of the lithium
battery in fire. Failure to follow these conditions will lead to explosion or ignition.

» Never use a lithium battery that is deformed, leaking, or shows any other signs of abnormality. Failure to follow these conditions will
lead to explosion or ignition.

+ Switches on the screen are operable even when the screen has become dark due to a faulty backlight or when the backlight has
reached the end of its service life. If the screen is dark and hard to see, do not touch the screen. Otherwise, a malfunction may occur
resulting in machine accidents or damage.

/\CAUTION

» Check the appearance of the unit when it is unpacked. Do not use the unit if any damage or deformation is found. Failure to do so
may lead to fire, damage, or malfunction.

 For use in a facility or as part of a system related to nuclear energy, aerospace, medical, traffic equipment, or mobile installations,
please consult your local distributor.

» Operate (or store) the TS under the conditions indicated in this manual and related manuals. Failure to do so could cause fire,
malfunction, physical damage, or deterioration.

+ Observe the following environmental restrictions on use and storage of the unit. Otherwise, fire or damage to the unit may result.
- Avoid locations where there is a possibility that water, corrosive gas, flammable gas, solvents, grinding fluids, or cutting oil can

come into contact with the unit.
- Avoid high temperatures, high humidity, and outside weather conditions, such as wind, rain, or direct sunlight.
- Avoid locations where excessive dust, salt, and metallic particles are present.
- Avoid installing the unit in a location where vibrations or physical shocks may be transmitted.

+ Equipment must be correctly mounted so that the main terminal of the TS will not be touched inadvertently. Otherwise, an accident
or electric shock may occur.

« Tighten the mounting screws on the fixtures of the TS uniformly to the specified torque. Excessive tightening may deform the panel
surface. Loose mounting screws may cause the unit to fall down, malfunction, or short-circuit.

 Check periodically that terminal screws on the power supply terminal block and fixtures are firmly tightened. Loosened screws may
result in fire or malfunction.

« Tighten the terminal screws on the power supply terminal block of the TS uniformly to the specified torque. Improper tightening of
screws may result in fire, malfunction, or other serious trouble.

» The TS has a glass screen. Do not drop the unit or impart physical shocks to the unit. Otherwise, the screen may be damaged.

« Correctly connect cables to the terminals of the TS in accordance with the specified voltage and wattage. Overvoltage, overwattage,
or incorrect cable connection could cause fire, malfunction, or damage to the unit.

 Always ground the TS2060. The FG terminal must be used exclusively for the TS2060 with the level of grounding resistance less than
100 Q. Otherwise, electric shock or a fire may occur.

+ Do not use a positive ground for the 24-V power supply to the TS1000 Smart. If a positive ground is used and an external
communication device such as a computer is connected, the 24-V power supply may short circuit and cause damage. If a positive
ground is unavoidable, refer to “Positive Grounding” in the TS1000 Smart Hardware Specifications.

 Prevent any conductive particles from entering the TS. Failure to do so may lead to fire, damage, or malfunction.

+ Do not attempt to repair the TS yourself. Contact Hakko Electronics or the designated contractor for repairs.




/\CAUTION

Do not repair, disassemble, or modify the TS. Hakko Electronics Co., Ltd. is not responsible for any damages resulting from repair,
disassembly, or modification of the unit that was performed by an unauthorized person.

Do not use sharp-pointed tools to press touch switches. Doing so may damage the display unit.

Only experts are authorized to set up the unit, connect cables, and perform maintenance and inspection.

Lithium batteries contain combustible material such as lithium and organic solvents. Mishandling may cause heat, explosion, or
ignition resulting in fire or injury. Read the related manuals carefully and correctly handle the lithium battery as instructed.

Take safety precautions during operations such as changing settings when the unit is running, forced output, and starting and
stopping the unit. Any misoperations may cause unexpected machine movement, resulting in machine accidents or damage.

In facilities where the failure of the TS could lead to accidents that threaten human life or other serious damage, be sure that such
facilities are equipped with adequate safeguards.

When disposing of the TS, it must be treated as industrial waste.

Before touching the TS, discharge static electricity from your body by touching grounded metal. Excessive static electricity may
cause malfunction or trouble.

Insert an SD card into the unit in the same orientation as pictured on the unit. If an SD card is accidentally inserted in the wrong
orientation, the SD card or the slot on the unit may be damaged.

Never remove a storage device (SD card or USB flash drive) when the storage device is being accessed. Doing so may destroy the
data on the storage device. Only remove a storage device when the Main Menu screen is displayed or after pressing the [Storage
Removal] switch.

Do not press two or more positions on the screen at the same time. If two or more positions are pressed at the same time, a switch
located between the pressed positions may be activated.

Be sure to remove the protective sheet that is attached to the touch panel surface at delivery of the TS2060 before use. Use with the
protective sheet attached may result in incorrect recognition of touch operations.

[General Notes]

Never bundle control cables or input/output cables with high-voltage and large-current carrying cables such as power supply cables.
Keep control cables and input/output cables at least 200 mm away from high-voltage and large-current carrying cables. Otherwise,
malfunction may occur due to noise.

When using the TS in an environment where a source of high-frequency noise is present, it is recommended that the FG shielded
cable (communication cable) be grounded at each end. However, when communication is unstable, select between grounding one or
both ends, as permitted by the usage environment.

Be sure to plug connectors and sockets of the TS in the correct orientation. Failure to do so may lead to damage or malfunction.

If a LAN cable is inserted into the MJ1 or MJ2 connector, the device on the other end may be damaged. Check the connector names
on the unit and insert cables into the correct connectors.

Do not use thinners for cleaning because it may discolor the TS surface. Use commercially available alcohol.

If a data receive error occurs when the TS unit and a counterpart unit (PLC, temperature controller, etc.) are started at the same time,
read the manual of the counterpart unit to correctly resolve the error.

Clean the display area using a soft cloth to avoid scratching the surface.

Avoid discharging static electricity on the mounting panel of the TS. Static charge can damage the unit and cause malfunctions.
Discharging static electricity on the mounting panel may cause malfunction to occur due to noise.

Avoid prolonged display of any fixed pattern. Due to the characteristic of liquid crystal displays, an afterimage may occur. If prolonged
display of a fixed pattern is expected, use the backlight's auto OFF function.

The TS is identified as a class-A product in industrial environments. In the case of use in a domestic environment, the unit is likely to
cause electromagnetic interference. Preventive measures should thereby be taken appropriately.

[Notes on the LCD]
Note that the following conditions may occur under normal circumstances.

The response time, brightness, and colors of the TS may be affected by the ambient temperature.
Tiny spots (dark or luminescent) may appear on the display due to the characteristics of liquid crystal.
There are variations in brightness and color between units.
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1 Image Display
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1.1 JPEG Display

1.2 Network Camera




1.1 JPEG Display

1.1 JPEG Display

1.1.1 Overview

JPEG File Display

o Display JPEG files saved to a storage device.

e JPEG files with a resolution up to 1024 x 768 can be displayed.
Note that when changing [Screen Size] for the display size setting using the [Scroll] function, the set resolution can also
be displayed.

AEBEB

e There are three ways to load JPEG files.
- Filename specification
- File number specification (fixed)
- File number specification (PLC device memory)

D100=5 D100=2

HEHEEE

o
o

Network Camera Image Display

e Display network camera snapshot images saved to a storage device.
e Two methods of specifying a file number and designating a file number from the PLC are available.

Factory

JPEG

@ z

CH
as

533324
BE0EQ 0

snapshot

Ethernet

1-1



1 Image Display

1.1.2 Detailed Settings

Operation Select

Target Select

=

Operation

Display Tareet

Select File

File Desination
Style
Show/Hide
g Display Operation
T [CIFit to display area

[0ther Settines =]

@ JPEG ) Video Snap

@ File Mo

Mo 00 L /32767 [JPO0OND.JRG]
) File Mame

©) Device

Gomrent 7220000
Item Description
Target Select Select a display target.
JPEG Display a JPEG file prepared in advance.
Filename: JPxxxxx.jpg (xxxxx: 00000 to 32767)
Any filename (maximum of 64 one-byte numerals or uppercase alphabetic characters)
Video Snap Display a video snapshot image.
Filename: VDxxxxx.jpg (xxxxx: 00000 to 32767)
Select File Select the file specification method.
File No. Specify the "xxxxx" part of "JPxxxxx.jpg" or "VDxxxxx.jpg" with a file number from 0 to
32767.
File Name Specify a filename. Maximum of 64 one-byte numerals or uppercase alphabetic characters
Device " Set the device memory address that specifies the “xxxxx" part of “JPxxxxx,jpg" or

"VDxxxxx.jpg"” with a file number from 0 to 32767.
This allows the JPEG file to be changed in RUN mode.

2

Display Operation Fit to display area "

Unselected: Actual size
Selected: Automatically enlarge or reduce the display according to the size of the
display area.
The level of display detail can be specified at $s1008 when enlarging or reducing the
display.

$s1008 Detail Speed
0 Coarse Fast
1 Fine Slow
*1 Display example
JP00000 . JPG JP00001 . JPG JP00002 . JPG
g' ——— — A i
5 A
D100=0
JPEG

AEEEAE

AEEEAE

1-2



1.1 JPEG Display

*2  Display example
- Checkbox: unselected
The image is displayed at its original size with respect to the top left corner of the display area. If the JPEG image is larger than the

display area, the part of the image outside the display area is not shown. Note that the color of the display area is visible when the JPEG

image is smaller than the display area. It is recommended that users match the display area color with the background color of the
image.

Same size

_Is

Size is smaller than the displayed image

-

Size is larger than the displayed image Use a color that matches the background color.

- Checkbox: selected

The image is enlarged or reduced with respect to the top left corner of the display area. The image is enlarged or reduced using the
same factor for width and length.

Reduction

Enlargement

1-3



1 Image Display

Style

—

Area Sefline
Operation
Select @ Select from catalogs
sl e
Style Galor [
H 7 Select an image file
ShowHide Edit Selected Parts<C
# Parts on the preview pane can be selected with the mouss. Text

Parts Design <<

Detail [ Adjust Position.. | [ Select from catalogs... |

Additional Parts List

o rer Al (B8
[7]JPEG Search
[“1Scroll BarlHorizontal
[|Scrall Bar(Vertical)
Other Settings +
| Gomment 7925 80000
Item Description
Additional Parts List Displays a list of JPEG display switches. Target file
Parts can be added to the list using the [Add Parts] button.
+ Block Display the JPEG file corresponding to the next file number.
" - - - - JPXxxxx.jpg
— Block Display the JPEG file corresponding to the previous file number. VDX00XPg
File Call Load the JPEG file corresponding to the specified file number.
File Delete Delete the JPEG file that is currently displayed. VDXXxXxX.jpg
JPEG Search Set an increment or decrement value to use to search for and display a
JPEG file "L ,
JPxxxxx.jpg
Scroll Bar (Horizontal) Scroll the displayed JPEG horizontally. VDxxxxx.jpg

Scroll Bar (Vertical)

Scroll the displayed JPEG vertically.

Adjust Position

Displays the window for adjusting the placement position of each part.
The size of parts can also be changed.

Select from catalogs

Set the part design from the catalog.

Parts Design

Set the design and color of parts.

Edit Selected Parts

Configure the part selected in the [Additional Parts List] or preview pane.

*1 Display example

- When the [+100] switch is pressed while file No. 800 is displayed, a search is conducted for file No. 900 or later and the file is displayed.

When a search has been conducted to No. 32767, it is continued moving back to No. 0.

(1) No. 800 = JP00800.jpg is dlsplayed

(3) A search is conducted and No. 900
= JP00900.jpg is displayed.

(2) Press the [+ 100] switch.

-100

Function: Search for the
JPEG file and display
Increment/Decrement:
-100

Function: Search for the
JPEG file and display
Increment/Decrement:
100

1-4



1.1 JPEG Display

- When the [-100] switch is pressed while file No. 800 is displayed, a search is conducted for file No. 700 or prior and the file is displayed.
When a search has been conducted to No. 0, it is continued moving back to No. 32767.

(3) A search is conducted and No. 700

(1) No. 800 = JP00800.jpg is displayed. = JP00700.jpg is displayed.

(2) Press the [-100] switch.

Show/Hide

Set the show and hide settings of graphic items.
= For details, refer to “14 Item Shown/Hide Function” in the TS Reference Manual 1.

Detail
Coordinate
Dnn Start2( 0 = Start ¥ ] = Width a7 = Height 197
Select
Others
Style Process Cycle
_____ ] [T1File Ma. Quiput Device
Show/Hide ) o +| /255
‘g‘ Detail Settings<<
Detail
[Other Settines |
| Comment  2822_00000
Item Description
Coordinate Start X/Start Y Set the placement position and size of the display area.
Width/Height
Others Process Cycle Set the cycle for the TS to read PLC data.
File No. Output Device Output the file number of the currently displayed image.
D Set an ID number.

1-5



1 Image Display

1.1.3 JPEG File Location

The JPEG display function loads and displays the files in the following location.

Display Target

Filenames

File Location

JPEG JPxxxxx.jpg (xxxxx: 00000 - 32767) (access folder)\JPEG folder
XXXXXXXjpg (maximum of 64 one-byte numerals or
uppercase alphabetic characters)

Video Snap VDxxxxx.jpg (xxxxx: 00000 - 32767) (access folder)\SNAP folder
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1.2 Network Camera

1.2 Network Camera

1.2.1 Overview

e Images from network cameras can be displayed on the TSi unit. Only the TSi unit supports this function because cameras
are connected using an Ethernet connection.

Example: Monitoring the conditions in the factory

Network camera

Factory A Factory B

Ethernet

Factory B

Factory A Factory B
- ad

BEEEEE
BEEEEE

e Camera operation
Using a command device memory or an operation switch on the screen allows network cameras to be easily controlled
from a remote location.

BEEED

Ethernet

Note that some network cameras cannot be controlled remotely. See the specifications of your network camera.
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1 Image Display

e Snapshot function

The currently displayed image can be saved to a storage device as a JPEG file when the bit of a command device memory
changes to ON or by double-tapping the display area.

Ethernet

Double-tapping the display area
saves an image to the "SNAP”
folder on the storage device.

1.2.2 System Requirements

Applicable Models

MONITOUCH Models Connection Port Remarks
TS2060i LAN (built-in) Not available with CUR-03
TS1100Si
TS1070Si

Available Network Cameras or Sensors

Manufacturer Type Protocol

Axis o
- - MOTION-JPEG HTTP protocol communication
Panasonic BB series (video) (TCP/IP)
BL series
BANNER PresencePLUS P4 OMNI _Bitmap " Dedicated protocol
(still image)

*1  No image is displayed upon initial connection.

To display an image, sensor memory PI10000-00 (Trigger) must be change from "0" to "1" (leading edge). When accessing sensor
memory from the TSi unit, select [System Setting] — [Hardware Setting] — [Maker: BANNER].

1.2.3 Required Settings

V-SFT Settings

e Settings in network camera display items — “1.2.4 Detailed Settings" page 1-9

Network Camera Settings

o AXIS models — "1.2.5 AXIS Settings (Example: AXIS 214PTZ)" page 1-13

e Panasonic models — “1.2.6 Panasonic (Example: BB-HCM580)" page 1-18
e BANNER models — “1.2.7 BANNER (Example: PresencePLUS P4 OMNI)" page 1-28
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1.2 Network Camera

1.2.4 Detailed Settings

Device Setting

Manufacturer: AXIS and Panasonic

Network Gamera Setting

Contents IP Address 192 168 1 10
= Paort Na an o /65535
Unit Setting
Port Mo, 50000 4| /66633 (For image capture setting)
Show/Hide 50001 (For image capture)
@ 50002 (For camera operation and camera setting status check)
el [¥liUse authentication setting
User 1D
Password
Other Settings +
Item Description
Network Camera Setting Configure the settings of a network camera.
Maker Select the manufacturer of the network camera.
AXIS, Panasonic
IP Address "1 Specify the IP address of the network camera.
Port No. Specify the port number of the network camera.
(Panasonic only) 1 to 65535 (default: 80)
Unit Setting Configure the settings of the TSi unit.
Port No. Specify the port number of the TSi unit. The three consecutive port numbers from the
specified port number are used.
1024 to 65535 (default: 50000 to 50002)
Use authentication setting Select this checkbox to use basic authentication for the network camera.
This enables user ID and password settings. For details, refer to your network camera settings.
User ID Enter the user name and password registered in the network camera settings.
Password For details, refer to your network camera settings.

*1  For details on setting IP addresses, refer to the user’'s manual of the network camera.

Manufacturer Model Remarks
Axis 214PTZ Use AXIS's dedicated tool when changing the default IP address.
Default: 192.168.0.90
Panasonic BB-HCM580 Use the CD-ROM provided with the network camera when changing the
default IP address.
Default: Automatic setup
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1 Image Display

BANNER

|E‘ Network Gamera Setting

e h

Contents TP fiddress 192 168 1 i

@ Port Mo 20000 12 /B85

Style Unit Setting

| Fort Mo, To6a (2] sesEd3

& Snap Settings
Show/Hide Snap Setting Q ’ ’

¢ File Name ©4UTD

Detail Automatically save the fle under a name from "VDDODOD.jpg" to

“VDIN2EE g

If @ file of the same name already exists, it will be ovenwritten.

) Snap Fil Setting
©) Specity

s e
Saves the file in [VDOD0O0.pg] of the specified number Masimum Number of Snap Files in Aute =

Snap File Setting... l» “when the Limitation is Exceeded @ Stop O Overwite
Snap File Compression Rate | Middle e

Other Settings = |
Item Description
Network Camera Setting Configure the settings of a network camera.
Maker Select the manufacturer of the network camera.
BANNER
IP Address *1 Specify the IP address of the network camera.
Port No. Specify the port number of the network camera.
20000 to 20009 (default: 20000)
Unit Setting Configure the settings of the TSi unit.
Port No. Specify the port number of the TSi unit.
Fixed to “1969"
Snap Setting "2 "3 Save the displayed image as a JPEG file by double-tapping on the display area.

Save location: (storage device)\DATOO00\SNAP

File Name Set the filename to use when saving a snapshot.

AUTO (1 to 255):
Save using sequential numbers from “VD00000.jpg".
Set the action to perform when the maximum number of snapshots is reached using [Snap
File Setting].

Specify (0 to 32767):
Save using the specified file number. If the specified file already exists, it is overwritten.

Snap File Setting Configure snapshot file settings.

*1  For details on setting IP addresses, refer to the user’'s manual of the network camera.

Manufacturer Model Remarks
BANNER PresencePLUS P4 OMNI | Use the CD-ROM provided with the network camera when changing the default IP
address.
Default: Automatic setup

*2  Setting Examples

- When [Snap file naming] is “AUTO", [Maximum Number of Saves] is “10", and [Action when Limitation is Exceeded] is “Overwrite”
Snapshot files ranging from “VD00000.jpg” to "VD00009.jpg" are created in sequence. When the file “VD00009.jpg"” is created, the
previous files will be overwritten from “VD00000.jpg”.

VD00000.jpg
VD00001.jpg
] VD00002.j When reaching the limit number,
Sequent_|a| . P9 the files are overwritten from the
numbering : first file.
VD00008.jpg
VD00009.jpg

- When [File Name] is “Specify” and [File No.] is 30"
The file "VD00030.jpg" is created and always overwritten.

*3  When screen data contains both [AUTO] and [Specify] selected for [Snap file naming], enter a value for [Specify] in the 255 to 32767
range so that files created according to [AUTO] do not overwrite the file created according to [Specify]. When [AUTO] is selected, the file
number saved last is stored in system memory address $s932.
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1.2 Network Camera

Contents

Device Setting

=

Contents

style

Show/Hide Size 160%120 -
s ) Ratation fngle

Detail

[Other Settings =

Prewiess Dizplay Comment NET_CEM_00000

Item Description

Size "1 Set the size of the display area.
160 * 120, 192 * 144, 320 * 240, 640 * 480

Rotation Angle "2 Set the rotation angle of the image output from the network camera. Select an angle appropriate for the
mounting orientation of the network camera.

0, 90, 180, 270

*1  AXIS, BANNER: Cannot set to 192 * 144
*2 Panasonic, BANNER: Cannot set to 90, 270
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1 Image Display

Style

Device Setting

Contents

s
Style

Parts on the previem pane can be selected with the mouse.

Parts Design <<

frea Setting
@ Select fram catalogs
Color

) Select an image file

Edit Selected Parts<<

Text

[ Adjust Fosition.. | [ Select from cataloes.. |

Additional Parts List

s o P A )
[¥|Focus Mear s
[Other Settines
Item Description
Additional Parts List Select an operation switch. "1 ™2
Step Left Pan the camera left.
Step Right Pan the camera right.
Step Up Tilt the camera up.
Step Down Tilt the camera down.
Zoom In Zoom in on the camera image.
Zoom Out Zoom out of the camera image.
Focus Far Focus the camera on a distant point.
Focus Near Focus the camera on a nearby point.
Pause Pause video display.
Restart Resume video display.

Parts Design

Set the design and color of parts.

Edit Selected Parts

Configure the part selected in the [Additional Parts List] or preview pane.

Adjust Position

Displays the window for adjusting the placement position of each part.

The size of parts can also be changed.

*1
these functions.)
*2

the switch is held down.

Show/Hide

Note that some network cameras cannot be controlled remotely. See your network camera specifications. (No BANNER products support

If the [Delay] — [ON repeat] setting is configured in the switch settings window, the function performed by the switch is repeated while

Set the show and hide settings of JPEG display items.

==

Refer to “14 Item Shown/Hide Function” in the TS Reference Manual 1.

Detail
Goordinate
Start X0 = StartyY 0 = Width 2855 Height 160
D 0 = /285
Detail Settings(<
Show/Hide
Detail
Item Description

Coordinate | Start X/Start Y Specify the coordinates of the display area.
D Set an ID number.
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1.2 Network Camera

1.2.5 AXIS Settings (Example: AXIS 214PTZ)

Access from the Computer

1. Start up Microsoft Internet Explorer on your computer.
2. Enter the IP address of the network camera in the address field.

http://XXX.XXX.XXX.XXX

Network camera IP address

‘2 Hakko Electronics Co., Ltd. - Microsoft Internet Explorer

File Edit Miew Favorites Tools  Help

Address http: /{192,168, 10,150 viewfinde:x. shtml

£ fitows ey

FC MmoNITOUCH TSV ST s, SRS

COMPANY

3. The following dialog is displayed when using basic authentication. Enter a registered user name and password, and click
the [OK] button.
If basic authentication is not used, proceed to step 4.
For details on basic authentication, refer to page 1-15.

Connect to 192.168.10.150 Connect to 192.168.10.150

.F?& =f?\-\

e iR

i !

e (@] 9| — P |
[CJremember my passward ] Remember my password

4. The [Live view] window is displayed.

23 Live view - AXIS 214 PTZ Network Camera - Microsoft Internet Explorer

File  Edt Yew Favortes Tools  Help w

Prac - () B @ g;j pSearch *Favnrites & B- :\,', 3

Agdress|@ http:jf192.168.10.150)viewfindex.shtrl V‘ Go  Links *
AXISa AXIS 214 PTZ Network Camera Live View | Setup | Help

video format

Mation JPEG W

mr
0000 goun
PAN  Left Right
ZOOM Wide Tele Ctrl panel
FOCUS Hear Far
RIS Close Open
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1 Image Display

Network Camera Settings

Checking and changing the IP address

1. Display the [Setup] window.

* If basic authentication is not used, pressing the [Setup] button displays the dialog box shown in step 3 of “Access from the
Computer” page 1-13. Enter a user name and password.

2. On the menu on the left of the screen, click [Basic Configuration Instructions] — [2. TCP/IP].
3. Check and change the network camera IP address, subnet mask, and gateway settings as required.

a System Options/Basic TCPJIP Settings - AXIS 214 PTZ Network Camera - Microsoft Internet Explorer
Ele Edit Wew

Q- © [ & @ ) search ¢ Favortes {2)

Favortes Tooks  Help 5

."-7"}‘-‘

Address |@ http:f{192.168.10.150{adminftcpip. shtri?hasic=yestid=fa Links *

v B e

Live Vieelp
Basic TCP/IP Settings (2]

Network Settings

AXIS 214 PTZ Network Camera

~ Basic Configuration
Instructions

View

WView current network settings:

ime 1Pv4 Address Configuration

L]
4. Video & Image Enable 1Pv4
5. Audio

J

© obtain IP address via DHCP
» ¥ideo & Image
@® Use the following 1P address:

» Audio 1P address:

192.168,10.150
255.255.255.0
192.162.10.1

b Live Yiew Config Subnet mask:

Default router:

» PTZ Configuration

IPv6 Address Configuration
» Event Configuration [ Enable 1rve
» System Options Seipices

Ensble ARP/Ping setting of 1P Address
Options far natificstion of IP address change

See also the advanced TCP/IP settings

About

ARIS Internet Dynamic DHS Service

4. Click the [Save] button to save any changes.

HTTP settings

1. Display the [Setup] window.

* If basic authentication is not used, pressing the [Setup] button displays the dialog box shown in step 3 of “Access from the
Computer” page 1-13. Enter a user name and password.

2. On the menu on the left of the screen, click [System Options] — [Security] — [HTTPS].
3. Select "HTTP" for the options under [HTTPS Connection Policy]. ("HTTP” is selected as default.)

~
ASa, AXIS 214 PTZ Network Camera Live Vieelp
» Basic Configuration | HTTPS Settings (2]
T snable HTTRS, create sither s self-signed certificate, or create a request for a
» video & Image certificate from a Certificate Autharity (CA.)
. Although a self-signed certificate is useful for initially testing HTTPS, true security will only
» Audio be | d sfter the installation of 2 zigne i issued by a certificate
sutharity.
» Live View Config The HTTPS Connection Policy must alsa be sat to enable HTTPS on this server
» PTZ Configuration Create & Install
» Event Configuration Create self-signed certificate...
+ System Options [ cCreste Certificste Request.. | [ Install signed certificate.,, |
- Security Created Request
Users
Subject Name Created
#o certificate request created
Date & Time
b Netwark
» Ports & Devices Installed Certificat
Maintenance nstalled Lertificate
» Support Subject Hame State
v Advanced 1o certificate configured.
About
HTTPS Connection Policy
Administrator will use: | HTTP v
Operator will use: HTTP
Viewer will use:
v
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1.2 Network Camera

Basic authentication settings

Basic authentication is provided to permit or prohibit access from guest users.
Use basic authentication to prohibit access from guest users.

1. Display the [Setup] window.

If basic authentication is not used, pressing the [Setup] button displays the dialog box shown in step 3 of “Access from the
Computer” page 1-13. Enter a user name and password.

On the menu on the left of the screen, click [Basic Configuration Instructions] — [Users].

3. If the checkmarks are not selected for the options under [User Settings], basic authentication is required for the network
camera.

AXIS 214 PTZ Network Camera Live ViEElp

Users (2]
User List
User Hame User Group
3, Date & Time root Adwiniztrator
E¥ Administrator
4, Mideo & Image
T Audio aaa Adwiniztrator
: Aladdin Administrator
. momni touch Administrator
» Video & Image
+ Audio
» Live View Config
» PTZ Configuration [ add.. ][ medify... ][ Remove ]

» Event Gonfiguration User Settings

+ System Options [Oenable anonymous viewer login Cno user name or password required)

Maximum number of simultaneous viewers limited to: |20 | [0,,20]
About

Subsequent viewers will see a blank image.

Enable anonymous PTZ cantral login (no user name or passuord required)

‘ Save ’ Reset

* When using basic authentication, make the following settings in the V-SFT software. As shown below, select the [Use
authentication setting] checkbox and enter a registered user ID and password in the [Network Camera Display] window.

For details on registered user names and passwords, refer to “Checking and registering user names and passwords” page
1-16.

|I7‘ Metwork Camera Setting
= Maker
Device Setting SANNER

Panasonic
Contents IP Address m n 130 200

[E Unit Setting

Style Port No Gonno = /65633 (For image capture setting)

0 s0001 (For image capture)

Detail 50002 {For camera operation and camera setting status check)

Use authentication setting

User Il monitouch

Password

[Other Settings

Preview Display Comment  NET_CAM 00000

4. If basic authentication is not necessary, select the [Enable anonymous viewer login (no user name or password required)]
checkbox under [User Settings] and click the [Save] button.

* When performing camera lens operations from the TSi unit or PLC, select the [Enable anonymous PTZ control login (no

user name or password required)] checkbox and click the [Save] button. For details, refer to "Operating the Camera Lens
from the TSi Unit” page 1-17.
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1 Image Display

Checking and registering user names and passwords

1. Display the [Setup] window.

* If basic authentication is not used, pressing the [Setup] button displays the dialog box shown in step 3 of “Access from the
Computer” page 1-18. Enter a user name and password.

2. On the menu on the left of the screen, click [Basic Configuration Instructions] — [Users].
3. If users have been registered, they are displayed under [User List].
4. To add a new user, click the [Add...] button. To modify an existing user, click the [Modify...] button.

AXIS 214 PTZ Network Camera Live Vieelp

Users (2]
User List
User_Hame User_Gro
: gL liane User brow
3. Date & Time root Adwinistrator
ah Administrator
4, Mideo & Image
5 aud aasa Adwinistrator
- Addie aladdin Administrator
nonitouch Adwinistrator

» Video & Image

+ Audio
» Live View Config

+ PTZ Configuration A

» Event Gonfiguration

User Settings
+ System Options [Oenable anonymous viewer login Cno user name or password required)

Masximurn number of simultanesus viswers limited to: [0..20]

Subsequent viewers will see a blank image.

About

Enable anonymous PTZ cantral login (no user name or passuord required)

5. The [User Setup] window is displayed.
Enter the desired name for [User name] and enter the same password for [Password] and [Confirm password].

168.10.150 - System 0.... [2|[E]

User Setup O °
Usar mams:
— Fr—
confinm passvord: F—
User group: O viswer

O operatar

& adrninistrator

Enable PTZ control

v
&) @ Internet

A Check [Administrator] for [User group].

6. Click [OK] to accept the settings.
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1.2 Network Camera

Operating the Camera Lens from the TSi Unit

The camera lens can be operated using switches and command device memory addresses on the TSi unit.

With basic authentication

Display the [User Setup] window* and select the [Enable PTZ control] checkbox.

AXIS 214 PTZ Network Camera 150 - System
~ Basic Configuration Users User Setup 0
Instructions User List User name: manitauch
1. Users
User Hame User Gro 3 d: ]
o Tepap 2 e tlmt asswor
roo inistrator
3. Dfate & Time L Administrator Confirm password: I:l
4, Wideo & Image
- asa Administrator User group: Ow
5. Audio Aladdi Viewer
addin Adninistrator
. ) Aduin - O operatar
» Video & Image © administrator
» Audio Enable PTZ cantral '
» Live Yiew Config
» PTZ Configuration [Cadd. ) [(wodify... | [(Remove | €] Done & Internet
» Event Configuration User Settings
» System Options [Jenzble anonyrmeus viswer login (e user name of password reguired)

About Maximum number of simultanecus viewers limited tos to..20]
Subsequant viswars will sas a blank image,

Enable anonymous BTZ contral lagin (no user name or passuord required)

* For details on how to display the [User Setup] window, refer to "Checking and registering user names and passwords”
page 1-16.

Without basic authentication

Display the [Users] window*. Select both checkboxes under [User Settings] and click the [Save] button.

AXIS 214 PTZ Network Camera Live View | Setup | Help
~ Basic Configuration Users 0
Instructions User List
1. Users User Hame User Group
2, TCR/IP . e rat
rog inistrator
3. Date & Time AL Aduinistrator
4, Wideo & Image
£ audio aaa Administrator
' Aladdin Adwinistrator
. monitouch Administrator
» ¥ideo & Image
+ Audio
» Live ¥iew Config
» PTZ Configuration [ add.. | [(todify... | [ Remase |

Event Configuration User Settings

System Options [Jensble anonyrmeus viswer login (e user name of password reguired)
About Maximum number of simultanecus viewers limited tos to..20]
Subsaquent viswsrs will s22 & blank image.

Enable anonymous BTZ contral lagin (no user name or passuord required)

Save Reset

* For details on how to display the [Users] window, refer to “Basic authentication settings” page 1-15.
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1 Image Display

1.2.6 Panasonic (Example: BB-HCM580)

Access from the Computer

This network camera can be accessed from a computer using the CD-ROM included with the network camera or via a web
browser.
* Select the method using the CD-ROM when setting up the network camera for the first time.

CD-ROM

1. Load the CD-ROM included with the network camera into your computer.
2. The [Network Camera] window is displayed. Click [Search for Cameras] to search for the network camera connected to the
computer.

BT Network Camera

About this pragram 1

Panasonic

( Search for Cameras ) |

Wanual

Save Settings to PC/Save Settings to Camera

Update Firmware ‘
Exit ‘

3. If the following message appears, click [OK].

4. When the target network camera is found, information regarding the network camera, such as MAC address and IP
address, is displayed in the [Easy Setup] window. Click [Access Camera] *.

MNo. |MAC Address |Pv4 Address | PortNo. | Camera Mame | Firmware Version | Boot Version | Model No Camera Status f

1 00-80-FO-B1-3A-DA 192168, 0.253 80 MNetworkCarmera 3.51R00 3.51R00 BB-HCMS80  Static IP address(8d00)

Bedin Search ( Access Camera ) Network Settings ‘ Search by MAC Address
| PvPye Search Time
]\Pv4 :J ]Smm :j e

* If the IP address of the network camera does not exist in the network group of the computer, click the [Network Settings]
button. In the window to be displayed, change the IP address of the network camera so that it belongs to the network
group of the computer.
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1.2 Network Camera

5. When connecting a factory-default network camera to your computer, the [Initial Authentication Setting] screen appears.
Register a user name and password for the administrator. (If a user is already registered, proceed to step 6.)
For details, refer to the user's manual of the network camera.

Q The password registered in this step is required for access to the network camera.
Take appropriate measures to avoid forgetting the password.

A Kantan - Microsoft Internet Explorer,

Fle Edit View Favorites Tools  Help

Address @ hetp: 10,91, 130,253/CqiStart?Language=0 v| Go Q Back

Initial Authentication Setting

Set the camera administrator's user name and password.

Initial Authentication Setting Mote:(1)Username and Password is

case-senstive

User Name hakko-eler (2 i strongly recommended to

(B to 15 Characters) change password regularly for
security

e

(B to 15 Characters)

Retype Passmord

6. The authentication dialog box is displayed. Enter an administrator-level user name and password and click [OK].

* When [Permit access from guest users] is checked on the [Administrator] page, the [Top] tab window is displayed. Click
the [Login] tab. For details, refer to "Authentication settings” page 1-22.

Connect to 192.168.0.253

Generalliser/Administrator

User name: € haldo-elec b
essnord:

[Iremembar my passward

7. The [Top] tab window is displayed.

(This tab window is displayed when login authentication is performed with an administrator-level user name and
password. When a general or guest user logs in, the menus in the displayed tab window vary slightly.)

2l Network Camera - Microsoft Internet Explorer,

Fle Edt Wew Favortes Tools  Help

@Bazk @ E:] @ (ﬁ pSearch *Favuntes & @- st 23

iddress |@ http:i{152. 168.0.253/Caistart?Language=0 \ﬂ‘ Go Links

hulti fiere etup Internet

Panasonic

Network Camera

LiELy

BB-HCM580
Version 3.51R00

Running in IPv4 mode.

1-19



1 Image Display

Web browser (Microsoft Internet Explorer)

1. Start up Microsoft Internet Explorer on your computer.
2. Enter the IP address and port number of the network camera in the address field.
* When using the factory-default port number of 80, the entry of the port number may be omitted.

http://XXX.XXX.XXX.XXX:Port number/

Network camera IP address

A about:blank - Microsoft Internet Explorer
File Edit  View Favorites Tools  Help #

Q- O 1A G Lo frre BB B E B

Agdres' http://192, 1680253 )] v[Beo ks ?

3. The authentication dialog box is displayed. Enter an administrator-level user name and password and click [OK].

* When [Permit access from guest users] is checked on the [Administrator] page, the [Top] tab window is displayed. Click
the [Login] tab. For details, refer to "Authentication settings” page 1-22.

Connect to 192.168.0.253

GensrallserfAdministrator

User name: € haldo-elec b
asswerd;

[Iremembar my passward

4. The [Top] tab window is displayed.

(This tab window is displayed when login authentication is performed with an administrator-level user name and
password. When a general or guest user logs in, the menus in the displayed tab window vary slightly.)

2 Network Camera - Microsoft Intemet Explorer

Ele Edt View Favortes Tooks Help

@Ea:k -\Q E:j @ @ pSearch *Favuntes & @- st 23

253(Caistart?Language=0 E‘ Go

Multi Buffered Image Setup Internet

Panasonic

BB-HCM580
Version 3.51R00

Running in IP¥4 mode.
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1.2 Network Camera

Network Camera Settings

Checking and changing the IP address

* Login with an administrator-level user name and password is required to proceed to the following tab window
settings.

1. Click the [Setup] tab.
Check that [Network (IPv4)] is selected in the [Basic] menu at the left of the window. Next, go to the [Connection Mode]
area and click [Static].

AOOTESS | ] DL 192, 168U, 2535/ giatart/page=setupil anguage=,
Multi Buffered Im:age Setup

Network (IPv4)

Internet Support

Set up netwark configuration

Select "Automatic Setup” if you connect the camera to the router and wish to set it up
automatically

Select "Static” if you wish to assign a static IP address to the camera.

Select "DHCP" if you are using the DHCP function of your router or ISP

Connection Mode

Configure network setiings automatically
Assign static IP address to the camera

Get P address from DHCP server

3. Configure the network camera port number*, IP address, subnet mask, and gateway settings.
* The default port number is 80. Enter a port number between 1 and 65535.

Basic Static IP Address Configuration

Network (IPv4) »

You can configure netwark parameters here

Network Configuration from Setup Program After setting netwark configuration, you

must set disable for netwerk securty.
Enahble

Internet Connection Configure Port Mumber, IP Address, and
Subnet Mask assigned from your ISP

Port Mo I termet Service Provider) or Netwark

&cministrator. When you connect two or
192.168.0.253 more cameras to the router, you need to
IP Aderess 921680257 | e vt Pon s ot oo

camera.

Subnet Mask 265.266.265.0

Default Gateway in case of communication over the

- [gatevvay, you must enter the proper
Buffer/Transfer Default Gateway l:l adcress.

In case of using DDNS, FTP, E-mail or
Muti-Camera, you must enter the proper

Primary Server Address 1721611 address.
Secondary Server Address 172.161.26

Advanced Max. Bandwidth Usage 1t can restrict the transmi bandwidth.
L Unlimiterd

Connection Type Mote: Use "Aulo Negatiation in mast

cases
Auto Megotiation b

* Also enter the port number for [Port No.] in the [Network Camera Display] window in V-SFT. Refer to page 1-9.

Network Gamera Setting
B=]

Device Setting Maker
Contents IP Address 192 168 0 253
E (Pnr( No 80 = /55535)
Style Unit Setting
a Part Mo, 50000 15| /BES33 (Far image capture setting)
Detail 0001 (For image capture)

50002 (For camera operation and camera setting status check)

Use authentication setting

User ID

Password

Other Settings
Preview Display Comment  NET_CAM 00000

4. Click [Save] to save the settings made in the previous steps.

1-21



1 Image Display

The IP address can be checked or changed using the CD-ROM included with network camera or via the [Network Settings]
button in the [Easy Setup] window.

& Easy Setup

Mo, | MAC Address | IPyv4 Address | Port Mo | Camera Name | Firmware Version | Boot Version | Madel Na | Camera Status |
1 00-80-FO-B1-9A-DA 192,168 0253 80 NetworkCamera 3.51R00 351R00 BB-HCM580  Static IP address(8d00)

Save Settings to Camera

CareraNeme = NetworkCamera

Port Mo, I 80

 Autornatic Setup

© Specify an IP Address

IPv4 Address 192 . 168 0 253
Be Subnet Mask 255 . 255 . 286 0 a | Network Settings ' Search by MAC Address
© DHCP
e HostMame
F Close
Default Gateway 0 0 0 0
DNS Server 1 7216 1 1

Authentication settings

Authentication settings are provided to permit or prohibit access from guest users.
These settings disallow access to guest users.

* Login with an administrator-level user name and password is required to proceed to the following tab window
settings.

1. Click the [Setup] tab.
Click [Administrator] at the left of the screen.
3. Inthe [General Authentication] area, select either [Permit access from guest users] or [Do not permit access from guest

users].
Multi
Administrator

For security management, you can set up user name and password for administrator

Cnly the administrator can access "Setup” and "Maintenance” pages.

MNate:lt is impaortant to limit access to this product by use of a unigue User Name and a secret
Passwaord. If this product is installed on a network where Internet access is available, itis
possible that unknown individuals, including those known as "hackers," could access this
product. The use of a User Name and a Passward known onby to you will help insure that
only authorized users are given access to this product.

General Authentication [Select whether to allow guest users to

faccess this product o not. If you allow
O Permit access from guest users laccess from guest users, you can
elect which settings they can use on
O Permit access from guest users (mobile only) he General User screen. If Permit
faccess from guest users (mobile only)
@ Do not permit access from guest users is selected, ugers can access mokile
'phone-specific screens via a mobile
phone or computer without the need for
authertication.
Administrator Authentication Leave "Password" column blanked if
you do not wish to change the
User Name hakko-elec password, Please refer here for the
(B to 15 Characters) instructions how to assign user name
and password.
Password [ ] Note(1)User Name and Password must
(B to 15 Characters) be differert from each cther
(2t is strongly recommended to
Retype Passward l:l change passward regularly for
security.
=)
Permit access from guest users This option allows anyone to access the network camera without a registered user name and

password.

Do not permit access from guest users | Whenever access to the network camera is attempted, the authentication dialog box appears.
Access is granted to the network camera by entering a registered user name and password.
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1.2 Network Camera

* When the [Do not permit access from guest users] checkbox is selected, configure the following settings in the V-SFT
software. As shown below, select the [Use authentication setting] checkbox and enter a registered user ID and password
in the [Network Camera Display] window. For details on registered user names and passwords, refer to “Checking and
Registering User Names and Passwords” page 1-26".

|I ‘ Network Gamera Setting

Device Setting Maker

Contents IP Address 192 . 188 . 1] .25
E-"- Port o ] < /o553
Style Unit Setting
0 Part Mo 50000 = JRER3I (For imaee capture setting)
Detail so001 (For imaes capture)
50002 (For camera aperation and camera setting status check)

( P N
Use authentication setting
User Iy monitouch

Password

4. Click [Save] to save the settings made in the previous steps.
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Registering and changing the settings of general users

When users other than the administrator need access to the network camera, general user registration is required.
* Login with an administrator-level user name and password is required to proceed to the following tab window
settings.

New general user registration

1. Click the [Setup] tab.

2. Click [General User] on the left of the screen.
3. Click [Create].

Multi

General User

Edit General User information
General Users cannot access the "Setup”, "Internet” and "Maintenance" pages

User ID List (Max. 50 Users)

Modify

Account Delete

Buffer/Transfer

Tri

4. The [New General User Registration] page is displayed. Configure the settings as specified below.

Q The password registered in this step is required for access to the network camera.
Take appropriate measures to avoid forgetting the password.

|

New General User Registration

You can add a new General User account

Input User Name and Password Please refer here for the instructions

0w 10 assign user name and
User Name

bassword.
(6 to 15 Characters) loter 1 JUser Mame and Password must

be different from each other.

Password _ (2)tis strangly recommended to
(6 to 15 Characters)

Access Level

chenge passwvord regularly for
securty.
Yideo Display Time Mot permitted ¥

Refresh Rate

[Camera viewing anly)

[] Change Refresh Rate

Retype Passward

Account

You can set Access Level for each

Administrator eneral User

o |

BuffersTransfer

Tri

Change Resalution

Change Quality

Advanced

[ Capture Image Button

[Oviews Multi-Camera page

[Oviews Buffered Image page

(Camera viewing and preset contral)
OPreset

MPan / Tilt

] Zoom
MFocus

O Click to Center

Camera viewing and all controls)

Miemasu net Lite

rightness / Backlight
White Balance
CExternal Qutput

]

5. Click [Save] to save the settings made in the previous steps.
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Changing guest user settings

The following settings can be configured when the [Permit access from guest users] checkbox is selected.

Configure the functions available when the network camera is accessed without authentication with a user name and
password in the following tab window.

1. Click the [Setup] tab.
2. Click [General User] on the left of the screen.
3. Check that [Guest User] is selected and then click [Modify].

g A e o e

General User

Edit General User information
General Users cannot access the "Setup”, "Internet” and "Maintenance" pages

User ID List (Max. 50 Users)

Create

Account

Delete

RufferiTransfar

4. The [Modify Guest User] page is displayed. Configure the settings as specified below.

Modify Guest User

Modify Guest User registration information

Access Level You can set Access Lavel for Guest
T Videa Display Time Hser
Refresh Rate 3s
(Camera viewing only)
m []Change Refresh Rate

Administrator Change Resalution

T

Buffer/Transfer

Change CQuality

[ Capture Image Button
[CIview Multi-Camera page
[Cview Buffered Image page

CIPreset

(Camera viewing and preset control)

and all contrals)
[“Pan / Tilt

[ Zoom

[Focus

[ Click to Center

[¥ Brightness / Backlight

['White Balance

[ External Output

l Save ][ Cancal ][ Back

5. Click [Save] to save the settings made in the previous steps.
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Checking and Registering User Names and Passwords

When a password has already been registered, the [Password] field is blanked out.

Take sufficient care when managing passwords. If you forget the password, a password newly registered is

usable for authentication.

In a case when the [Do not permit access from guest users] checkbox is selected in the [General Authentication] area, the user
name and password registered for the administrator or a general user in the network camera setting tab window must be set

in the V-SFT software.

For details on the authentication settings, refer to "Authentication settings” page 1-22.

* Login with an administrator-level user name and password is required to proceed to the following tab window

settings.

Administrator

Click the [Setup] tab.

HwnNR

ey

Click [Administrator] at the left of the screen.
Check the settings in the [Input User Name and Password] area.
If any changes are made to these fields, click [Save] to save the changes.

ot gt g | -

Basic

Extarnal Output

General users

Click the [Setup] tab.

Hwnh R

Click [Modify].

Administrator

For security management, you can set up user name and password for administrator

COnly the administratar can access "Setup” and "Maintenance" pages

Mote:lt is important to limit access to this product by use of a unigue User Name and a secret
Passward. If this product is installed on a network where Internet access is available, itis
possihle that unknown individuals, including those known as "hackers," could access this
product. The use of a User Mame and a Password known only to you will help insure that
only authorized users are given access to this product.

General Authentication Select whether to allow guest users to

access this product o not. f you sllow

O Permit access from guest users access 1rom guest users, you can
select which settings they can uss on

O Permit access from guest users (mobile only) the General User screen. If Permit
access from gusst users (moblle only)

@ Do not permit access from guest users is selected, users can access moblle

phone-specific scresns via a mobils
phone o computer without the nesd for
authertication

Leave "Password! column blanked if
you to niot wish to changs the
[password. Flease refer hers for the
instructions how to assign user name
and passwort
ote(1)Uszr Nams and Passward must
be differert from each other
(2 is strongly rscommendsd to
change password regularly for
security

Administrator Authentication

User Name -

(B to 15 Characters) _hE‘kktl alec
Passward

(B to 15 Characters)

Retype Password l:l

Save Cancel

Click [General User] on the left of the screen.
Select the target user name from the [User ID List].

Account

General User

Edit General User information
General Users cannot access the "Setup”, "Internet” and "Maintenance” pages

User ID List (Max. 50 Users)
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1.2 Network Camera

5. Check the settings in the [Input User Name and Password] area.
You can add a new General User account.
Input User Name and Password Please refer here for the instructions
how to assign user name and
User Mame passwvord
(B to 15 Characters) ot JUser Mame and Password must

b dlifferent from each other

Password l:l (2}t is stronaly recommended to
(B to 15 Characters) change password regularly for
security
Retype Passwaord l:l
Account
Access Level “fou can set Access Lewel for each

Administ:

trator
al User » Video Display Time

6. If any changes are made to these fields, click [Save] to save the changes.

General User

Geners

Image Display Settings

* Login with an administrator-level user name and password is required to proceed to the following tab window
settings.

1. Click the [Setup] tab.
Click [Image Display] at the left of the screen.
3. Configure the settings as specified below.

* Note that these settings will be overwritten while the TSi unit is communicating with the network camera. Because
overwriting is likely to be time-consuming, it is recommended to configure these settings in advance.

~
Basic Image Display
You can set Image Resolution, Image Quality and Refresh Rate
Camera Name 1t 15 Characters
Camera Name NetworkCamera
Single Camera “image: Resolution", "Image Quality",
"Refresh Rate" and "Streaming Method"
Refresh Rate for Single-Camera view
Image Resolution _
Image Quality
Streaming Method _
Multi-Camera "Image Resolution”, "mage Qualty", and
"Refresh Rate” for Multi-Camera view:
Refresh Rate MIPEG
Image Resolution 320x240 v
Image Quality Standard b
Mobile Phone "Image Resolution" for Mobile Phone
view
Image Resolution 192x149 v
Overlay Setting 'ou can select whether or not to
dispiay the Time Stamp on butfered
Date and Time [ Include images and the Singls Camera and Mutti-
Camera screens
Date Format MDD (06/04715) b
Text [ Include
B L
(1 to 20 Characters)
Status O Include
The selected language is displayed as
the initil language on Top Page,
Language English v Butfered Image, Single Camera screen,
and Muti-Camera screen.
A1l Setup windows are also changed
when selecting next language.
English Japanese French Simplified
Chinese German ttalian Spanish Russian
Banner Display et which banner is displayed an the
Single Camera screen
[J Enable
Image URL |
(1to 127 Characters)
Link URL |
(0to 127 Characters)
.
]

4. Click [Save] to save the settings made in the previous steps.
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1.2.7 BANNER (Example: PresencePLUS P4 OMNI)

Access from the Computer

When accessing a sensor from a computer, use the “PresencePLUS" dedicated sensor software.
The CD-ROM provided with the sensor includes this software. Load the CD-ROM into the computer and install the software.
For details on the installation procedure, refer to the manual issued by BANNER.

S PresencePLUS

A N INEE

PresenceP LUS

@ %elcome to the InstallShield Fizard for
PresencePLUS

The InstallShieldR Wizard will install
PresencePLUS on your computer.  To cont inue,
click Mext.

| cancel

. Start the "PresencePLUS" software.
2. The [System Setup] window is displayed. When a connected sensor is found, the information on the sensor, including IP
address and MAC address, appears in the window. Select the desired sensor listed under [Sensor Neighborhood] with the

cursor and click [Change Sensor IP Address].

System Setup - Gamera not found 3

Sensor Select |

Sensor Neighborhood

' Change Sensor IP Address “

Refresh

PG (GUD to Sensor Gonnection Setup
Ethernet (R.J 48} - Gonnection IP Address 10 B 130 180 Address History

[ Automatically Gonhect To Selected IP Address

o | o]

3. The [Select Ethernet Adapter] window is displayed. Select the Ethernet adapter of the computer and click [Next].
Select Ethernet Adapter X

Please Select Ethernet Adapter Gonnected to Same Subnet as Sensor.

Adapter Deseription:

IP Address:

Subret Mask: |

Default Gateway: |

[ het> | cancel
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1.2 Network Camera

4. The [Set Sensor IP Address] window is displayed. Change the sensor’s IP address and subnet mask settings as necessary

and click [Finish].

A The sensor is reset in this step.

Set Sensor IP Address 3]

New Sensor Name:
New TP fAddress:

New Subnet Mask:
New Gateway:

Sensor MAG Address:

Host PG TP Address:

Please Enter New Values (Entries Initialized With Sugeested Values).

[ppvs

[ 12 163 1 182
| 255 265 285 1]
‘ i} o i} o

‘EIEI DOAGOT4797

[i0g113028

<Back Finish

Cancel

* Make sure that the computer network
group and the sensor IP address are on
the same network.

5. Click [OK] in the [System Setup] window to close the window.

6. When a connection between the computer and the sensor is established, the monitor screen is displayed on the

computer.

o5 PresencePLUS P4 OMNEBCR Vision Sensor — Hew [Modified]

System

Setup

Focus | Trigger Advanced

Go to Tools
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Sensor Settings

Port number setting

1. Click the [Tools] menu button.
2. Click the [Analysis] tab — [Communication].

5 PresencePLUS P4 OMNE-BCR Vision Sensor - Hew [Modificd]

Setup Toals Run System

Tools

Location| Vision | analysis|| Load

Communication

3. The [Communication Tool] menu opens. Enter an arbitrary name for [Name] and select [Image] under [Select].

System Save

Communication Tool

Gonnection Detail

Connection | 1P Address | Subnet Hask | port | Protacol
Input Ethernet Socket 1 192.168.1.182 255,255,255.0 20000 TCP{IP
Mame: W8A_L
Yiew < 2
Settings Connection [ Baud Rate Data Bits Parity Stop Bits | Flow contral [ conn
< »

To changs thess settings, go ko the "System’” button and sslect ths "Communication” tab.

4. In the [Connection(s)] section, select an Ethernet socket number. The sensor port number corresponding to the selected
socket number is used for connection with TSi unit.

To see more information on each Ethernet socket number, display the [Connection Detail] window by clicking [View

Settings].
Socket No. Port No. (Fixed)

Ethernet socket 1 20000

Ethernet socket 2 20001

Ethernet socket 3 20002

Ethernet socket 4 20003

Ethernet socket 5 20004

Ethernet socket 6 20005 * The sensor port number corresponding to each
Ethernet socket 7 20006 Ethernet socket number is fixed.
Ethernet socket 8 20007

Ethernet socket 9 20008

Ethernet socket 10 20009
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5. Inthe [Resolution] section, select the size of the image to be displayed on the TSi unit.

Resolution Description *
11 Display at actual size (640 x 480 pixels)
41 Display at a half of the size (320 x 240 pixels) of the width and height of 1:1 resolution
16:1 Display at a quarter of the size (160 x 120 pixels) of the width and height of 1:1 resolution
64:1 Display at an eighth of the size (80 x 60 pixels) of the width and height of 1:1 resolution

* The size of images captured with the sensor is based on 640 x 480 pixels (default). When changing the size, refer to the manual issued by
BANNER.

6. Click [Next] to exit the menu.

* Repeat steps 2 to 5 when connecting multiple TSi units. (Maximum of 10 sensors.) Only one TSi unit can be connected per
sensor port number.

RUN
1. Click the [Run] menu button.

43 PresencePLUS P4 OMNE-BCR Vision Sensor - Hew.ins [Modified]

Setup Toals Teach Run System

Tools

Location Vision Analysis| Load

V8 C
Commu Communication S Communi n

2. The [Save Inspection] window is displayed. Select “Sensor” for [Save in].

Enter an [Inspection Number] and [Inspection Name] for registration and click [Save].

Save Inspection

Save in: B Sensor hd

Mumber Marme:
0 (Temp)
1 WBtesk.ins
test.ins

3
4
5
&
7
8

O Example
Inspection Number: 3
Inspection Name: LINE.ins

Save

Cancel
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3. Click the [Select] tab in the [Run] menu, go to [Hardware Input], and select the name that was entered for [Inspection
Name] in step 2.

3 PresencePLUS P4 OMNI+BCR Vision Sensor - LINE.ins

Setup Tools Teach Run System
Run

Monitor| gelect | Log |Playback

4. Click the [Monitor] tab — [Start].

The settings in the [Run] menu are complete.
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1.2.8 Restrictions

All Manufacturers

e The display size depends on the resolution of the network camera or sensor. If a display area placed on the screen is
smaller than the resolution of the network camera or sensor, captured images displayed in the area are partially cut off.

e Captured images from multiple network cameras cannot be simultaneously displayed on the same layer (screen, overlap
etc.). If multiple camera images are placed, only the first area displayed will be active. Displaying camera images from
multiple network cameras or sensors is possible by switching between screens.

e In the case where an overlap containing a network camera/sensor display is called up while a network camera/screen
display is shown on the screen, only the display on the overlap will be active.

AXIS and Panasonic

e The focus and brightness of images captured by a network camera are automatically adjusted.
e With no basic authentication, size and rotation settings configured for a network camera on the screen are invalid. The
previously configured size and rotation settings take effect for the display of images captured with the network camera.

BANNER

e Focus and brightness of sensor images are not automatically adjusted. Sensors do not support these automatic
adjustments.
e The resolution of snapshot files saved on the TSi unit depends on the [Snap Setting] set for the network camera or sensor.
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MEMO

MONITOUCH
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2.1 Overview

2.1

Overview

2.1.1

Operation Log

Operation Overview

The operation log function stores screen operation history records (operation logs) in the SRAM area. When the SRAM area
becomes full, logs can be output to a storage device such as an SD card or a USB flash drive.

In the event of an error, these stored logs allow previous operations to be examined in order to determine the cause of the
error. Also, when used in conjunction with the security function, operator names can also be recorded.

1 Power ON

2 Screen changeover ‘

Screen 0

DATA ENTRY .

=
105 Frepeye|=

4][5][6 |ow][=

T2 |3 o | =

o e | =

3 Numerical da

ta entry ‘ \w

Screen 5

SRAM

1 20160601085506
2 20160601090320
3 20160601090510

Start

Screen change Entry screen 05

Update of the displayed 5 data items
Numerical data display DEC 10.5 35.2

[, DATAENTRY
35.2

BEEEED

7
4
1
0

Operation Log Viewer

Operation history records (operation logs) stored in the SRAM area can be displayed on MONITOUCH using the operation log
viewer.

The details of operations that were performed when an error occurred can be easily examined in order to determine the cause
of the error.

Log details are displayed.

2016/05/17 14:06:15
Scrn No : 10 User ID:
Level ]
Action :Bit Rst
Function:-
Comment :

ft'a
Type e=
Prev _Val:

Chg_Val :

n== For details on the log viewer, refer to “2.5 Operation Log Viewer"page 2-9.
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Log Storage

When the SRAM area becomes full, logs are written to a storage device. In addition to the logs stored in the SRAM area, the
log files output to a storage device can also be displayed in the log viewer.

Log files written to a storage device are in binary format. The dedicated "LogToCsv" tool can be used to convert such log files
to CSV files so their contents can be viewed.

Binary format files in SRAM are Operation log viewer
output to the SD card.

MENU =
= 201 17
R S 1 2016/05/17
L2 |5 ||=
=
OPELOG.BIN _3 | e |
I
Tap the file change switch to switch the
Binary files are backed up to the SD card according to the display from data in SRAM to backup data
time they were output and saved. on the SD card.

A dedicated “LogToCsv" tool can be used to convert log files to CSV files.
For details, refer to “2.6.3 Importing Log Data to Computer (Conversion to CSV Files)” page 2-13.
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2.2 Using the Operation Log Viewer

2.2 Using the Operation Log Viewer

2.2.1 Conceptual Operation

Operation log viewer

SYSTEM

BEEBED

- n n n
& £ Py N T

Press a switch

E'-Etti.'lg

The operation log viewer is displayed.

2.2.2 Setting Procedure

1. Click [System Setting] — [Other] — [Operation log Setting]. The [Operation log setting] window is displayed.

Select the [Use operation log function] checkbox and select the checkboxes of the relevant items under [Log objects].
3. Set any other relevant settings and select the [Operation log viewer] checkbox.

Specify a screen number (default: 9999) to which the operation log viewer is to be registered.

Operation log setting =3

nioa funclion
word Count Used in SRAM [ 7440 / 262016 Word |

Log objects

Start -
Transfer

Mode changeaver
Scieen changeover
Language changeaver
Switch

Diata display update o

m

SRAM save number 100 = /512

Starage Connection T arget @ Built-in Socket

2 USB Port

Action 1o be taken when s10re  [Eras oid log and continue. =

target capacity is not enough

Control Device $ul6330
Secreen registration Operetion log viewer

Screen 9339 Re-register

Cancel

4. Click [OK].
5. Place the switch used to read the operation log viewer screen ([Function: Screen]).

* When [Switch] is selected under [Log objects], the [Save operation log] checkbox must be selected in the settings window
of any switches targeted for logging. (Default: selected)

Iﬁﬁ Coordinates

Style StartX @ = Staty 0 x Width 61 = Height & =
A Others

Frocess Byele
Char. Prop. i High Speed

[T] A buzzer sounds individually
@ ave an operation log

Output Device

af

Function

£

Detail

Datail Settings>>

This completes the necessary settings. The screen program can be transferred to MONITOUCH.
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2.3

Applicable Items

2.3.1 Applicable Items and Saving

Applicable Items and Timing of Saving

The table below shows the items that can be saved to operation logs and when saving to SRAM takes place.

Items

Timing of Saving

Start

When power is turned ON

Transfer

When transferring a screen program or the I/F driver 1

Mode changeover

When changing between RUN mode and local mode

Screen changeover

When changing between screens

Language changeover

When changing between languages

Switch

When a switch with any of the following functions is pressed. "2

With output device memory Momentary, Set, Reset, Alternate, Momentary W, Word
Operation
Function Standard Screen, overlap display, multi-overlap display, reset, storage
device formatting (buffer), storage device removal, language
changeover
Entry Delete (alarms only)
Memory Card Card format, transfer card — PLC, transfer PLC — card
Digital switch Digital switch +, digital switch —
JPEG File deletion
Security Login/Logout

Data display update 3

When updating numerical data/character displays in entry mode (Write//T keys)

Storage Writing Error

When an error occurs during writing to a storage device
* 1024 words are used in SRAM. The words in use are added and displayed at [Unit Setting] —
[SRAM/Clock Setting] — [Operation log storage point].

Log destruction

When newly storing log data after clearing the SRAM area due to the reasons below:
e SRAM data corruption
e Failure to output to storage device

*1 Logging does not take place when transferring system programs of MONITOUCH.

*2  Logs can be saved for switches when the [Save an operation log] checkbox is selected in the [Detail] settings of the item'’s settings

window. (Default: selected)

B

Style s seny 0 + width 61 ) Height 57

High Speed

Char. Prop.

Output Device

of

Function

¥

Detail

Detail Settings>>

[Oter Settnes +

Preview Display | Comment sw_oo000

*3  Table data display is not supported.
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Saved Items (Titles)

The following item types are saved.

. L Max. No. of Characters
Saved Item (Title) Description (Bytes)
No. Log No. -
Date Log acquisition date -
Time Log acquisition time -
Scrn_No Screen number (0 to 9999) -
User_ID User ID registered in security settings 8
Level Security level (0 to 15) -
Action (Differs depending on the log item. For details on the saved content for each item, -
refer to the sections below.)
Function (Differs depending on the log item. For details on the saved content for each item, -
refer to the sections below.)
Comment Comments on screens and parts 32
Type Display format of numerical data displays -
Prev_Val Value before change -
Chg_val Value after change -
Start
No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
@] @] O - - - O - - - - -
Details of items are as follows:
‘ Action Start
Transfer
No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
o o O - - - O ¢ - - - -
Details of items are as follows:
Action Transfer
Function Screen program
Driver, expansion program
Mode Changeover
No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val

o o o - - - o o - - - -

Details of items are as follows:

Action Mode changeover

Function Change to RUN mode

Change to Local mode
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Screen Changeover

No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
O O O - O O O - O - O O
Details of items are as follows:
Action Screen changeover
Comment The comment entered in the [Screen Setting] — [Screen Setting] window is stored.
When no comment is entered, the [Comment] field is blank.
Sereen Setting ==
Screen Mo
o
Comment
Back Galor
© Back Color [ Appl to all sereens
Receive Slice Level
L] Apply 1o all screens.
Switch Output
1-Output 2-Output
Security Level
=
Prev_Val Stores the screen number before changeover.
Chg_Val Stores the screen number after changeover.
Language Changeover
No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
O O O - O @] O - - - @] @]
Details of items are as follows:
Action Language changeover
Prev_Val Stores the language number before changeover.
Chg_Val Stores the language number after changeover.
Switch
No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
O O O O O O O O O - - -
Details of items are as follows:
Action Switch operations (Mom)/(Set)/(Rst)/(Alt)/(Word)/(Sample)/(Alm)
Function Standard Screen
Overlap display, multi-overlap display
Word operation
Reset
Storage device formatting (buffer), storage device removal
Language selection
Entry Delete (alarms only)
Memory Card Transfer card — PLC, transfer PLC — card
Card format
Digital switch Digital switch +, digital switch -
JPEG File delete
Security Login, logout
Comment The text entered in the [Char. Prop.] window — [OFF] tab in the switch settings window is
stored.
A
(8] 8] (a)(&)




2.3 Applicable Items

Data Display Update (Numerical Display, Character Display)

No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
O (@) @) (@) @) O ©) O @) (@) @) O
Details of items are as follows: (Log output is not supported for table data displays.)
Action Data Display Update
Function Numerical display
Character display
Comment Outputs the comment in the numerical data display’s and character display’s settings
window.
(oo sy ) (Gomment za1a_0_00000 ) Erelas
Storage Writing Error
No. Date Time Scrn_No User_ID Level Action Function | Comment Type Prev_Val | Chg_Val
O O O - - - O O O - - -

Details of items are as follows:

Action Writing error detection
Function Power OFF
Card removal
Comment The directory path of the drive or file where an error has occurred is output.

e Error when accessing SD card: "Drive name:\Directory Information”
Example: For built-in socket: “C:\Directory Information”

e Error when accessing files: "Drive name:\Full path”*
Example: When an error occurred during writing of “REC0000.CSV" in recipe
mode

C:\DATOO0O\RECIPE\REC0000.CSV

* When the number of characters exceeds 32 one-byte characters (16 two-byte
characters), the top of the pathname is omitted and displayed as "..".
Example: C:\.\RECIPE\REC0000.CSV

Log Destruction

A log is saved when the SRAM area is cleared and newly saving logs because of SRAM data corruption or failure to output to

the SD card. The log contains the data items below.

No.

Date

Time

Scrn_No

User_ID

Level

Action

Function

Comment

Type

Prev_Val

Chg_Val

O

O

O

O

Details of items are as follows:

Action

Log destruction
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2 Operation Log

2.4 Detailed Settings

Configure the detailed settings at [System Setting] — [Other] — [Operation log Setting].

Operation log setting

Log objects

Ward Count Used in SRAM [ 7440 / 262016 Word ]

(==

/| Start

V] Transter

V| Mode changeover

/] Seieen changeover

| Language changeover
| Switch

V| Data display update

m

SRAM save number LU=

Storage Connection Target @ Built-in Socket

USE Port

Aetion to be taken when store
target capaciy is not enough

$u16330

Control Device

Screen registration V] Operetion log vi

Screen 9333

Ersse odlog and continue =

Cancel

iewer

FRe-register

Item

Description

Use operation log function

Select this checkbox to use the operation log function.

Log objects

Select the checkboxes of the items to save to operation logs.
For details, refer to “2.3 Applicable Items” page 2-4.

SRAM save number "1

Set the number of logs to be stored in the SRAM area. (100 - 512)

Storage Connection Target

Select how to connect the storage device to which operation logs will be output.

Action to be taken when store target

capacity is not enough

Select the action to take when the storage device is full.

Control Device 2

Set the device memory for outputting log data to the storage device.

Screen registration

operation log viewer (= compon

ent part) is to be registered.

Select this checkbox to use the operation log viewer. Select a screen number to which an

*1 The required amount of SRAM is automatically secured based on the [SRAM save number] setting.

Operation log setting

Word C

Log objects

(==

ount Used in SRAM PE20TE Word |

/| Start

V] Transter

V| Mode changeover

/] Seieen changeover

| Language changeover
| Switch

V| Data display update

N

SRAM save number

Starage Connection Target

Aetion to be taken when store
target capaciy is not enough

Control Device

Sereen registration

w2 /512

@ Built-in Socket

USE Part
Ersse odlog and continue =

$u16330

] Operetion log viewer

FRe-register

Screen 9333

SRAM/Clock Setting

SRAM Auto Format

SRAM Mapping

Header
Memory Card Emulation Area [0
Storage Area for Memo Pad 101
Mon-volatile Device fword) (L] 0]

Nan-valatils Device [Double-ward) (3LD) [0]
Japanese Conversion Function

Primary Starage of Samping

Tatal No. of wiords Available

[262016 Word]

Set Word “word Count

o = [0'word]
i =

i =

0 =

[0'word]

[0Word]

(Elpelatlnn Iog storage point

7440 Word])

Mo. of Total Words
Mo, of Words Free

[F440word]
[254576 Word]

Cancel

Cancel

*2 Control Device

Control device 15| 14

13|12 11|10 9 | 8 |7 | 6

51413 2 110

memory ol o

0|0 |0|0]|O

Reserved for system

Storage output bit J

0 — 1 (edge): Output SRAM log data to storage device

2-8




2.5 Operation Log Viewer

2.5

Operation Log Viewer

This section explains the log viewer screen.
Showing/Hiding Logs

Tap the [Select logs] switch in the operation log viewer. The following window is displayed.
Logs not to be displayed can be hidden by turning off the corresponding switches.

Example: Hiding logs other than [Transfer] and [Switch]

Log sel. setting for disp.
{RED: Show BLUE:Hide)

Transfer

Scrn No

1

—
Log sel. setting for disp. =
(RED: Show BLUE:Hide) j

Error

Log destrucigo

I
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2 Operation Log

Showing/Hiding Items and Changing Width (No. of Characters)

and Date/Time Format

Tap the [Setting] switch in the operation log viewer. The following window is displayed.

e Unnecessary items can be set to “Hide".

Example: Hiding the [User_ID], [Level], and [Type] items

Scrn No

1

201 5/17
2016/05/17
16/ N

Changing the
display page

e The width ([Letter counts]) can be changed as needed.

Scrn No
1_ Letter Display
I i s order

Changing the
display page

er Display
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2.5 Operation Log Viewer

e The display format of the date and time ([Date] and [Time]) can be changed.

Scrn No

1

Changing the
display page

Date Format Setting
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2 Operation Log

2.6

Log Data

2.6.1

Output Timing

2.6.2

Log data is first output to SRAM. Subsequent log data in SRAM may be output to a storage device depending on the
condition of SRAM. This section explains the timing of output.

SRAM

For information on the output timing of each item, refer to "Applicable Items and Timing of Saving” page 2-4.

Storage Device

Log data in SRAM is output to the storage device at the following timings.
e When the area defined by [SRAM save number] in the [Operation log setting] window is full
e When the "card output bit" defined for [Control Device] in the [Operation log setting] window turns ON
e When a switch with [Storage Removal] set for [Function] is pressed

Details of Output (File Type)

SRAM

Log data is stored in the SRAM area in binary format. A maximum of 64 KB of the SRAM area is used for log data and up to
512 logs can be stored. The SRAM data is cleared after output to a storage device.

Storage Device

The directory and file type when outputting to a storage device is as follows.

Directory Filename
Access folder\OPELOG\YYMMDD OPELOG_hhmmss.BIN
Year, month, and day Hour, minutes, and seconds

Storage Device

Ig—(ij_‘lz_:l’-\TOOOO ——————————— Access folders
3 BITMAP

OPELOG P — = — - Operation logs
160501
OPELOG_103005.BIN
OPELOG_141002.BIN
OPELOG_204250.BIN
160502
160503
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2.6 Log Data

2.6.3

Importing Log Data to Computer (Conversion to CSV Files)

A log file output to a storage device can be converted to a CSV file for viewing using the dedicated "LogToCsv"” tool.
“LogToCsv.exe"” is installed when V-SFT version 6 (Ver. 6.0.8.0 or later) is installed.
If the version of your V-SFT version 6 is an earlier one, download “LogToCsv.exe” from Hakko Electronics’ website and install.

File Conversion Procedure

1. Click the start button and start “LogToCsv" from [All Programs] — [V-SFTV6].

] LogTeCsw ol @ =
Source file
[ {Gpen.. |
Target fle

[ Open.
Corvert Cloze

2. Click the [Open] button for [Source file] and select the log file to convert. (Extension: *.bin)

¥ LogToCsv ol = ] 11 Open
Source file @Qv‘ <« DAT0000 » OPELOG ~ [ 4 ][ Search oreLOG )
[DATO000\OPELOGOPELDG_T24310 BIN - .
Organize v New folder =~ 0 @
Target fle Name ’ Date modified Type Size
[ Open... || OPELOG_124010.BIN 5/24/2016 5:20PM  EINFile 13KEB
Convert Closs

Select the “*.bin" extension.

File name: OPELOG_124010.BIN - | (".bin} b
Open Cancel

3. Click the [Open] button for [Target file] and specify the location for storing the CSV file and the filename.

'] LogToCsv E=REERE=
Source file
|G SDATOOOMAQPELOGYWIPELOG_1240M0.8IN Open
Target fils
|E'\Users\Desklnp\2D1EI]517Ing csv l Open. l
Corrvert Clase
4. Click the [Convert] button. A conversion complete message is displayed and the CSV file is output to the specified
location.
% LogToCsv ol @ = LogToCsv =3l
Source file
‘E.\DATUUUU\DPELDG\DF’ELUE_12401U.EIN Open l . Conversion has been finished properly.
Target file I

[CUsereiD ssktop 201 BB 7log. cov Open.
floce
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2 Operation Log

5.

Open the CSV file.

&) 20160517_Log.csv = B
[~ B C D B G H I 3 K L S
1 |No. |Date Time Scrn_MNo  User ID  Lewvel Action Function Comment Type Prev_Val Chg_Val
2 0 2016/5/17 14:02:28 - - - PowerQN - - - -
3 1 2016/5/17 14:02:29 - - - ModeChg To Run - - -
4 2 2016/5/17 14:02:31 0 0 Switch Screen - - - =
5 3 2016/5/17 14:02:31 - 0 Scrnchg - - 0 9999
6 4 2016/5/17 14:05:40 - - - PowerON - - - -
7 5 2016/5/17 14:05:41 - - - ModeChg To Run - - -
8 6 2016/5/17 14:06:02 - - - PowerQN - - - -
] 7 2016/5/17 14:06:02 - - - ModeChg To Run - - -
10 8 2016/5/17 14:06:06 0 0 Switch Screen - - -
11 9 2016/5/17 14:06:06 - 0 Scrnchg - Menu - 0 1
12 10 2016/5/17 14:06:12 1 0 Switch Screen Switch - - -
13 11 2016/5/17 14:06:12 - 0 ScrnChg - SW_mult - 1 10
14 12 2016/5/17 14:06:15 10 0 Bit Rst - Speed - - -
15 13 2016/5/17 14:06:22 - 0 ScrnChg - Menu - 10 1
16 14 2016/5/17 14:06:24 1 0 Switch Screen Message - - -
1l7y 15 2016/5/17 14:06:24 - 0 ScrnChg - MSG_BOX - 1 20
18 16 2016/5/17 14:06:27 20 0 Switch Waord Operation Counter - - -
19 17 2016/5/17 14:06:29 - 0 ScrnChg - SW_Delay - 20 11
20 18 2016/5/17 14:06:32 11 0 Bit Mom - ON_Delay - - -
21 19 2016/5/17 14:06:34 - 0 ScrnChg - SW_mult - 11 10
22 20 2016/5/17 14:06:35 - 0 ScrnChg - Menu - 10 1
23 21 2016/5/17 14:06:41 1 0 Switch Screen Item - - -
24 22 2016/5/17 14:06:41 - 0 ScrnChg - Item - 1 31
25 23 2016/5/17 14:06:43 - 0 ScrnChg - JPEG - 31 30
26 24 2016/5/17 14:07:22 - 0 ScrnChg - Run - 30 0
2 25 2016/5/17 14:07:35 0 0 Switch Screen - - - -
W4 » M| 2060617 Log <% [a] il » .
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2.7 System Device Memory

2.7 System Device Memory

o The following describes the system device memory associated with operation logs.

Device Memory Description Remarks
$s1050 Storage device processing flag « TS
MSB LSB
15|14 (13|12 |11 |10 | 09 | 08 | O7 | 06 | O5 [ 04 | 03 | 02 | 01 | OO
0 0 0 0 0 0 0 0 0 0 0 0 0
Operation logs g
0: Not S i
. ampling
Reserved for system (setting: O processed .
Y ( 9:0) 1: Processing 0: Not processed
1: Processing
Hard copy
0: Not processed
1: Processing
$s1051 Storage device processing completion flag « TS
MSB LSB
15|14 |13 |12 |11 | 10 [ 09 | 08 | O7 | 06 | O5 | 04 | 03 | 02 | 01 | 0O
0 0 0 0 0 0 0 0 0 0 0 0 0
Operation logs g
0: Not completed S i
. amplin
Reserved for system (setting: 0) 1: Completed 0 N(F))t cgmpleted
1: Completed
Hard copy
0: Not completed
1: Completed
$s1052 Storage device processing error flag « TS
MSB LSB
15|14 (13|12 |11 |10 | 09 | 08 | O7 | 06 | O5 [ 04 | 03 | 02 | 01 | OO
0 0 0 0 0 0 0 0 0 0 0 0 0
Operation logs g
0: Normal s i
Reserved for system (setting: 0) 1:Error Ogmgr::gl
1: Error
Hard copy
0: Normal
1: Error
* Errors that occur related to operation logs are "write errors”.
For details on the inserted state of storage devices, refer to $s1030/1035.
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2 Operation Log

e The following describes the system device memory associated with the operation log viewer.

Addresses Description Remarks
$s1365 File number of currently displayed log data 15
-
$s1366 Log folder number being displayed

* When the log data in SRAM is displayed, 0 is stored at both addresses $s1365 and $s1366.

When a log file on a storage device is displayed, the files and folders stored on the storage device are numbered

sequentially, starting at 1, from the file with the most recent date stamp.

The following illustrates the numbering of files and folders.

Storage Device

é’—[‘j DAT0000

{3 BITMAP
—a
—a
— .
OPELOG
160501
OPELOG_103005.DB
OPELOG_141002.DB
OPELOG_204250.DB
160502
OPELOG_091050.DB
OPELOG_113821.DB

0

w

=N
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3.1 Overview

3.1 Overview

Security

Registering user IDs and passwords at the required security levels in advance enables operators to control the display and
operation of screens in accordance with their corresponding security level.

* Security levels are set on a scale from 0 to 15.

Security Level Priority Description
0 Low Screen display and operation permitted at level 0 (no security)
1 Screen display and operation permitted at levels 0 and 1
15 High Screen display and operation permitted at all levels from 0 through 15

Screen Security Levels

A security level can be set for each screen. An attempt to switch to a higher-security screen will automatically display the login
screen. The target screen can be displayed by entering a user ID and password at a level equivalent to or higher than the level
required for the target screen.

Screen 0: Level 0
MENU |2
Level 0
o ) <
11
After operator A (security level 2)
Change to screen 1 logs in, the message “Level does not
match.” is displayed.
Pressing [CANCEL] returns to the
The login screen appears due to previous screen.
the difference in security level.
=
= ||
After operator B (security level 10) logs in,
the specified screen is displayed.
Screen 1: Level 5
Level 5
00 o0 =
OoOoOd (=

p== For details on the location of settings, refer to “Screen Settings” page 3-6.
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3 Security

Item Security Levels

Security levels can be set for each item on the screen, such as switches and data displays.
Once security levels are specified for screen items, these items can be shown or hidden based on the security level selected
when an operator logs into the system. Also, switches can be configured with an interlock setting.

Showing/Hiding Items

6y 0
o fom o

Level 10 items

Level 1 items

Operator A
Security level 2

Items at level 2 or lower are shown.

Items at level 3 or higher are hidden.

Operator B
Security level 10

‘0O O O
““;l. .;l. .;l":

Items at level 10 or lower are shown.

n= For details on the location of settings, refer to “[Show/Hide] Settings in the Settings Window of Each

Part” page 3-7.

Prohibiting Switch Operations

o

o

O g
BEEEEE

Level 10 items

Level 1 items

Operator A
Security level 2

Items at level 2 or lower are operative. ‘ \

Items at level 3 or higher are inoperative.

Operator B
Security level 10

BEEBED

Items at level 10 or lower are operative.

p== For details on the location of settings, refer to “[Interlock] Settings in the [Switch] Settings Window”

page 3-8.
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3.1 Overview

Login, logout

The security level can be changed by logging in or out with the screen that is automatically displayed when a screen change

occurs as well as by a switch operation.

n== For details on settings, refer to “3.4 Login/Logout” page 3-9.

Login

The security level can be changed using a switch with [Log In] set for [Function].

Press the [Login] switch.

The login screen is displayed.
Enter a user ID and password with security
level 4.

Level 1

BEBBEE

OK

Level 4

Login

An error message is
displayed.

Pressing [Cancel] returns to
the previous screen with the
security level unchanged at
level 1.

— | NG

The security level is raised to level 4
and the previous screen is
displayed again.

* Login is prohibited for users with a security level lower than that of the currently displayed screen. If such an attempt is
made, the message “Level does not match.” appears.
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3 Security

Logout

The security level is set to zero (0) when a switch with [Log Out] set for [Function] is pressed.

Security level 4

Level 4

Security level 0

Level 0 =
=0
Logout

* When logout is executed, the security level is set to zero (0); however, the same screen remains displayed even after
logging out.
To change over the screen at the time of a logout, log out on a lower-security screen or use the SET_SCRN macro
command (for screen number change) together with a logout.




3.2 Security Settings

3.2

Security Settings

Location of settings: [System Setting] — [Other] — [Security Setting].

Security Setting == Change user information (=l
Use security function UseiD Admini
Userld Password Level Add Fassward adnini
Admini adrii Level 15 SecuityLevel |Level15  «
Super super Level 10

Maintain original security level when opening lower
security level sereen(s) than ariginal securit level

Sereen registiation
Login

Screen 9997

Item

Description

Use security function

Select this checkbox to use the security function.

UserID
Password
Level

Register user IDs, passwords, and security levels using the [Add], [Delete], and [Change] buttons.
A maximum of 64 users can be registered.
Use eight or less one-byte alphanumeric characters. Input is case-sensitive.
* The same user ID cannot be registered more than once. However, the same password can be registered
for different user IDs.

Maintain original security
level when opening lower
security level screen(s) than

- . 1
original security level

Select the operation to perform when a screen change occurs.

Unselected
When switching to a screen with a lower security level, the currently valid security level is also lowered to
the level of the target screen. When switching to a higher-security screen next, the operator is prompted
to enter a password.

Selected
The same security level is maintained until the level is changed when another user logs in with a different
security level or when the user logs out.

Screen registration
Login

Register a login screen.
Default: Unregistered, maximum screen number

*1  When the currently displayed screen is switched to a lower-security screen, the security level may be maintained or automatically lowered,
depending on the selected option.

e Level lowered

Screen 1: Level 5 Screen 0: Level 0
Level 5 MENU
Level 0
©0O0 |l =>
OO0 11
C— 1 |=

Security level 5 Security level 0

* The operator must log in again in order to switch to a higher-security screen.

e Level maintained Security level 5 Security level 5

* The security level is maintained until a login or logout is performed.
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3 Security

3.3 Security Level Settings

The security level can be set at the following three locations. The setting procedure at each location is different.
e Screen settings (page 3-6)

e [Show/Hide] settings in the settings window of each part (page 3-7)
o [Interlock] settings in the [Switch] settings window (page 3-8)

Screen Settings

Screen switching can be prohibited according to security level.

Location of settings

[Screen Setting] — [Screen Setting] — [Main] tab window — [Security Level] setting
Security level: 0 to 15

Screen Setting @

Main  JEniry | Others | ShomHide Trem|

Screen No

1

Gomment

RUN

Back Golor
& Back Color N [7] Apply to all screens:
Receive Slice Level
! Aoply 1o all sereens
Switch Output

8) 1-Output 2-Output

Security Level
=

Ok Cancel
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3.3 Security Level Settings

[Show/Hide] Settings in the Settings Window of Each Part

Screen items can be shown or hidden according to their security level.

Applicable items

The following items can be configured with security level settings.
e Switches, lamps
o Numerical data displays, character displays, message displays (excluding table data displays)
e Graphs, statistical graphs, closed area graphs
o Linked parts
e Grouped items (including graphic items)

Location of settings

In the setting window of each part, set the security level at [Show/Hide] — [Show/hide according to the condition] —
[Security Level].
Security level: 0 to 15

Num. Display

@ Show
© Hide

Contents -
@ Show/hide according o the condition

* Bit Device

Wiord Device

® Security Level
level  [6 =] o higher-leveled user only permitted

Other Settings w
Preview Display Comment DATZ_D_00000
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[Interlock] Settings in the [Switch] Settings Window

The operation of switches can be prohibited according to their security level.

Location of settings

In the switch settings window, set the security level at [Interlock] — [Security Level].

Security level: 0 to 15

Use interlack
Candition 1 Setting

() Bit Device

©) Word Device
A [ @ Secuiy Level ]

Char. Prop. Level o higherleveled Lssrs: switch operation is sllowed

El

Output Device

af

Function

Interlock

Detail

[Other Settines =

Detail Settings>>

[ Display ladder disgram

Preview Display Comment  5W_00000
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34 Login/Logout

3.4

Login/Logout

The security level can be changed by logging in or out with the screen that is automatically displayed when a screen change
occurs as well as by a switch operation.

Location of Settings

Configure the following settings at [Parts] — [Switch] — [Function].

Char. Prop.

=]

Output Device

o

Function

&

Detail

Other Settings w

Function

[Security ~| | [lDisplay AN

Log Out

Explanation
Used for displaying the ogin screen registered in [Security Setting]

Item Description
Function Log In

Display the login screen registered at [System Setting] — [Other] — [Security Setting].

Log Out
Change the security level to zero (0).

switch, use in conjunction with the SET_SCRN macro (for screen number change) to change the screen when a
user logs out.

C The screen does not change after logging out. When logging out on a low security level screen or using a
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3 Security

3.5 System Device Memory ($s)

The following system device memory are associated with the security function.

Device Memory Description
$51360 Stores the current security level (0 to 15) specified when an operator logs into the system.
$s1361
$s1362 )
Stores the user ID of the operator who is currently logged into the system.
$s1363
$s1364
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4 Ethernet Communication

Function
]

41
42
43
44
45
46
47
48

4.9

Preface

TSi Unit IP Address Settings

Screen Program Transfer

PLC Communication

Transferring Data Between TSi Units (Macro)
DLL Communication

MES Interface Function

E-mail Notification

FTP Server

4.10 Remote Desktop

411 Web Server

4,12 VNC Server




4.1 Preface

4.1

Preface

4.1.1

List of Functions

The TSi features the following Ethernet functions.
An IP address for the TSi unit must be configured in order to use the Ethernet functions. Refer to “4.2 TSi Unit IP Address

Settings” page 4-2.

Other settings differ depending on the function to be used.

TS2060i TS1100Si/TS1070Si TS2060/TS1070
Function Refer to
LAN CUR-03 LAN CUR-03 LAN CUR-03
Screen program transfer O O page 4-6
Simulator O O
PLC communication 1 | TCP/IP O X TS2060 Connection
Manual
UDP/IP e} e} TS1000 Smart
Connection Manual
Ladder transfer ) X "9 Ladder Transfer”
Macro 2 EREAD/EWRITE @) O V8 Series Macro
Reference Manual
MES/SEND e} o
DLL communication HKEtn20.dIl 3 @) O o X x X DLL Function
Specifications
VCFAcs.dll @) O
FTP server o) X page 4-45
E-Mail @) X page 4-40
Network camera O X 1.2 Network Camera
Remote desktop @) X page 4-54
Web server @) X page 4-69
VNC server o) X page 4-80

*1  For details on selecting TCP/IP and UDP/IP for PLC communication, refer to the TS2060 Connection Manual or the TS1000 Smart

Connection Manual.

*2  The network table settings must be configured in the screen program settings.
*3 When using the SEND command, the network table settings must be configured in the screen program settings.
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4 Ethernet Communication Function

4.2 TSi Unit IP Address Settings

An IP address for the TSi unit must be configured in order to use the Ethernet functions. There are two ways to configure the
IP address of the TSi unit: setting using the V-SFT editor or setting using Local mode on the unit.

4.2.1 Setting Using the V-SFT Editor

Set the IP address in the screen program.

1. Select [System Setting] — [Ethernet Communication] — [Local Port Address]. The [IP Address Setting] window is
displayed.
2. Select the [Set IP] checkbox and configure each setting.

IP Address Setting =

Unit | Gommunication Uit

Set IP

Select IP Address from Metwork Table 0
IF Address 0 [ 1]

Detault Gateway 0 (U I [

Subnet Mask
Fart No 10000

Send Timeout 15 *gec
Retrials 3

Device Protect
Memory Gard

Internal Device Device

Item Description

Select IP Address from Network Table This setting is available when the IP address of the TSi unit has been registered in the

network table. Select a network table number from 0 to 99 to set the IP address.

IP Address *

Set the IP address for the TSi unit.

Default Gateway

Set the default gateway.

Subnet Mask "

Set the subnet mask.

When this checkbox is not selected, the subnet mask is automatically assigned based on
the first byte of the IP address.

When the IP address is “172.16.200.185", “255.255.0.0" is set.

When IP address is “192.168.1.185", “255.255.255.0" is set.

Port No. "

Set a port number (1024 to 65535). (except for “8001")

Send Timeout

Set a timeout period for transmitting macro commands EREAD, EWRITE, SEND, MES or
Ethernet DLL functions.

Retrials

0to 255
Set the number of retries to be performed when a timeout occurs.

Device Protect
Internal Device
Memory Card Device

Select these checkboxes to write-protect the corresponding device memory from PCs or
other stations.

* For details on these settings, refer to page 4-4.

3. Click [OK].

Transfer the screen program to the TSi unit.
5. Check the IP address via the [Main Menu] on the unit.
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4.2 TSi Unit IP Address Settings

4.2.2 Setting the IP Address via the Main Menu

Set the IP address via the Main Menu.

1. Press the [SYSTEM] function switch on the unit to display the MODE menu.
2. With the MODE menu displayed, press the [F1] switch. The Main Menu screen is displayed on the unit.

Hain Wenl | JP2200L, o s.ss
Comment:Type_R Size: 4194304
TS PROG.VER.2.158 FONT VER. 1.668

MULTI LANG

;

QN : . PLCLMI2
; \ Brv. anfos ThITSIBISHT B ECTRIO © onti¢

+166 HELSEG GnHLnk

3

N

T
Bt}

=

Editor:MI1 |

3. Press the [Main Menu] switch at the upper left corner of the screen to display the menu.
4. Press the [Ethernet] switch to display the [Ethernet] screen.

Main Menu | 1320681,
RUN Language
[Ethernet Information __Return |
Ethernet
Comm. Param. ;
Information ggar{SNSpeed: 11?;%]3?2%7?(2@@
AL NO. H - L1
EXTens1on
Ethernet Information
Sl Cledk Program Info. |:> PORT: 10000
Storage TR MAC: 0050FFDOES74 =
Transfer Settin,
2
g Ethernet
1/0 Test | Simulator | =
°

5. Press the [Ethernet] switch, press the [EDIT] switch, and then configure each setting.

Ethernet Return

IP Address Setting | XD |

It is not used

when the gate way or
the sub-mask is zero.

IP Address:192.168. 1.200

Gate Way : 0. ©. 8. @ Wi

Sub-mask  :255.255.255. @ Setting

Port Mo. : 10009 Finished

| Disconnect

o

6. Press the [Setting Finished] switch to confirm the setting. Check the IP address on the [Ethernet Information] screen.

| Ethernet Information __Return

Trans.Speed: 100BASE-TX
Stat.MNo. @ 192.168.1.200
Ethernet Information

PORT: 10000
MAC: BOSOFFBEEST4

Ethernet

°
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4 Ethernet Communication Function

4.2.3 Ethernet Terminology

IP Address

This address is used for recognizing each node on the Ethernet network and must be unique.
An IP address is 32-bit data that consists of a network address and a host address, and is classified as A to C depending on the

network size.

Class A 0
Class B 1
Class B 1

Notation

Network address
(7 bits)

Host address (24 bits)

Network address (14 bits)

Host address (16 bits)

O Network address (14 bits)

Host address (8 bits)

Data consisting of 32 bits is divided into four segments in decimal notation and each segment is delimited with a period.

Example: The following class C IP address is represented as “192.128.1.50".
11000000 10000000 00000001 00110010

Unusable IP addresses

e "0" is specified for the first byte, e.g. 0.x.x.x
e "127" is specified for the first byte (which is reserved as the loop back address), e.g. 127.x.x.x

e "224" or more is specified for the first byte (which is reserved for multi-casting or experiments), e.g. 224.x.x.x
e The host address consists of only “0" or “255" (broadcast address), e.g. 128.0.255.255, 192.168.1.0

Port No.

Multiple applications run on each node and communications are carried out for each application between the nodes.
Consequently, it is necessary to have a means to identify the application that data should be transferred to. The port number
works as this identifier. While the range of port numbers is 0 to 65535, the lower port numbers of 0 to 1024 are generally
reserved for other uses. When assigning port numbers, use numbers higher than 1024.

TSi port numbers
The following port numbers are used on the TSi unit. When changing any port number, select an unused number from the
range of 1024 to 65535.

Port No. Setting Range Function Location of Settings
20 Fixed FTP server -
21
25 Fixed E-mail notification -
80 Fixed Web server -
502 Fixed Modbus slave (TCP/IP) -
1024 - 1025 1024 - 65534 | Ladder transfer via [System Setting] — [Hardware Setting] — [Ladder Transfer]
Ethernet
1969 1024 - 65535 Network camera (BANNER) -
5900 Fixed VNC server -
8001 Fixed Screen program transfer 1 Screen program transfer "1
8020 Fixed Simulator (Ethernet) -
8050 1024 - 65535 Remote desktop window [System Setting] — [Other] — [Remote Desktop Table Setting] — [Local
display Port No.]
10000 1024 - 65535 | Ethernet macros Set in the editor
EREAD, EWRITE, SEND, “Setting Using the V-SFT Editor” page 4-2
MES
Set on the unit
Ethernet DLL functions P - . A
HKEn20.DLL Setting the IP Address via the Main Menu” page 4-3
VCFAcs.DLL
10001 - 10008 1024 - 65535 8-way communication [System Setting] — [Hardware Setting]— [Communication Setting] —
[Port No.]
10021 - 10028 1024 - 65535 | 8-way communication MITSUBISHI ELECTRIC L series (built-in Ethernet) connections only

A port number that is 20 higher than the port number set at [System
Setting] — [Hardware Setting] — [PLC Properties] —
[Communication Setting] — [Port No.] is secured automatically.




4.2 TSi Unit IP Address Settings

Port No.

Setting Range Function

Location of Settings

50000 - 50002

1024 - 65535 | Network camera
(AXIS/Panasonic)

64000

1024 - 65535 Multi-link2 (Ethernet),
1:n multi-link2 (Ethernet)

[System Setting] — [Hardware Setting] — [Multi-link2 (Ethernet)]

*1  When transferring screen programs over the Internet, specify the router port number in the [Transfer] window of the V-SFT software.

Default Gateway

A gateway and a router are used for communication between different networks.
The IP address of the gateway (router) should be set to communicate with the node(s) on other networks.

Subnet Mask

A subnet mask is used for dividing one network address into multiple networks (subnets).
A subnet is assigned by specifying a part of the host address in the IP address as the subnet address.

Class B

Subnet Mask

1 o Network address (14 bits)

Host address (16 bits)

255.1

0

11111111

255.

11111111

11111111

00000000

Network address

Unusable subnet masks
e When all bits are set to “0", e.g. 0.0.0.0
e When all bits are set to “1”, e.g. 255.255.255.255

Subnet address

Host address
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4 Ethernet Communication Function

4.3 Screen Program Transfer

Screen programs can be uploaded and downloaded using Ethernet communication.

V-SFT

MONITOUCH

MONITOUCH

ETEELE

4.3.1 Transfer Procedure

Downloading (PC — TSi)

1. Click [Transfer] - [Download]. The [Transfer] menu is displayed.

DM
File Home Parts Edit

@ [.J File Comparing
#Y communication Setting
Download Jipload

2. Select [Screen Data] for [Transfer Data].
3. Check the [Communication Port] setting.
o If Ethernet is set and the IP address is correct, proceed to the next step.
o If [Serial Port] or [USB] is set, click the [Communication Setting] button and select [Ethernet] under [Communication

Port].
Transfer (=l Communication Setting (==
Transter Data CommuricatienPat .
oo 'ort Name <«
—— - : Serial Port
(@ Ethernet IF Address 10.91.130.235
o
Ethemet 10.31.130.235
FUse Sinucrdlh [ Commurication Sating '——}
Optior..
I FC 3 l [ Up-date of System Cancel oK

4. Click [PC =] to start the transfer.
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44 PLC Communication

44 PLC Communication

e High-speed communication with the Ethernet port of the PLC can be performed at 100 Mbps or 10 Mbps.

TSi

_BBBEBLD

e The TSi unit can open up to eight ports for communication, which means that the unit can simultaneously communicate
with up to eight types of PLCs.

TSi

_BEOOOD

LAN

|
]_m 10 Ol L) (R

Manufacturer A Manufacturer B Manufacturer C Manufacturer D Manufacturer E- Manufacturer F Manufacturer G Manufacturer H

e When multiple PLCs of the same model are connected, a single port on the TSi unit can be used to perform 1:n
communication with these PLCs.

TSi

CBEEOOD

LAN

Port1

Ethernet

Manufacturer A

1= For details on PLC communication, refer to the TS2060 Connection Manual or the TS1000 Smart
Connection Manual.

1= For details on LAN ports available with the TSi unit, refer to “4.1.1 List of Functions” page 4-1.
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4 Ethernet Communication Function

4.5 Transferring Data Between TSi Units (Macro)

e Communication can be performed and data shared between TSi units on the same LAN using the "EREAD" and "EWRITE"
macro commands.

e Network table editing
Register the IP address of the
counterpart unit.

Network Table No. 0 Setting =3l

Fort Mame

IP Address 00.0.0

|

Send Timeout 15

Port Mo, 10000

Fietials 3

Memary Protect

TSi TSi

[T Intemal Memary

[ Memary Card Memory

_BBEOOD

[ Defauit Gatsway 0000

[7] Subnet Mask. 0.0.0.0

I
o=
I

= For details on macros, refer to the Macro Reference Manual.

o Network table

Register the IP address of the counterpart unit in the [Network Table Edit] window in order to specify the destination
using a macro.
Click [System Setting] — [Ethernet Communication] — [Network Table].

15>  For details on LAN ports available with the TSi unit, refer to “4.1.1 List of Functions” page 4-1.

4.6 DLL Communication

e Ethernet access functions (that support UDP/IP) for executing device memory read and write operations with respect to
TSi units from a server and CF card access functions for executing read and write file operations on a storage device are
provided.

By creating an application on a server using an environment such as Visual C++ 6.0 and Visual Basic, data can be
collected from TSi units and transferred to the server.

VB, VC

Ethernet DLL
CF Card DLL

TSi

Server
=
\} 1, =
N
550 |=
= | O
= |

n= For details on DLL functions, refer to the V Series DLL Function Specifications.

1=~ For details on LAN ports available with the TSi unit, refer to “4.1.1 List of Functions” page 4-1.
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4.7 MES Interface Function

4.7 MES Interface Function

4.7.1 Overview

e The TSi supports the MES interface function.

MES: Manufacturing Execution System
MES provides information necessary to optimize production activities (such as quality, yield, time of delivery, and cost)
throughout processes from order receipt until product completion. Based on real-time information obtained from the
manufacturing floor, MES serves as a bridge linking management and production, for the purpose of improving
management in manufacturing.

e The MES interface function enables the TSi to add, search, and delete data on databases.
Production control from a PC in the office is made simple by using real-time production information transmitted from the
factory to the database.

e The TSi sends commands to V-Server on the PC connected via Ethernet. V-Server sends the commands as SQL statements
to ODBC, and ODBC accesses the database.

Office
Addition and search -
SQL
statements
Ethernet
Macro commands
Factory

Macros

TSi

Macros

_BEEEBE

_BEOEOO

ODBC: Open DataBase Connectivity
ODBC is the interface between an application (V-Server) and the database.
Because ODBC accommodates the differences in specifications between databases, users only need to create programs
based on the ODBC-specified procedure in order to access those databases.

Database

o -.
SQL Server
-

Data source name Database name
Application

AAA 4—p DBL g D
Com )bl wo —>on | Come )

CCC ¢——)p DB3
Links -
%




4 Ethernet Communication Function

e The TS2060i can be set two IP addresses by using the CUR-03 communication unit so that different networks can be
established respectively in the factory and the office. System configuration is therefore made simple in the existing

facilities.
Office
C
=)
V-Server —
8
Ethernet
GP 211.13.204. x
TS2060i E
Factory
Built-in LAN [IP 192.168.1. x]
Ethernet
— 0 — I —1 1

e Separate management through multiple V-Servers is enabled.

Office

Ethernet

Factory

EEEEED
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4.7 MES Interface Function

4.7.2 System Configuration

System configuration that includes the MES interface function is shown below. This section describes the settings required on
the TSi unit and PC.

ODBC

V-Server —

=

(e])

T

Ethernet

= Download
TSi =
= — V-SFT
o Network table 8

e MES settings
FU e Macros / \ )

Required Settings

TSi

Configure the required settings for the TSi in the screen program.

Network table editing (page 4-12)

IP address settings for the TSi unit (page 4-2)
MES setting (page 4-13)

Macro programming (page 4-16)

> w N

Server PC

1. V-Server installation (page 4-22)

2. Database installation and table creation (page 4-23)
3. ODBC settings (page 4-35)

4-11



4 Ethernet Communication Function

4.7.3 TSi Unit Settings

Network Table Editing

Register the IP address and port number of the PC installed with V-Server in the network table.

1. Click [System Setting] — [Ethernet Communication] — [Network Table]. The [Network Table Edit]

window is displayed.

- B saeenojeait( )~ [ NetworkTable Edit X | -
No. Port Name IP Address Send Timeout Port No. Retrials Internal Device Wri... Memory Card Device ... i
0
1 =2
, E
3
4
5
6
7
8
9
10
1
2. Double-click a number in the [No.] column to display the [Network Table No. Setting] window and configure the
following settings.
Network Table No. 0 Setting =3l
Fort Name FC1
|P Address 192168.1.10
Send Timeout 15 con
(pre a0s )
Retiials 3
Device Protect
[ intemal Device
[ Memory Card Device
[7] Detault Gateway oooo
[ Subnet Mask 0000
Item Description
Port Name Set the name of the PC.
IP Address Set the IP address of the PC.
Port No. Specify the port number of V-Server. (Default: 8005)

Edit Control Tool View Help
Qpen the Project... O
Save the Project Chrl+s
Save the Project As
Close the Project

Add Monitored Device

Tmport From The File v
Expart to The File. .

y-server Detal Setting...

Passward Setting

Exit

V-server Detail Setting

2005

Boit Mo

Beturn Time

[ AutoSave

Carmm Time Out

Comm Retry Count

Excel Time Out
b ail Time Out

Mail Rietry Count

* The port number can be checked in V-Server software via [File] — [V-server Detail Setting] — [Port No.].

x

Send Timeout
Retrials

Device Protect
Default Gateway
Subnet Mask

Setting these items is not required when registering the IP address of the PC.

3.
4.

Click [OK]. The settings are registered to the network table.

If multiple PCs are connected, perform the above registration steps for each PC.
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4.7 MES Interface Function

MES Settings

Click [System Setting] — [Other] — [MES Setting]. The [MES Setting] window is displayed.

System Setting

O saeen

) ®8 MESsetting x |

E a = [ Macro setting _— Requited M. of 'Ward Count for Macro Command
5o ] sapanese Comersion Function Setting e @ Heade Wile  Read Seach corion T
iffering  Attribute | Other
2 Camment MESWRITE [0 + [ + 0 + 0O = |

aSetting Setting

ot
[BS | storage Setting(C)
Memory Card Setting(M] Data source Mame MES READ M+ 0 + [@ + @ =

I |:\,> Login Name MESDEL [0+ 0 + 0 + [0 - |
Cperation 105 etna(0) MESUPDATE [0 + [0 + 0 « [ = 1

[ MES Setting(E)
&l Passward
(| security Setting(s) T "
Eg Remote Desktop Table Setting(R) i
() | Time Display Format Setting(D) ["wite | Read | Seerch condiion]|
Common settings
) % MEs setting x| -~
r - — Required No. of wiard Count for Macra Command
we B Header Wite  Read Search condiion Total
Comment MESWRITE [0] + [0 + 0O + 0 = 0 /2000
Data saurce Name MESREAD [0l + O + [0l + [0 = 0 /2000
Login Name: MES DEL [0+ 0 + 0 «+ [0 = 0 /2000
Password MESUPDATE [0] + [0] + O «+ [0] = O /2000
uable Name =
Search condition
0 ([ 2dd | [change | [ Delte | [ impat | [ Exgon |)
Lire rame Cata type Word Cata
Item Description
No. Switch between MES setting numbers (0 to 255).
Skip Unregistered No. Click this button to skip unregistered numbers when switching between MES setting numbers.
Copy Copy data associated with the current MES settings to the specified destination.
Delete Delete the current MES settings.
Comment Enter a comment describing the MES settings. Maximum of 16 one-byte characters (8 two-byte
characters.)
Data source Name Specify the data source name of the database. 32 bytes maximum
Login Name Specify a login name used for accessing the database. 32 bytes maximum
Password Specify a password used for accessing the database. 32 bytes maximum
Table Name Specify the name of the table in the database. 128 bytes maximum

Required No. of Word Count for This area shows the number of words used for each macro command based on the current settings. A
Macro Command number of words more than the maximum of 2,000 is highlighted in red. Adjust the number of
registrations, length of line names, and number of words so that 2,000 words are not exceeded.

Required No. of Word Count for Macro Command

Header ‘wiite Read Search condition Tatal

MESWRITE (0] + [0 + 0O + 0 = 0 /2000
MES READ [0+ 0 + [0 +« @ = 0 /2000
MES DEL s+ 0o + 0 + @O = 0 /2000
MESUPDATE (0] + [0 + 0O + [0 = 0 /2000

I— Words in total for each macro command

Number of words used for Write,
Macro commands Read and Search condition

With [ ]: Valid_

Without [1:  Invalid (always “0")

Write Add Display the [Detailed setting] window. Enter a line name as targeted for writing and the data type in this
Read window.
Search 256 maximum
condition - - - - - -
Change Display the [Detailed setting] window. Change the registered settings.
Delete Delete the registered settings.
Import Import a CSV file into the current MES settings.
Export Export the current MES settings into an CSV file.
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4 Ethernet Communication Function

[Write] tab window
The [Write] tab window is used for adding data to the database.

( witite: Fead Search condition
N
] : [ #dd | [ Change | | Delete | [ Impot | | Expor |
Lire rame [ Data type Word [Data I:
|| Detailed setting (B Detailed setting (=l 7I|;|
|| Line Name Line Name -
[ @inevie use [ Device use .
N o wwm | -
|| vatatwpe [0~ el DaaTwe  [DEC = Length —
|| @ 1word @ 1word [
|| 1 ) 2word 1 ) 2word [ |
o -
T T
Item Description
Line Name Specify the name of the line to which you will add data. 128 bytes maximum
* The line name must not begin with a one-byte numeral.
* The following characters cannot be used: ~ -1, { %}~ " &. (/) space
Device use Specify the data for writing. 256 bytes maximum
e With device memory specification: Set the device memory address to store the data for writing.
Device Memory Input Type | Text Processing
PLC1 - PLC8 Depends on the input type of each PLC.
Internal DEC | LsB - MsB
« Without device memory specification: Set a constant or fixed string of text.
Data Type Set the data type of the data for writing, data length, and number of bytes.
Length
Bytes Data type Length Bytes
DEC- 1 words/2 words -
CHAR 128 word 256 bytes maximum
BCD 1 words/2 words -
FLOAT 2 word -
[Read] tab window
Configure settings for searching the database.
- Fiead ;Earch condiion
MakRecord O = [ add | [cChange | [ Delete | [ impon | [ Expor |
Lire rare Data type Wiord Sort
Detailed setting (3]
Line Name |
Data Type DEC- Lié:hwurd
1 ©) 2word
Sort @ MNon QO Up O Down
f
Item Description
Max Record Specify the maximum number of records to display in the search results. 65536 maximum
Line Name Specify the line name targeted in searching. 128 bytes maximum
* The line name must not begin with a one-byte numeral.
* The following characters cannot be used: ~ -1, {%} " ' &. (/) space
Data Type Specify the data type, data length, and number of bytes of the data targeted in searching.
Length
Bytes Data type Length Bytes
DEC- 1 words/2 words -
CHAR 128 word 256 bytes maximum
BCD 1 words/2 words -
FLOAT 2 word -
Sort Set an option for sorting the search results.
Non / Up / Down
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4.7 MES Interface Function

[Search condition] tab window
Configure settings for searching the database. This tab is also used to delete data from the database.

‘wite | Readf{ Search condition
0 [ add | [cChange | [ Delete | [ impon | [ Expor |
Lire rarme |Data e \\f\br\:! Search condition \ Data I -
| \ \ | [
| | | |
Detailed setting (==l Detailed setting (B
Line Name Line Mame
Sesrch Condtion |Equal (=) - Sesrch Condtion |Equal (=] -
Device use [ Devics us
Dala Type DEC. -] emah Dala Type D -] | emah
@ 1word @ 1word
1 ® 2word 1 © 2word
| \ \ I |
Item Description
Line Name Specify the line name targeted in searching. 128 bytes maximum
* The line name must not begin with a one-byte numeral.
* The following characters cannot be used: ~ - !, { %}~ "' &.(/) space
Search Condition Set the search conditions. When searching based on multiple conditions, use AND.
Search condition Remarks
Equal (=)
Not equal (!=)
Big (> value)

Small (< value)

Upper (> = value)

Under (<= value)

Include character string Wildcard (%) usable
Example: AA%: Text beginning with AA to be searched

Update Extract records that do not match the data for searching from the
specified line name.
These records are then replaced as the data for searching.

Device use Specify the data targeted for searching. 256 bytes maximum
e With device memory specification: Set the device memory address to store the data for searching.

Device Memory Input Type | Text Processing
PLC1 - PLC8 Depends on the input type of each PLC.
Internal DEC | LsB - MsB

o Without device memory specification: Set a constant or fixed string of text.

Data Type Specify the data type, data length, and number of bytes of the data targeted in searching.

Length

Bytes Data type Length Bytes
DEC- 1 words/2 words -
CHAR 128 word 256 bytes maximum
BCD 1 words/2 words -
FLOAT 2 word -
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Macros

The MES interface function uses the following five types of macros.

MES macro command list

Category Command Name Mnemonic Description Refer to
MES CHECK (F1, F2, F3) V-server start check page 4-16
MES WRITE (F1, F2, F3) Adding data to the page 4-17
database
MES MES MES READ (F1, F2, F3) Searching the database page 4-18
MES DEL (F1, F2, F3) Deleting data from the page 4-19
database
MES UPDATE (F1, F2, F3) Updating the database page 4-20

MES CHECK (F1, F2, F3)

Function: V-server start check

This macro is used to check whether V-Server at the location specified in table No. [F2] is running. The returned value
specified in [F3] is stored in the memory at the return address of [F1].

Device Memory Used

Internal PLC1 -8 Constant
F1 ®
F2 O O
F3 O O

QO Setting enabled (indirect designation disabled) ©: Setting enabled (indirect designation enabled)

Range
Value
FO MES CHECK
F1 Return address
F2 0 to 99: Network table number
F3 0 to 65535 (-32768 to 32767): Return value

Operation Example
MES CHECK ($u0000, 10, 1)

\— MES setting No. 1
Network table No. 10
Return address

The above macro checks whether V-Server is running on the PC registered to network table number 10. If V-Server is
running, a return value of “1" is stored at the return address of $u0000.

Supplementary information
o Execute the macro after setting a value other than the returned value at the return address.
e The execution type of the macro can be set using $s514. For details, refer to page 4-21.
When a macro command is executed, if “1" (other than “0") is set for $s514 while V-Server is not running, no response is

given from V-Server and the TSi unit will enter the standby state. It is recommended to execute this command when “0" is
set for $s514.

e The result of the macro execution is stored in the device memory address $s515. For details, refer to page 4-21.

e The returned value will not be placed at the [F1] return address immediately. Monitor the [F1] return address using an
event timer macro, etc.

o If an error occurs when writing the result (return value, data retrieved by a search) of accessing database, the result and
log data is not output to the TSi unit.
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MES WRITE (F1, F2, F3)

Function: Adding data to the database
This macro is used to add the data set on the [Write] tab window under MES setting No. [F3] to the database. The data is
added using V-Server at the location specified in table No. [F2]. The result is stored at the [F1] return address.

Device Memory Used

Internal PLC1 -8 Constant
F1 ©®
F2 O O
F3 O O

O: Setting enabled (indirect designation disabled) ©: Setting enabled (indirect designation enabled)

Range
Value
FO MES WRITE
F1 Return address Return value
0:  Normal termination
-1: Ended in error
F2 0 to 99: Network table number
F3 0 to 255: MES setting No.

Operation Example
MES WRITE ($u0000, 10, 0)
\— MES setting No. 0
Network table No. 10
Return address

The above macro adds data to the database of the PC specified in network table No. 10. The data to be added
depends on the settings made for MES setting No. 0. When the data update is completed normally, a return value of
"0" is stored at the return address of $u0000.

Supplementary information
e The execution type of the macro can be set using $s514. For details, refer to page 4-21.
e The result of the macro execution is stored in the device memory address $s515.
-40: The [Write] tab window setting is not made in the specified MES setting number, or any setting error is found.
For details on other error numbers, refer to page 4-21.

e The returned value will not be placed at the [F1] return address immediately. Monitor the [F1] return address using an
event timer macro, etc.

e The primary key for V-Server must be set to the database table. (page 4-32)

o If an error occurs when writing the result (return value, data retrieved by a search) of accessing database, the result and
log data is not output to the TSi unit.
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MES READ (F1, F2, F3)

Function: Searching the database
This macro is used to search the line set on the [Read] tab window for MES setting No. [F3]. The search is performed
based on the specified search conditions via V-Server at the location specified in table No. [F2]. The result is stored at the
[F1] return address.

Device Memory Used

Internal PLC1 -8 Constant
F1 ®
F2 @) O
F3 O O

QO: Setting enabled (indirect designation disabled) ©: Setting enabled (indirect designation enabled)

Range
Value
FO MES READ
F1 Return address
F2 0 to 99: Network table number
F3 0 to 255: MES setting No.

Return address
The following data is stored at the addresses starting from the [F1] return address.

Return address Value

n Execution result
Normally finished: 0
Error: Other than 0

n+l Number of retrieved records

The number of records that match the search conditions is stored.

If no records are found, 0 is stored. The maximum number of records is set on the [Read] tab window in
the MES settings.

n+2 - Obtained data 1
The retrieved data is stored in the format specified on the [Read] tab window in the MES settings.

Obtained data 2
Obtained data 3

Obtained data m (maximum number of records)

Operation Example
MES READ ($u0000, 10, 0)
I— MES setting No. 0

Network table No. 10
Return address

The above macro searches the database on the PC specified in network table No. 10.

The search is performed according to the settings on the [Read] and [Search condition] tab windows for MES setting
No. 0. When the search is completed normally, a return value of “0” and the obtained data are stored at the addresses
starting from the return address of $u0000.

Supplementary information

e The execution type of the macro can be set using $s514. For details, refer to page 4-21.

e The result of the macro execution is stored in the device memory address $s515.
-40: The [Read] tab window setting is not made in the specified MES setting number, or any setting error is found.
For details on other error numbers, refer to page 4-21.

e The returned value will not be placed at the [F1] return address immediately. Monitor the [F1] return address using an
event timer macro, etc.

o If settings are not configured on the [Search condition] tab window for the specified MES setting number, all records are
extracted as the results of the search.

o If an error occurs when writing the result (return value, data retrieved by a search) of accessing database, the result and
log data is not output to the TSi unit.
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MES DEL (F1, F2, F3)

Function: Deleting records from the database
This macro is used to search the database according to the settings on the [Search condition] tab window for MES setting
No. [F3]. The search is performed via V-Server at the location specified in table No. [F2]. The records that match the
conditions are deleted. The result is stored at the [F1] return address.

Device Memory Used

Internal PLC1 -8 Constant
F1 ©®
F2 O O
F3 O O
Q: Setting enabled (indirect designation disabled) @ : Setting enabled (indirect designation enabled)
Range
Value
FO MES DEL
F1 Return address Return value
0:  Normal termination
-1: Ended in error
F2 0 to 99: Network table number
F3 0 to 255: MES setting No.

Operation Example

MES DEL ($u0000, 10, 0)

\— MES setting No. 0
Network table No. 10

Return address

The above macro searches the database of the PC specified in network table No. 10 and deletes the retrieved data. The
search is performed according to the settings on the [Search condition] tab window for MES setting No. 0.
When the data deletion is completed normally, a return value of “0" is stored at the return address of $u0000.

Supplementary information
e The execution type of the macro can be set using $s514. For details, refer to page 4-21.
e The result of the macro execution is stored in the device memory address $s515.
-40: The [Search condition] tab window setting is not made in the specified MES setting number, or any setting error is

found.

e For details on other error numbers, refer to page 4-21.

o If an error occurs when writing the result (return value, data retrieved by a search) of accessing database, the result and
log data is not output to the TSi unit.
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MES UPDATE (F1, F2, F3)

Function: Updating the database
This macro is used to search the line set on the [Write] tab window for MES setting No. [F3]. The search is performed
based on the specified search conditions via V-Server at the location specified in table No. [F2], and then the database is
updated. The result is stored at the [F1] return address.

Device Memory Used

Internal PLC1 -8 Constant
F1 ®
F2 O O
F3 O O
Q: Setting enabled (indirect designation disabled) @ : Setting enabled (indirect designation enabled)
Range
Value
FO MES UPDATE
F1 Return address Return value
0: Normal termination
-1:  Ended in error
F2 0 to 99: Network table number
F3 0 to 255: MES setting No.

Operation Example
MES UPDATE ($u0000, 10, 0)
\— MES setting No. 0
Network table No. 10
Return address

The above macro searches the database on the PC specified in network table No. 10 and updates the database. The
search is performed according to the settings on the [Write] and [Search condition] tab windows for MES setting No. 0.
When the data update is completed normally, a return value of "0” is stored at the return address of $u0000.

Supplementary information
e The execution type of the macro can be set using $s514. For details, refer to page 4-21.
e The result of the macro execution is stored in the device memory address $s515.

-40: Settings are not configured on the [Write] or [Search condition] tab window for the specified MES setting number, or
any setting error is found.

For details on other error numbers, refer to page 4-21.

e The returned value will not be placed at the [F1] return address immediately. Monitor the [F1] return address using an
event timer macro, etc.

e This macro command cannot be executed when “Update” is set on the [Search condition] tab window.

o If an error occurs when writing the result (return value, data retrieved by a search) of accessing database, the result and
log data is not output to the TSi unit.
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System Device Memory ($s)
The system device memory related to MES macros are shown below.
Addresses Description Remarks
$s512 Selection from two Ethernet ports — TSi
0: LAN
1: CUR-03
$s514 Macro Wait request — TSi
MSB LSB
15|14 | 13 | 12|11 | 10 | 09 | 08 | 07 | 06 | 05 | 04 | 03 | 02 | 01 | 00
oflo|loflo]Jo|lo|ojo]|]o|]o|o]|]O|O]|oO
Wait request J
. 0: No
System reserved (setting 0) 1: Yes
$s515 Macro Wait request execution result TSi —>
$s514, 515

Device memory related to MES macros and Ethernet macros (SEND/EREAD/EWRITE).

Executed with respect to the port specified with $s512.

e $s514: Set whether a macro wait request is on or off.
- [0]: No wait

During the execution of a macro command, the execution of the next macro command takes place before the

completion of the current one.
- Other than [0]: With wait

During the execution of a macro command, the next macro command is put on hold and is executed after the

completion of the current command.

* In the case of successive accesses to the same port on one single macro sheet, specify a value other than "0 (with wait).
If "0" (no wait) is specified, a macro command issued afterward will not be accepted.

e $s515: Store the macro execution result.

When $s514 is set to “0", the issue of a macro command is stored. When $s514 is set to “1", the response returned for the

command is stored.

Code Description Solution
0 Normal -
200 - 2000 Communication error Refer to the TS2060 Hardware Specifications or the TS1000 Smart
Hardware Specifications.
-30 Timeout Check whether an error has occurred on the destination TSi unit.
-31 Number of words for sending Use the macro editor to check the number of words for sending.
exceeded
-32 The specified table is not used. Check the network table settings.
-33 The send command cannot be used. Use the macro editor to check the macro command.
-34 The specified table is in use. Check whether system device memory address $s514 is set.
If it is not to be set, reduce the number of communications.
-35 Processing impossible due to Check the memory availability of the counterpart device.
insufficient memory
-40 Setting data error Check that [Write], [Read], and [Search condition] settings are
configured for the specified MES setting number.
Check that the set data is correct.
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4.7.4 V-Server

V-Server

Hakko Electronics V-Server is the software that enables accesses to databases.
Once V-Server is installed on a PC, no additional configuration is needed. The system requirements for V-Server are listed in
the table below.

System requirements

Item Description

PC Pentium 4, 1 GHz equivalent or higher

(O Windows 98 / Me / NT Ver.4.0 / 2000 / XP / XP64 Edition / Vista (32 bit, 64 bit) / 7 (32 bit, 64 bit) / 8 (32 bit,
64 bit) / 8.1 (32 bit, 64 bit) / 10 (32 bit, 64 bit) / Server 2008 R2 / Server 2012

Memory Min. 256 MB

Hard disk Min. 1 GB of free disk space

Database SQL Server (Microsoft)
MSDE (Microsoft)
Oracle (Oracle Corporation)

Installation

1. Download the V-Server software to your PC from the Hakko Electronics website at the following URL.
http://monitouch.fujielectric.com/site/support-e/download-index-01.html

Install V-Server on the PC.
Start V-Server.

* The message that appears at start-up indicates that V-Server is usable for one hour.
To use V-Server without this limitation, please apply for a software license and obtain a password. For details, refer to the
TELLUS and V-Server Manual.

V-Server B2

This application is running under trial period.
L\ Do youwant to set a password?

Ves No

4-22



4.7 MES Interface Function

4.7.5 Database

Types of Databases

The following databases can be used.
e SQL Server:  Microsoft
e MSDE: Microsoft
e Oracle: Oracle Corporation

This manual describes an example of configuration using Microsoft SQL Server 2012 Express Edition.

SQL Server 2012 Express Edition

This is a simplified version of SQL Server 2012. This software can be downloaded free of charge from Microsoft's
website.

SQL Server 2012 Express Edition

Installation
1. Download SQL Server 2012 Express Edition from Microsoft's website.
2. Double-click the downloaded executable file.

3. The [SQL Server Installation Center] window is displayed. Select [New SQL Server stand-alone installation or add features
to an existing installation].

%1 SQL Server Installation Center (E=8 ECH P

Planning 45 New SOL Server stand-alone installation or add features to
b an existing installation
I R e TS
., non-clustered environment o to add features to an existing
5QL Server 2012 instance.

Tools
Upgrade from SQL Server 2005, SQL Server 2008 or 5QL
R [
Ssouress Server 2003 R2
Options Launch a wizard to upgrade SQL Server 2005, SQL Server

2008 or SQL Server 2008 R2 to SQL Server 2012

B, Microsoft
\5‘ SQL Server2012

4. The license terms are displayed. Select the [I accept the license terms.] checkbox and click the [Next] button.

%5 QL Server 2012 Setup =]
License Terms

To install SQL Server 2012, you must accept the Microsoft Software License Terms,

License Terms
MICROSOFT SOFTWARE LICENSE TERMS

m

Product Updates
Install Setup Files MICROSOFT SQL SERVER 2012 EXPRESS

These license terms are an agreement between Microsoft Corporation (or based on where you
live, one of its affiliates) and you. Please read them. They apply to the software named above,
which includes the media on which you received it, if any. The terms also apply to any Microsoft
« updates,

« supplements,

» Internet-based services, and

*  sunnort services

Send feature usage data to Microsoft, Feature usage data includes infermation about your hardware
configuration and how you use SQL Server and its components.

See the Microsoft SQL Server 2012 Privacy Statement for more information.

< Back Cancel
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5. The [Product Updates] window is displayed. Proceed by following the instructions.

%5 5QL Server 2012 Setup

Product Updates

Always install the latest updates to enhance your SQL Server security and performance.

License Terms

Product Updates

Install Setup Files Name Size (ME) More Information
SQL Server 2012 SP1 GDR Setup ... |22 KB 2793634

Include SQL Server product updates

1 updates (22 ME) found online.

The Setup updates (22 MB) will be installed when you click Next.

Read our privacy statement online

Learn more about SOL Server product updates

[ <ok || Mew» [ Goncel

6. The [Install Setup Files] window is displayed and installation of setup files starts.

%3 5QL Server 2012 Setup

Install Setup Files

SQL Server Setup will now be installed. If an update for SQL Server Setup is found and specified to be included, the
update will also be installed.

License Terms

.
Product Updates : =

Downloading the Setup files: 1 ME of 22 ME downloaded (2 %)
Install Setup Files

Task Status

Scan for product updates Completed

Download Setup files In Progress

Extract Setup files Not started

Install Setup files Not started

<Back stell || Cancel

7. The [Feature Selection] window is displayed. Select [Database Engine Services].

% SQL Server 2012 Setup

Feature Selection

Select the Express features to install.

Setup Support Rules Features: Feature description:
Feature Selection

The configuration and operation of each
instance feature of a SQL Server instance is
isolated from other SQL Server instances.

SQL Server instances can operate side-by-

side on the same computer,

Installation Rules

Instance Configuration

Shared Features
SQL Client Connectivity SOK
Redistributable Features

Disk Space Requirements
Server Configuration

Database Engine Cenfiguration

Error Reporting b
Installation Configuration Rules Prerequisites for selected features:

Installation Progress Already installed:

Complete Windows PowerShell 2.0

Microsoft NET Framework 3.5
To be installed from media:

i Microsft .NET Framewerk 4.0
Microsoft Visual Studio 2010 Shell

Shared festure directory:  C:\Program Files\Microsoft SQL Server\ B

cme ) et (oo ] [Loten ]
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8. The [Instance Configuration] window is displayed. Select the [Named instance] radio button and proceed to the next
screen.

%3 SQL Server 2012 Setup. EI

Instance Configuration

==

Specify the name and instance D for the instance of SQL Server. Instance ID becomes part of the installation path.

Setup Support Rules

*) Default instance

Rz ( Named instance: SQLExpress )
Installation Rules

Instance Configuration
Disk Space Requirements Instance [D: SQLEXPRESS
Server Configuration
Database Engine Configuration Instance root directory:  C:\Program Files\Microsoft SQL Server\ B
Error Reporting
Installation Configuration Rules SQL Serverdirectory:  C\Program Files\Microsoft SQL Server\MSSQL11,SQLEXPRESS
Installation Progress
Complete Installed instances:
Instance Name Instance ID Features Edition Version

e [Ltetn ) [Loconea ) [otee

9. The [Server Configuration] window is displayed. Click the [Next] button.

45 5QL Server 2012 Setup

Server Configuration

Specify the service accounts and collation cenfiguration.

Setup Support Rules Service Accounts | Collation

Feature Selection

Microsoft recommends that you use a separate account for each SQL Server service.
Installation Rules - ¥ = Q

Instance Configuration Service Account Name Password Startup Type

Disk Space Requirements 5QL Server Database Engine NT Service\MSSQLSSQL.. [Automatic |~ |
Server Configuration 5QL Server Browser NT AUTHORITY\LOCAL ... Disabled ||

Database Engine Cenfiguration
Error Reporting

Installation Configuration Rules
Installation Progress

Complete

< Back ] l Next > I [ Cancel ] l Help
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10. The [Database Engine Configuration] window is displayed. Select [Mixed Mode] and enter a password.

% SQL Server 2012 Setup

Database Engine Configuration

Specify Database Engine authentication security mode, administrators and data directories.

=

Setup Support Rules

Server Configuration | Data Directories | User Instances | FILESTREAM

Feature Selection
Installation Rules

Instance Configuration Authentication Mode

Specify the authentication mode and administrators for the Database Engine.

Disk Space Requirements

Windows authentication mede

Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules B
Installation Progress

ixed Mode (SQL Server authenticaticn and Windews authentication) \

Specify the password for the SQL Server system administrator (sa) account.

\gnnrm password: |+

Complete

_/

Specify SQL Server administrators

HAKKO\ test SQL Server administrators

have unrestricted access
to the Database Engine.

Add Current User || Addh. | [ Remove |

[ < Back H Next > H Cancel H Help ]

The password is required when connecting to the database and configuring MES settings in V-SFT. Take care managing your

password and do not lose it.

3.1 Connect to Server

E} ?@T Server2012

e Databass Engins

Server name: USERO1“\SQLEXPRESS

Authentication: [SQL Server Authertication

[

File Home Parts Edit View

MES Setting - [ No Tith

Secreen Setting  Transfer  [EESEEUEEIN
& Edit Model Selection
P | Multi-language Setting

[ Unit Setting -

Hardware  Device Ethernet
Setting  Memory Map = Communication =

Global Alarm Logging Recipe Sche
Setting = Server Server

=)
Login: 53 v\
Password: sy J

|| Remember password

[ Conmect | [ Cancd ][ Hep ][ Gptionsx |

Required No. of Ward Count for Macro Cor
Header ‘wiite Read ¢

Comment MESWRITE [0] + [0 + 0

MES READ [+ 0 + [@

Data source Name

Login Mame: MES DEL m+ 0o + 0
MESUPDATE (0] + [0 + 0O

Passwiard

11. The [Error Reporting] window is displayed. Click [Next] to start installation.
12. The [Complete] window is displayed when installation is finished. Click the [Close] button to exit.

%5 SQL Server 2012 Setup

Complete

Setup Support Rules

Feature Selection

Your SQL Server 2012 installation completed successtully with product updates.

Information about the Setup operation or possible next steps:

elle =)

Installation Rules falure Slotus =
Instance Configurati & Database Engine cceeded
R () SQL Server Replication Succeeded |
Disk Space Requirements (@ SQL Browser Succeeded 3
Server Configuration (2 SQL Writer Succeeded
Database Engine Configuration (& S0L Client Connectivity Succeeded

(¥ SO1_Client Cannectivib: SIK Surcesred s
Errer Reperting
Installation Cenfiguration Rules
Installation Progress Details:
Complete

Viewing Product Documentation for SQL Server

Only the components that you use to view and manage the documentation for SQL Server have
been installed. By default, the Help Viewer component uses the online library. After installing
SQL Server. you can use the Help Library Manager component to download documentation to
your local computer. For more information, see Use Microsoft Books Online for SQL Server
<http://go. microsoft.com/fwlink/?LinkID=224683>.

Summary log file has been saved to the following location:

C\Program Files\Microsoft SQL Server\110\Setup Bootstrap\legh20140404 191426\Summary izumih-
Eng 20140404 191426 ¢
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13. Restart the PC.

14. From the Windows [Start] menu, click [All Programs] — [Microsoft SQL Server 2012] — [Configuration Tools] — [SQL

Server Configuration Manager].

| Games
. Maintenance Documents
J Microsoft SQL Server 2008

. Microsoft SQL Server 2012

Pictures

Music

puter

5 SQL Server Installation Center —
| Startup
1 Tellus Devices and Printers
. Trend Micro OfficeScan Client
10 V-Server Default Programs
L V-SFTVS
B ¥-View Help and Support
4 Back

Bl 5 o

15. SQL Server Configuration Manager starts. Check that SQL Server (SQL Express) is running.

&5 Sql Server Configuration Manager [E=3EcH >
File Action View Help
== H
8 SQL Server Configuration Manager (Local) || Name State Start Mode Log On As Process ID
= ?Qt ze”e’ ;E"’“e‘k[ . 6 5QL Server (SQLEXPRESS) Running Automatic NT Service\MSSQL.. 1960
4 % SSL Ne’:e’ ;""‘:’u UD[" ‘gf“’a““t" T Server Agent (SOTERPRESS) Stopped Ther oot Syste..  NT AUTHORITY\NE.. 0
b= Ftive Llent LY Lomgurstion 11 B1sQL Server Browser Stopped Other (Bogt, Syste..  NT AUTHORITALO... 0

This completes the installation procedure.
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Creating an SQL Server Database

An SQL Server database can be created using SQL Server Management Studio Express.

Microsoft SQL Server Management Studio Express: SSMSE
An easy-to-use, graphical management tool intended for management of SQL Server 2012 Express Edition.

Installation

1. Download SQL Server Management Studio Express from Microsoft's website.

2. Double-click the downloaded file.

3. The [SQL Server Installation Center] window is displayed. Select [New SQL Server stand-alone installation or add features

to an existing installation].

%3 SQL Server Installation Center

Planning

Maintenance
Tools

Resources

Options

Launch a wizard to install SQL Server 2012 in a non-clustered environment or to add
features to an existing SQL Server 2012 instance.

(5

&

New SQL Server stand-alone installation or add features to an existing mstal\atiuD

Upgrade from SQL Server 2005, SQL Server 2008 or SQL Server 2008 R2

Launch a wizard to upgrade SQL Server 2005, SQL Server 2008 or SQL Server 2008 R2 to
SQL Server 2012.

4. The [Product Updates] window is displayed. Proceed by following the instructions.

5. The [Installation Type] window is displayed. Select the [Add features to an existing instance of SQL Server 2012] radio

button.

% SQL Server 2012 Setup

Installation Type

Setup Support Rules
Installation Type

Feature Selection

Installation Rules

Disk Space Requirements

Error Reporting

Installation Configuration Rules
Installation Progress

Complete

(E=H BTH Fx5)

Perform a new installation or add features to an existing instance of SQL Server 2012,

(Z) Perform a new installation of SQL Server 2012

Select this option if you want to install a new instance of SQL Server or want to install shared
components such as SQL Server Management Studio or Integration Services.

(@‘ ‘Add features to an existing instance of SQL Server 2012)

|squExPRESS -

Select this option if you want to add features to an existing instance of SQL Server. For example, you
want 1o add the Analysis Services features to the instance that contains the Database Engine. Features
within an instance must be the same edition.

Installed instances:

Editien Version

11.0.2100.60

Instance ID Features

MSSQLIL.SQLEXPR... | SQLEngineSQLEN...

Instance Name

SQLEXPRESS Express

6. The [Feature Selection] window is displayed. Select the [Management Tools - Basic] checkbox.

% SQL Server 2012 Setup

Feature Selection

Setup Support Rules
Installation Type

Feature Selection

Installation Rules

Disk Space Requirements

Error Reporting

Installation Configuration Rules
Installation Progress

Complete

7. Click [Next] to start installation.

=]

Select the Express features to install.

Features:

Feature description:

The configuration and operation of each -
instance feature of a SQL Server instance is
isolated from other SQL Server instances. SQL
Server instances can operate side-by-side on
the same computer.

[[] LocalDB
Redistributable Features

Prerequisites for selected features:

Alreadly installed:
Windows PowerShell 20
Microsoft .NET Framework 3.5
To be installed from media:
Microsoft .NET Framework 4.0 (may require re|
Microsoft Visual Studio 2010 Shell

. n v

Shared feature directory: C\Program Files\Microsoft SQL Server
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8. The [Complete] window is displayed when installation is finished. Click the [Close] button to exit.

% SQL Server 2012 Setup [=]

Complete

Your SQL Server 2012 installation completed successtully with product updates.

Setup Support Rules Information about the Setup operation or possible next steps:

Installation Type

Feature Selection Reatue Status

Inetalation Rues & Management Tools - Basic Succeeded
Disk Space Requirements

Error Reporting

Installation Configuration Rules
Installation Progress

Complete

Details:

Viewing Product Documentation for SQL Server

] »

Only the components that you use to view and manage the documentation for SQL Server have
been installed. By default, the Help Viewer component uses the online library. After installing
SQL Server, you can use the Help Library Manager component to download documentation to
your local computer. For more information, see Use Microsoft Books Online for SQL Server
<http-//go microsoft com/fwlink/?LinkID=224683>

Summary log file has been saved o the following location:

C\Program Files\Micreseft SQL Server\110\Setup Bootstraphlegh20140404 2009184Summary izumih-
Eng 20140404 200919t

9. Restart the PC.
This completes the installation procedure.

Starting SQL server management studio express
1. From the Windows [Start] menu, click [All Programs] — [Microsoft SQL Server 2012] — [SQL Server Management Studio].

i XPS Viewer

. Accessaries Documents
. AssetView PLATINUM e
|\ Games

| Maintenance
| Microsoft SQL Server 2008
| Microseft SQL Server 2012
2] Download Micrasoft SQL Server Cor,

= ontrol Panel
45 SQL Server Management Studio
+ Configuration Tools Devices and Printers

. Integration Services
| Stertup Default Programs

Music

Computer

. Tellus
. Trend Micro OfficeScan Client Help and Suppert

4 Back

[ Search programs a

2. The [Connect to Server] window is displayed. Enter the required information and click the [Connect] button.

4 Connect to Server =)
Microsaft*
@ SQL Server2012
Database Engine
Server name USERO1\SQLEXPRESS -
A (0L Server Authertication -
Login sa -
Password |
[7] Remember password
[[comeat | [ Cancel |[ Hep | [ Oporsss |
Item Description
Server name Select the server name of the SQL Server.
Authentication Select "SQL Server Authentication”.
Login Enter a user name. The user name “sa” is entered in this example.
Password Enter the password.
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The password for “sa” was specified on the [Authentication Mode] window displayed during installation of SQL Server 2012 Express Edition

(see page 4-26).

5 SQL Server 2012 Setup

Setup Support Rules

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements

Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules
Installation Progress

Complete

Database Engine Configuration

Specify Database Engine authentication security mode, administrators and data directories.

Server Cenfiguration |Daba Directories | User Instances | FILESTREAM

=]

Specify the authentication mode and administrators for the Database Engine.

Authentication Mede

Windows authentication mode

/& Mixed Mode (SQL Server authentication and Windows authentication)
Specify the password for the SQL Server system administrater (sa) account.

Enterpassword;  esesesesese

\

N Garfim pessword: = o

/

Specify SQL Server administraters

Aadgunemu;er]l Add.. ” Bemnve]

HAKKO\ test SQL Server administrators
have unrestricted access
to the Database Engine.

e [Ltetn ] [oconea ) [tee

3. SQL Server Management Studio Express starts up.

Uz Microsoft SQL Server Management Studio (Administrator)
File Edit View Debug Tools Window Help

Object Explorer - 1%
Connect~ 32 32 m T [Z] \B
[ERT.] UsER01 \SQLEXPRE! erver
[ Databases
3 Security
[ Server Objects
[ Replication
[ Management

PGl S el B | A Ny BB E 6 29 -0

-] =

4-30




4.7 MES Interface Function

Creating a new database

1. Select [Databases] and click [New Database] on the right-click menu.

|45 Microsoft SQL Server Management Studio (Administrator)
File Edit View Debug Tools Window Help
P S e | D NewQuey GRR G 4 B0 e -G e = I -
Object Explorer v 4 x
Connect~ 3¢ 3 m T [#] 1§
= [ USERO1\SQLEXPRESS (SQL Server

Ca pEel N
3 Securi New Database...
[ Server O Attachy
2 Replicati
£ Replicali =0 g ctore Database...
L3 Manage
Restore Files and Filegroups...
Deploy Data-tier Application...
Import Data-tier Application...
Start PowerShell
Reports 3
Refresh

2. The [New Database] window is displayed. Specify a database name and click the [OK] button.

3 New Database

Selecta page . ) ..
Scipt + [ Hel

R Generl Ssowt - [Erep

12F Options

1 Flsgroups Database name: VSTEST|
Qwner. <defaut> [
Database fles
Logical Name  File Typs  Filegroup Initial Size (MB)  Autogrowth / Massize
VSTEST Rows ..  PRIMARY 3 By 1 MB, Unlimited
VSTEST log  Log Not Applicable 1 By 10 percent, Uniimited

Connection

Server:
IZUMIH-ENG\SQLEXPRESS

Connection:
sa

37 View connection properties

Progress
Ready ‘ il

3. A new database is created.

Uz Microsoft SQL Server Management Studio (Administrator)

= E =]
File Edit View Debug Tools Window Help
P17 i el | ) NewQuey [ il i £ D@9 - o - DB e b sl ==
Object Explorer v R x

Connect~ 3 3 m T (2] .5

© [ FUMH-ENG\SQLEXPRESS (SQL Server
[=RF ] Databaces|

abases

3 Server Objects
3 Replication
3 Management
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Creating a new table
1. Start SQL Server Management Studio Express.

U5 Microsoft SQL Server Management Studio (Administrator) o 2=
File Edit View Debug Tools Window Help

Pi1- - G5 b | L NewQuey [y EB RS 4 a@|9 -0 -3 -G (E| [
Object Explorer v Rx

Connect~ 3 3 m T (2] .5

© [ FUMH-ENG\SQLEXPRESS (SQL Server
[=RF ] Databaces|

[ System Databases
[ vSTEST

3 Security

3 Server Objects

3 Replication

3 Management

2. Select the database created in the previous section and click [New Table] on the right-click menu.

U5 Microsoft SQL Server Management Studio (Administrator) =R
File Edit View Debug Tools Window Help

Piale 1 G5 b | L NewQuey [y ER RS & am|9 - -3 -G (&|» e[ I
Object Explorer v Rx

Connect~ % 3) m 7 3] .5
= [ [ZUMIH-ENG\SQLEXPRESS (SQL Server
= [C@ Databases
[ System Databases
= [ VSTEST
[ Database Diagrams

Ca =
3 Views New Table.
[ Synen New Filelable...
(3 Progrz —
B3 Servict Filter 3
(3 Storag Start PowerShell
A Securi _—
£ Security Reports. 3
(3 Server Object Refresh

[ Replication
3 Management

3. The table creation screen is displayed. Create a table by registering a line name and data type.

7 IZUMIH-ENG\SQLEXPRESS VSTEST - dbo.Table 17 - Microsoft SQL Server Management Studio (Administrator) =N EoR
File Edit View Project Debug TableDesigner Tools Window Help
1 il 5 el @] L NewQuey [ Fhih | & La @]9 - o - -0 || b = | - - F
= s 0.
Object Explorer sl USERO1 \SQLEX...EST - dbo.Table 1% ~ Properties - X
Connect~ 34 3} m T ] .5 Column Name Data Type Allow Nulls [Tbl] dbo.Table_1 -
= [gh USEROL\SQLEXPRESS (SQL Server VsPrimaryKey nchar(10) ] B =
5 (@ Databases Date varchar(26) .
L3 System Databases
= (3 VSTEST Time varchar(10) (Name) Tzhls:l
[[3 Database Diagrams Name varchar(10) Database Name  VSTEST
3 Tables ok amallint Description
A Views Schema dbo
3 Synonyms NG ki SeverName  izumih-enghsglexpress
(4 Pregrammability > 1 4
3 Service Broker Identity Column
3 Storage Indexable Yes
[ Security Lock Escalation  Table
3 Security > Regular Data Spac PRIMARY
3 Server Objects Replicated MNo
£3 Replication Row GUID Columi
4 Management y ]
[ Calttmn Proneries | Text/Image Filegn PRIMARY

o Always set the primary key for V-Server for a database table to which data will be added.

Line Name Data Type Length Allow Nulls Primary Key

VsPrimaryKey varchar 26 bytes or more No @)

o The following data types can be used with the MES interface function. These correspond to the data types in the MES
settings in V-SFT.

Database: Table V-SFT: MES settings
Line Name Data Type Length Allow Nulls Data type Length
(Arbitrary) smallint 1 word Permitted DEC- 1 word
(Arbitrary) int 2 word Permitted BCD 2 word
(Arbitrary) Float 2 word Permitted FLOAT 2 word
(Arbitrary) varchar Arbitrary Permitted CHAR 256 'bytes
maximum
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4. When the table settings are complete, close the table. The confirmation dialog box is displayed. Click the [Yes] button.

Microsoft SQL Server Management Studio

Save changes to the following items?

B3|

USEROI\SQLEXPRESS.VSTEST - dbo.Table 1

ve  |[ Mo ][ Concel

5. Enter a name and click the [OK] button.

Choose Name

o s
Enter a name for the table:

6. The table is created.

" Solutionl - Microsoft SQL Server Management Studio (Administrator)
File Edit View Debug Tools Window Help

Pl Sl @ ANy BBE| 4 2B[9 - 3B
Object Explorer

Connect~ 3 @) m E;
= [ USEROL \SQLEXPRESS (SQL Server
= 3 Databases
[ System Databases
= [J VSTEST
[ Database Diagrams
= [3 Tables
[ System Tables

> X

=] dbo.Table_1

3 Synenyms

[ Programmability
3 Service Broker
3 Storage

(E=8 5CH X3
[ I

o= | =]
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Opening a table

The data saved in the database can be checked according to the following procedure.

1. Select a table and click [Edit Top 200 Rows] on the right-click menu.

47 Solutionl - Microsoft SQL Server Management Studio (Administrator)
File Edit View Debug Tools Window Help
Pl il 15 | ) NewQuey [ i)
Object Explorer

Connect~ 3 3 m T (2] o§
= | ZUMIH-ENG\SQLEXPRESS (SQL Server
[ 3@ Databases
[ System Databases
= |4 VSTEST
[ Database Diagrams
1 [ Tables
[ System Tables
[ FileTables

BE s na|9-o-a-Glalk
> 0 x

E=)] dbo. Tabl; =
3 Views ew Table..
3 Synonyms Design

3 Programmab
(.3 Service Bro
3 Storage
3 Security
3 Security
(3 Server Objects

View Dependencies

3 Replcation Full-Text index
3 Management Policies 3
Facets

Start PowerShell
Reports. 3

Rename

Delete

Refresh
Properties

Pl e — i

2. The table is opened. The line name registered when the table was created is displayed. Data is saved in each "NULL" fiel

(E=8 ECH Fx3)

) E— - )-

8
b
&
[

L'«) TZUMIH-ENG\SQLEXPRESS.VSTEST - dbo.Table_1 - Microsoft SQL Server Management Studio (Administrator)
File Edit View Project Debug QueryDesigner Tools Window Help

Pll- 5 @ NewQuey D BEE| 4 aB|9 - - 3-0[8]
§ ) ] =) = | ChangeType~ | 7 s | | 9 08] -

Object Explorer > o x
Connect~ 3 3 m T (2] .5 VePrimaryKey  Date Time Name oK
= [ USERO1'\SQLEXPRESS (SQL Server * |NULL NULL NULL NULL NULL

B 3 Databases
[ System Databases
= |J VSTEST
[ Database Diagrams
= [ Tables
[ System Tables
[ FileTables
& dbo.Table 1
3 Views
3 Synenyms
3 Programmability
[ Service Broker
3 Storage
3 Security
3 Security
[ Server Objects
(3 Replication
[£3 Management

Thmr ol

NG
NULL

[E=8 B
[ | =
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4.7.6 Data Source (ODBC) Settings

V-Server accesses the database via a data source (ODBC). Data source settings need to be configured to allow V-Server access
to the database. This manual describes an example of configuration using Microsoft SQL Server 2012 Express Edition.

ODBC: Open DataBase Connectivity

ODBC is the interface between an application (V-Server) and the database.
Because ODBC accommodates the differences in specifications between databases, users only need to create programs
based on the ODBC-specified procedure in order to access those databases.

Application

Data source name

AAA ¢——)p DBL
BBB €¢—— ) DB2
CCC q——)p DB3

ODBC

Database name

Links

Database

C
o

-
= (_orece

M Cisoe )

L

From the Windows [Start] menu, click [Control Panel] to display the Control Panel.
2. Click [Administrative Tools].

CommandPromst

:‘r Getting Started

! Connect to a Projector

Calculator

Sticky Notes

Snipping Tool

E Adobe Readler9
u

SQL Server Management Studio

|:|: Import and Export Data (32-bit)

> AllPrograms

USEROL
Documents
Pictures

Music

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support

Adjust your computer’s settings

¥ Action Center

El Color Management

@ Desktop Gadgets

@ Ease of Access Center

& HomeGroup

Location and Other Sensors
M Performance Information and Tools
Programs and Features

% Sound

|, Taskbar and Start Menu

il Windows Defender

—
OU [E3 + Control Panel » All Control Paneltems »

)@ AutoPlay

2 Date and Time

4 Administrative Tools
Credential Mzanager

g
é Device Manager

iy Devices and Printers

Folder Options 1A Fonts
& Indexing Options 1 Internet Options

& Mouse 5E Network and Sharing Center

B personalization [ Phone and Modem
& Recovery & Region and Language
@® Sync Center

82, User Accounts

& Speech Recognition
[ Troubleshooting

& Windows Firewsll £} Windows Update

3. The [Administrative Tools] window is displayed. Double-click [Data Sources (ODBC)].

8 (R (\emsfs\share\ )
3 public (\amsfs\share\SE\F
5 protected (\\amsfs\share\

€ Network

E=SEch ==
GQ » Control Panel » All Control Panel iems » Administrative Tools = [ 43 ][ Search Administrative Tools o]
Organize » Burm =~ A @
w e — Name B Date modified Type Size
B Desktop 8+ Component Services 7/13/2009946 PM  Shortcut 2KB
4 Downloads /1372009 9:41 PM Shortcut 2KB
%) Recent Places 7/13/2009941PM  Shortcut 2KB
/1372009 9:42 PM Shortcut 2KB
4 Libraries , iSCSl Initiator 7/13/2009941 PM  Shortcut 2KB
[% Documents (3 Local Security Policy 11/7/20139:58 AM  Shorteut 2K8
& Music &) Performance Monitor 7/13/2009941 M Shortcut 2KB
i Pictures @ Print Management 11/7/2013 9:59 AM Shortcut 2KB
E Videos [a): Services /1372009 9:41 PM Shortcut 2KB
& System Configuration 7/13/2009941 PM  Shorteut 2KB
1% Computer @ Task Scheduler /1372009 %:42 PM Shortcut 2KB
&, Local Disk [C:) #P Windows Firewall with Advanced Security  7/13/2009941 PM  Shorteut 2KB
s Local Disk (D) @] Windows Memory Diagnostic 7/13/2009 941 PM  Shorteut 2K8
s Local Disk [E) {8 Windows PowerShell Modules 7/13/2009952PM  Shorteut IKB
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For 64-bit versions of Windows XP/Vista/7/8/8.1/10
A The 32-bit version of ODBC must be used because V-Server is a 32-bit application.

1. From the Windows [Start] menu, click [Computer], double-click [Local Disk (C:)] — [Windows] —
[SyswOW64].

2. Double-click the “odbcad32" application. The 32-bit version of ODBC starts up.

3. Press the [Ctrl] + [Shift] + [Esc] keys together to start Windows Task Manager and check which version of
ODBC is running.
On the [Processes] tab, the 32-bit version is running if “odbcad32.exe *32" is shown in the list.

4. The [ODBC Data Source Administrator] window is displayed. Select the [System DSN] tab and click the [Add] button.

| ODBC Data Source Administrator =3

[ User Dsi{| System DSN | Jiie DSN | Drivers | Tracing | Connection Pociing | About |
N—

System Data Sources

Name  Driver

An ODBC System data source stores information about how to connect to
|  the indicated data provider. A System data source is visible to 2l users
%] on this machine, including NT services.

5. The [Create New Data Source] window is displayed. Select [SQL Server] and click the [Finish] button.

Create New Data Source [

Select a driver for which you want to set up a data source.

Name o

E, Microsoft Paradox-Treiber (".db }
_,E_ Microsoft Text Driver (" *.csv)
Microsoft Text-Treiber ("bd: " csv)
Microsoft Visual FaxPro Diiver

gl FoxPro-Treiber
(B
lative Cliert 11.0

< T

n

N I N

1
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6. The following window is displayed. Configure the required settings and click the [Next] button.

Create a New Data Source to SQL Server ==

This wizard will help you create an ODEC data source that you can uss to
connect to SGL Server.

What name do you wart to use to refer to the data source?
}.1 Name: VServer
R s

How do you want to describe the data source?

Description:

Which SQL Server do you wart to connect ta?

Server: USERQT'SQLEXFRESS -
Fish || Ned> | [ Caned | [ Hep |
Item Description
Name Specify a data source name.
Server Specify a SQL Server name.

e The data source name is used in the MES settings in V-SFT.
e The SQL Server name can be checked in SQL Server Management Studio Express.

. Sereen o] Edit { )/’?Ql MES Setting x| a1 Connect to Server [
= Risuine o Microsolt
B E 7861 server 202
Comment MES Wi
Databass Enaine
Server name: USER01\SOLEXPRESS -
Login Name MES DE : "
Authertication: | saL Server Authentication -
Passward MES UP o - .
Table Mame E P— ]
[7] Remember password
Connect | [ Cancel | [ Hep | [ Options>>
TFrm v

7. The following window is displayed.

Select the [With SQL Server authentication using a login ID and password entered by the user] radio button and specify a
login ID and password.

Create a New Data Source to SQL Server [

How should SQL Server verfy the autherticiy of the login ID?

©) With Windows NT authertication using the network login 1D
}1 @ With SQL Server authentication using 2 login ID) and password
—_— ® entered by the user.

To change the network library used to communicate with SQL Server,

dlick Client Configuration
Client Configuration...

Connect to SQL Serverto obtain default settings for the
addtional corfiguration options

Login ID: sa

Password: ®

<Back ][ MNet> | [ Cancel | [ Hen |

Item Description

Login ID Enter a login ID (“sa” in this example).

Password Enter the password.

The login ID (“sa") and password were specified on the [Authentication Mode] window displayed during installation of SQL
Server 2012 Express Edition (see page 4-26).
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8. Click the [Next] button. The following window is displayed.

Create a New Data Source to SQL Server =)

Change the default database to
VSTEST -

[7] Attach database filename:

Create temporary stored procedures for prepared SGL statements and

drop the stored procedures

when you disconnect

you disconnect and as appropriste while you are
connected

Use ANS| quated idertifiers.

Use ANSI nulls, paddings and wamings.

Use the failover SQL Serverif the primary SGL Serveris not
available

[ <Back |[ Mews> | [ Cancel | [ He

9. Select the [Change the default database to] checkbox and select a database.

Select the database created using Microsoft SQL Server Management Studio Express (see page 4-31).

10. Click the [Next] button. The following window is displayed.

Create 3 New Data Source to SQL Server ==

[ Change the language of SGL Server system messagss to
Engiih

[F] Use strang encryption for data

Perform translation for character data

Use regional settings when outputing curency, numbers, dates and
]

times.

[7] Save long running queries to the log file:

C:\Users\izumi'App Data'Local\ Temp'\QUERY.LOG| [ Biro
Long query time {miliseconds):  [2pp0p

[] Log ODBC driver statistics to the log file:
C:\Users\izumitAppData\Local\ Temp\STATS LOG

[ <Back [ Fmsn ] [ camcel | [ Hep

11. Click the [Finish] button. The following window is displayed.

ODBC Microsoft SQL Server Setup 23]
Anew ODBC data source wil be created with the folowing
configuration:

Microsoft SQL Server ODBC Driver Version 06.01.7601 A

Data Source Name: VSarver
Data Seurce Description:

Server: USEROL \SGLEXPRESS

Database: VSTEST

Language: (Defaut)

Translate Character Data: Yes

Log Long Running Queries: No

Log Diiver Statistics: No

Use Regional Settings: No

Frepared Statements Option: Drop temparary procedures on
disconnect

Use Failover Server: No

Use ANSI Guoted Identfiers: Yes

Use ANSI Null, Paddings and Wamings: Yes

Data Encryption: No

[ Test Data Source.. | [ ok ][ caned |

12. Click the [Test Data Source] button. When a connection has been successfully established, the following window is
displayed.

SQL Server ODBC Data Source Test =
Test Results
Microsft SGL Server ODEC Driver Version 06.01.7601
Running connectivity tests. .
Attempting connection
Connection established
Verying option seftings
Disconnecting from server

TESTS COMPLETED SUCCESSFULLY!

13. Click [OK]. The previous screen reappears.
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14. Click [OK]. The data source is registered.

| ODBC Data Source Administrator =

| User DSN | System DSN | File DSN | Drivers | Trecing | Connection Podling | About |

System Data Sources

Name  Driver Add
SGL Server

An ODBC System daia source stores information about how to connect to
| the indicated data provider. A System data source s visibls to all users
2l onthis machine, including NT services

0K | [ Caneel Peply Help

This completes the configuration of settings.
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4.8 E-mail Notification

4.8.1 Overview

e E-mail notifications can be sent according to the ON/OFF status of alarm bits. If a problem occurs, you can be notified of
the fault even at a remote location.

=

Mail server

Alarm tracking
Alarm logging
Time order alarming

_BBEOOD

e SSL/TLS communication is also supported.
e Supported items and ports used

Port Item Other
LAN Alarm tracking The mail server must reside on the LAN.
Alarm logging Not available with CUR-03.
Time order alarming
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4.8 E-mail Notification

4.8.2 Detailed Settings

To send e-mail notifications, IP address settings on the TSi unit and e-mail settings for registering the mail server and
recipients of notification must be configured.

IP Address Settings

For information on IP address settings, refer to “TSi Unit IP Address Settings” page 4-2.

E-mail Settings

[System Setting] — [Ethernet Communication] — [E-Mail]

E-Mail Setting @
SMTF IP Address 0 0 [ [ " Port Settine |
Gertify Type SMTP-AUTH -

0 0 0 0

Acount Name

Pazzword

Sender's Mail Address

Sender's Name

Subject

Receiver's Mail Address

Add
Ghange:

Delete

Item

Description

SMTP IP Address

Set the network IP address of the mail server.

Port Setting

Set the SMTP port number of the mail server.
0 to 65535 (default: 25)

Sending Server (SMTP) (==

Fort Mo a2 [ pefar |
Cancel

Example: Yahoo Corporation’s Yahoo e-mail:  Port No. 587
SSL/TLS communication: Port No. 465

Certify Type

Set the authentication method in accordance with the specifications of the mail server.

No authorization

No authentication is performed.

POP before SMTP'!

Authentication is performed with the POP3 server. Configure the following settings.
e POP3IP Address
e Account Name (63 one-byte characters or less)
e Password (63 one-byte characters or less)

SMTP-AUTH™
LOGIN
PLAIN
CRAM-MD5
DIGEST-MD5 3

Authentication is performed with the SMTP server. Configure the following settings.
e Use SSL/TLS Communication
e Account Name (63 one-byte characters or less)
e Password (63 one-byte characters or less)

Sender’s Mail Address

Set the sender’s mail address.
It is recommended to create a dedicated account for the TSi on the mail server and to set its
address here.

Sender’s Name

Set the sender’s name. A name consisting of both one- and two-byte characters is not valid.
It is displayed in the "Sender” field in an incoming e-mail.

Subject

Set the subject.
It is displayed in the “Subject” field in an incoming e-mail.
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Item Description

Receiver's Mail Address 8 maximum

Register the recipient mail addresses.
Register all mail addresses to receive notifications from the TSi unit.

Add Register a new recipient address.
Change Change a registered address.
Delete Delete a registered address.

*1

*2

*3

POP before SMTP

POP before SMTP uses POP3 authentication that is performed when e-mail is received. SMTP permits the sending of e-mail from the
authenticated IP address for a limited time.

Since authentication is disabled after a specific time has elapsed, authentication with POP3 will be required again.

In the case of authentication with POP3, a password is sent in plain text. POP before SMTP using APOP is also available. APOP allows a
password to be sent in encrypted form. Note that the TSi only supports POP3.

SMTP Authentication

Authentication is performed with the SMTP server. SMTP Authentication is classified into several authentication methods. The TSi
supports LOGIN, PLAIN, CRAM-MDS5, and DIGEST-MD5 methods.

Since the SMTP server automatically performs authentication according to the available method, users are not requested to make
configurations.

<Automatic authentication steps>
1. Compliant with PLAIN?
Compliant with LOGIN?
Compliant with CRAM-MD5?
Compliant with DIGEST-MD5?
Authentication failure

vk wnN

About the authentication methods

- PLAIN
The PLAIN method sends user names and passwords in plain text (not in encrypted form).

- LOGIN
LOGIN is similar to PLAIN but it often sends information, such as USER xxxxx or PASS xxxxxx, separately (as performed with POP3).
Because the standard specifications of LOGIN are not established, there are e-mail servers that use LOGIN in their own way.

- CRAM-MD5
With CRAM-MDS5, the server sends an arbitrary character string (a challenge string) to the client. The client then performs a specific
computing process called Message Digest 5 (MD5) by using the challenge string and password, and returns the result to the server. The
server that receives the result also performs the same process. When both results match each other, the server judges that the client
knows the correct password and grants authorization.

- DIGEST-MD5
DIGEST-MDS5, an expanded version of CRAM-MD5, has an enhanced resistance to dictionary attacks and brute force attacks.

Only “auth” mode is supported for “quality protection”. It does not support “auth-int” and “auth-conf” modes.
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Buffering Area Settings

Set the recipients of e-mail notifications in the buffering area settings window. Recipients of e-mail notifications can be set for
each sampling.

This section describes the settings required for sending e-mail notifications. For details on other settings, refer to “8. Alarm” in
the TS Reference Manual 1.

1. Display [System Setting] — [Buffering Area Setting] — [Alarm Tracking] — [Basic Settings].

Buffering Area Setting
[E-{5) Buffering Area Sefting

B Ve e Traski Sampling Alaim Tracking -
e —
Basic $ettings JData Qulput Settings | Control Dievice Setting | C5Y Fomat Setting | Others|
Monitoring

Nurber of Monitorng Alams 18 1= #4096
Mornitoring Devics Specify consecutively - DataLength

Message

Start Message BNo. O[22 N0 ] 5

[ Display & parameter with the message:

lo. | Device Message
Mao00o errorl
o001 erzoz2
Maoo0z2 errord
00003 erzozd
HMo0004 errors
00005 erzozé
MI0008 error]
o007 erzozd
Maoo0g errors
00003 erzorld
Mao010 erroril

0 i iy 1 oy

el

Interface Langusgs | Language 1 : Englsh/Westen Ewope HK, = | Pags 1 = A

Action to Take When BitIs ON

Send emal

Detail Settings<<

2. Select [Detail Settings], select the [Send e-mail] checkbox under [Action to Take When Bit Is ON], and then select the
[Send to.] button to register recipients in the [Receiver's Mail Address] window.

[+ unnnis T I |
Iterface Language  [Language 1 : English/Westem Ewops K~

Receiver's Mail Address

[

Receiver's Mail Address “

O.azal@testnejp Zcco@test ne.jp

P | |1bbb@tectnop
E-Mail Setting.

Action to Take When Bit |
Send e-mail

Delete

Message Editor

In the [Message Edit] window, register messages corresponding to error bits and select whether or not to send e-mail
notifications.

Select the [E-Mail] icons of the messages with which you want to send e-mail notifications.

(=) Message [0]( ) [No Title.v8] - Edit =N ECR |

File Edit Display

W8 o~ B He & =

Language| Language 1 : Englih/Westemn Europe HK, Gothic - |

0000 woooon @ errorl I=

00071 Moooot f=) error2

0002 wooooz = error3

0003 Moooog = errord

0004 wooood = error5

0005 Moooos = erroré

0006 Hoooos = error’ |

0007 Moooo? = errord 3
E-mail icons =| errors

0009 Moooos = | errorio

0070 wooo1o = errorll

00711 Mooot1 = | erroriz

0012 woooz = errorl3

0013 Mooois = errorld b

0074 Hooo14 = errorl5s

0015 Mooo1s = errorlé il

nni1ge S

< 3

Ready No: 16 Column: 7

* If the display in the [Message Edit] window differs from the above screenshot, click [Display] — [Mark] — [E-Mail].
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4.8.3 System Device Memory ($s)

Information on sent e-mail messages is output to system device memory ($s).

$s Description
$s1005 If the TSi unit receives send requests continually, the number (0 to 16) of e-mail messages waiting to be sent is stored.
The TSi unit can keep up to 16 e-mail messages. Any more than 16 messages are discarded.
$s1006 Stores error information on e-mail messages.
Error No. Cause
0 Normal -
1 E-mail address error Incorrect recipient mail address
6 Network not connected Incorrect SMTP/POP3 server IP address
SMTP server refusal
Incorrect port number
Incorrect SSL/TLS settings
Incorrect account name/password
50 SMTP transmission error Authentication method error
Incorrect sender’s mail address
Connection lost

4-44



49 FTP Server

49 FTP Server

4.9.1 Overview

The TSi can serve as an FTP server.

An FTP client tool installed on the PC can be used to access a TSi unit over Ethernet and perform reading and writing data on
a storage device inserted into the TSi.

A standard FTP tool included with Windows is available for reading, writing, and editing files on a storage device without the
need for installing any special tool.

FTP client tool

Ethernet
E=
- TSi = —1'g
= — Router
FTP server
Ethernet
TSi = — I
il
= —
FTP server
Applicable Models Port Other
TS2060i LAN Storage Device
TS1100Si
TS1070Si
4.9.2 Specifications
Functional Capabilities
Item Specifications Location of Settings
Protocol TCP/IP (Not available with CUR-03) -
User Name 1 to 12 one-byte alphanumeric characters (case-sensitive) Editor
Password 1 to 8 one-byte alphanumeric characters (case-sensitive) Editor
Port number 20,21 (Fixed)
No. of clients " Maximum of 3 clients -
Input supervisory time 1 to 60 minutes (default: 15 minutes) " Editor
File readout size Unlimited (within the storage capacity) -
File name One-byte alphanumeric characters only -
Requirement Only operable in RUN mode (not operable in local mode) -
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*1  Clients (FTP clients)
This manual defines a client or FTP client as a PC that transmits commands for reading/writing data to an FTP server. A maximum of three
client PCs can access a TSi unit.

FTP client

FTP server =
~ ==
%) . =
S |

-
==

v
FTP client FTP client

*2 If no command is received from the FTP client within the time period specified for [Input Supervisory Period], the TSi unit automatically
disconnects the client.

Compatible FTP Client Tools

Tools and Functions Computer OS/Monitouch Series
Command Prompt (included with Windows as standard) Windows XP SP3
ftp.exe (included with Windows as standard) w:zgga: ;
Windows Explorer (included with Windows as standard)
FFFTP version 1.96b (freeware)
Data transfer service V9 Series

Supported FTP Commands

The following commands can be used with the FTP server on the TSi unit.

Command Name Function
cd Changing the current directory
close Closing the connection
dir Displaying the file information
Is Displaying folder and file names
put Sending a file
get Retrieving a file
delete Deleting a file
rename Renaming a file
pwd Displaying the current folder name
mkdir Creating a folder
rmdir Deleting a folder
quit Exit the FTP client tool after disconnecting the client.
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4.9.3 Detailed Settings

Click [System Setting] — [Ethernet Communication] — [FTP Server]. The [FTP Server Setting] window is displayed.

FTP Server Setting @
Use FTP server function
User Name:
Password
15

Input Supervisory “lmin

Perind

[ wiite enable
Item Description

Use FTP server function Select this checkbox to use the FTP server function. The FTP server function is not available unless this
checkbox is selected.

User Name 1 to 12 one-byte alphanumeric characters (case-sensitive)

Password 1 to 8 one-byte alphanumeric characters (case-sensitive)

Input Supervisory Period 1 to 60 minutes (default: 15 minutes) "

Write enable Select this checkbox to allow the FTP client to write, delete, and edit files. When this checkbox is not selected,
only file reading is possible. (Default: unselected)

* If no command is received from the FTP client within the time period specified for [Input Supervisory Period], the TSi unit automatically
disconnects the client.

4.9.4 Specifying File Paths

How to specify file paths

Maximum number of characters for a path:
255 one-byte characters (including ", “\", and the file extension)

A
( 3
C: \TS\JPEG\JP00000.JPG

1 1

. . > *
Drive name Access folder name Folder name Filename

~ 2\ \ \

C: \DATOOOO\RECIPE\TEST\TYPE0421.CSV
L J
Vo

Maximum number of characters for a path:
255 one-byte characters (including “", “\", and the file extension)

*1  Maximum number of characters for a filename:
194 one-byte characters

e Drive name
C: Inserted SD card
D: USB-A port (USB flash drive, etc.)
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4.9.5 Login

This section explains the login procedure and how to operate the FTP tools.
Prepare the TSi unit as instructed below before starting.

1. Transfer the screen program with configured FTP server settings to the TSi unit.

2. Connect your computer to the TSi unit via Ethernet.
3. Insert a storage device into the TSi unit and set the unit to RUN mode.

Explorer (or Internet Explorer)

1. Start [Explorer].

(E=5 EoR x|
()[R » e » = [ || Search Libraries 2]
Organize v New library B~ 0 @
7 Favorites Libraries
B Desktop Open a library to see your files and arrange them by folder, date, and other properties.
B Downloads = Documents
] Recent Places Dhausic
Picty
i Libraries E‘V d
) Documents
& Music
[ Pictures
B videos
% Computer
& Local Disk (C)
a Local Disk (D:)
& Local Disk (E))
€ Network
4 items
—
2. Enter the FTP command in the [Address] field.
Enter “ftp://user name:password@TSi IP address” and then press the [Enter] key.
= [ >
- = ftpy//monitouch:12345@10.91.130.235 | = |l| Search Libraries p‘
ol
Organize = New library - 0O @
7 Favorites Libraries
B Desktop Open a library to see your files and arrange them by folder, date, and other properties.
8 Downloads [ Documents
| Recent Places S
- & Music
b | Pictures
Vid
) Documents B Videa:
& Music
[&=] Pictures
B8 videos
18 Computer

&, Local Disk (C)
a Local Disk (D:)
s Local Disk (E)

€ Network

4 items

* When using Explorer or Internet Explorer,
specify “ftp://user name:password@TSi IP address".
User authentication may not be successful if only “ftp://TSi IP address” is entered.
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3. The Explorer window is displayed as follows. Login is complete.

4.

Explorer allow

—
@'\Jﬂ # ) Thelntemet

Organize ~

W Favorites
B Deskiop
i Downloads

% Recent Places

4 Libraries

% Documents
o' Music

&) Pictures
B videos

» 1091130.235 »

Name

DAT0000
. EXT000O
LOGTEST

| See

Type

File folder
File folder

File folder

-4 ][ =

Date modified

1/2/201412:37 AM
1/6/2014 6:22 AM
4/1/2014 5:00 PM

Contents of the storage device
inserted into the TSi series unit

Date created

1/2/201412:37 AM
1/6/2014 6:22 AM
4/1/2014 5:00 PM

s the contents of the storage device inserted into the TSi unit to be displayed.

Organize ~

¢ Favorites
B Deskiop
8 Downloads

% Recent Places

= Libraries
4| Documents
o Music
Pictures
B videos

18 Computer
&L Local Disk (C)
- Local Disk (D)
= Local Disk (E)

€ Network

l 14 tems

Name

] 100000 JPG
=] JP0000L PG
] 1P00002JPG
=] JP00002 PG
[ 100004 JPG
=] JP00005.PG
] 1P00010.JPG
=] JP000LL PG
[ 1P00012JPG
=] JP000L2.JPG
] 1P10000,jpg
=] JPL000L jog
[ 1P10002 jpg
=] IPL0002,jpg

Size

@U-|, » Thelnternet » 1091130235 » EXTO000 » JPEG

21KB
37KE
53 KB
36 KB
27 KB
34 KB
334 KB
271 KB
309 KB
255 KB
151 KB
174 KB
154 KB
134 KB

Type

JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image
JPEG image

~ [ 44 |[ Search spzG

Date modified

11/1/2011 5:00 PM
11/1/2011 5:00 PM

11/1/2011 5:00 PM

11/1/2011 5:00 PM
11/1/2011 5:00 PM
12/12/2013 4:00 PM
12/12/2013 4:00 PM
12/12/2013 4:00 PM
12/12/2013 4:00 PM
4/1/2014 5:00 PM
4/1/2014 5:00 PM
4/1/2014 5:00 PM
4/1/2014 5:00 PM

n

Date created

11/1/2011 5:00 PM
11/1/2011 5:00 PM
11/1/2011 5:00 PM
11/1/2011 5:00 PM
11/1/2011 5:00 PM
11/1/2011 5:00 PM
12/12/2013 4:00 PM
12/12/2013 4:00 PM
12/12/2013 4:00 PM
12/12/2013 4:00 PM
4/1/2014 5:00 PM
4/1/2014 5:00 PM
4/1/2014 5:00 PM
4/1/2014 5:00 PM
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4.9.6 Log Out

This section explains the log out procedure and how to operate the FTP tools.

Explorer (or Internet Explorer)

To log out when using Explorer, close the Explorer window.

Click the close button to log out. \A

B (
@u‘q | » Thelntemet » 1091130235 » EXTO000 » JPEG ~ [ ][ 5ea
Organize ~ 8= ~
S Favorites Name . Size Type Date modified Date created
B Desktop [ JPO0000.JPG JPEG image 11/1/2011 5:00 PM 11/1/2011 5:00 PM
& Downloads || JPO00OL.JPG JPEG image 11/1/2011 5:00 PM 11/1/2011 5:00 PM
il Recent Places =] 1P00002.JPG JPEG image 11/1/2011 5:00 PM 11/1/2011 5:00 PM
JPO0003.JPG JPEG image 11/1/2011 5:00 PM 11/1/2011 5:00 PM
i Libraries IPO0004 PG JPEG image 11/1/2011 5:00 PM 11/1/2011 5:00 PM
3 Documents = JPO0005.JPG JPEG image 11/1/2011 5:00 PM 11/1/2011 5:00 PM
& Music =] JPO00L0.JPG JPEG image 12/12/2013 4:00 PM 12/12/2013 4:00 PM
[ Pictures JPO0011.JPG JPEG image 12/12/2013 4:00 PM 12/12/2013 4:00 PM
B videos JPO00L2 JPG JPEG image 12/12/2013 4:00 PM 12/12/2013 4:00 PM
= JPO0013.JPG JPEG image 12/12/2013 4:00 PM 12/12/2013 4:00 PM
1% Computer =] JPL0000 jpg JPEG image 4/1/2014 5:00 PM 4/1/2014 5:00 PM
‘e-" Local Disk (C:) JP10001 jpg JPEG image 4/1/2014 5:00 PM 4/1/2014 5:00 PM
= Local Disk (D:) IP10002,pg JPEG image 4/1/2014 5:00 PM 4/1/2014 5:00 PM
a Local Disk (E:) li=| JP10003,jpg JPEG image 4/1/2014 5:00 PM 4/1/2014 5:00 PM
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4.9.7 Checking the Connection

System Device Memory ($s)

The following describes the system device memory associated with the FTP server.

Addresses Description Remarks
$s1070 Storage of FTP information <« TSi
MSB LSB
15|14 |13 |12 | 11 | 10 | 09 | 08 | 07 | 06 | O5 | 04 | 03 | 02 | O1 | 00
0 0 0 0 0 0 0 0 0 0 0 0 0 0
FTP client ——M8 — M |
T 0: Command not being executed
System reserved (setting: 0) 1: Command being executed
FTP client
0: Logged off
1: Logged in
* If two or more FTP clients log in to the FTP server, the data stored in the system memory is
based on the status of all these FTP clients. (Even if only one FTP client is executing a
command, bit 1 is set to ON.)
$s1071 Number of FTP clients that are logged into the server (maximum of 3 clients) <« TSi
$s1072 Forced disconnection of FTP connection <« TSi

MSB LSB

15|14 | 13 |12 |11 | 10 [ 09 | 08 | O7 | 06 | O5 | 04 | 03 | 02 | 01 | 00
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0

Connection to FTP client
System reserved (setting: 0) 0 — 1: Forcibly disconnected

Checking the Connection State

Create a lamp to which the internal device memory $s1070-00 is assigned, and place it on the screen.
A lit lamp indicates that a client is logged in, i.e. a connection is established.

$s1070-00

@ [ ]

(%}

Indicates that a client is logged in.
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Closing the Connection

Automatic disconnection

If no command is received from the FTP client within the time period specified for [Input Supervisory Period] in the [FTP
Server Setting] window (click [System Setting] — [Ethernet Communication] — [FTP Server]), the TSi unit automatically
disconnects the client.

Manual disconnection from the TSi unit
The connection with the FTP client can be forcibly disconnected by resetting (OFF to ON) bit 0 of $s1072 on the TSi unit.

Logoff occurs.

$s1070-00
‘ I'I
[ ] o L] R
| L
<

$s1072-00 A
Resetting $s1072-00 (OFF to ON)
changes to the logged off state.

Disconnection from FTP client
The FTP client is disconnected from the TSi unit when the FTP client logs out.
For details, refer to "4.9.6 Log Out” page 4-50.
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4.9.8 Restrictions

Number of Simultaneous FTP Client Connections

A maximum of three FTP clients can be connected to one TSi unit at the same time.

Note that requests from multiple FTP clients cannot be processed at the same time. They are processed one by one.
Therefore, while an FTP client is transferring a large-size file, another client cannot transfer a file and must wait until the
current file transfer is completed.

File Property Changes

Changing file properties (such as changing write permissions) is prohibited.

4.9.9 Notes

Notes on FTP Server System Design

1. Inthe case when an FTP client writes a recipe file to the storage device inserted into the TSi unit, the recipe file from the
FTP client and the recipe in operation on the TSi unit must be in the same format. In the case when a recipe file is written
from a remote location, make sure that the same format is used at the target location in advance.

2. Before using an FTP client tool, read the provided documentation to understand the functions and operational
procedures, and also conduct a trial operation. The TSi (FTP server) may not support some functions depending on the
type of the FTP client tool used.

Notes on File Transfer

1. If no command is sent from the FTP client within the time period specified for [Input Supervisory Period] in the [FTP
Server Setting] window, the connection between the FTP server and FTP client will be disconnected automatically.

2. While the TSi unit is communicating with the FTP client, changing the TSi unit to local mode will disconnect them.

3. While the TSi unit is accessing a file, do not allow the FTP client to write to or delete the same file.
If the same file accessed by the TSi unit is written to or deleted, a malfunction will occur. Deleting a file from the storage
device, even when the file is not being accessed by the TSi unit, will cause a file reading error the next time the TSi unit
attempts to access the file.
Basically, do not execute the writing and deleting commands with respect to any files relevant to TSi unit operation.

4. When a file on the storage device has been overwritten via the FTP server, check that the data in the file is correct.
If writing to the file ends in an error, the file will be deleted from the storage device. In the event of such a deletion, repeat
writing from the FTP client.

5. If the FTP client is down, wait until the time for [Input Supervisory Period] elapses and then retry login.
While the FTP client is accessing a file on the storage device inserted into the TSi unit, do not turn off power to the TSi
unit. Doing so may corrupt data on the storage device.

7. If the TSi unit is reset or turned off while connected to an FTP client, the next action that the FTP client takes depends on
the specifications of the FTP client tool.
With this in mind, select an FTP client tool that can detect when an FTP server goes down and can terminate safely in such
a case.

8. Depending on the type of FTP client tool, there may be a time stamp mismatches between files on the storage device and
the PC. If such a mismatch is found, check the configuration of the FTP client tool.
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4.10 Remote Desktop

4.10.1 Overview

e The screen of a computer at a remote location can be displayed on the TSi unit.
This function serves the purpose of remote monitoring through the TSi unit connected to, for instance, a server
(computer) that controls an entire production line or computers that are installed in a clean room where access is limited.

Example: Monitoring a server (computer) in clean room B

Clean Clean Clean
room A room B room C

Ethernet

EEEEE

e The screen of remote computers can be operated using a mouse and keyboard connected to the TSi unit. This facilitates
data entry or referencing of manuals through the TSi unit at worksites where it is difficult to bring a computer with you.

Example: Searching for documents on a computer in the office

Ethernet

EEEEE

Office
o o o o oog

1= Referto "4.10.5 Window Configuration and Operation” page 4-66

Operating Environment

e Applicable Models

Model Port Other Notes

TS2060i LAN Not available with CUR-03
TS1100Si
TS1070Si

e Server (Computer)

Item Description

oS Windows 7/8

Protocol TCP/IP
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Required Settings

Server (Computer) Settings
e Installing and Configuring UltraVNC page 4-56

About VNC (Virtual Network Computing)
This software is developed by AT&T Laboratories Cambridge (U.K.) and designed to operate remote computer
screens across a network.

TSi Unit Settings
e Registering/Deregistering the License page 4-58

V-SFT Settings
e Remote Desktop Table Settings page 4-59
e Remote Desktop Window Display Procedure
Placement of a Display Area to Show Remote Desktop Window page 4-60
Switch to Show/Hide Remote Desktop Window page 4-63
Showing/Hiding Using a Macro Command page 4-64
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4.10.2 Server (Computer) Settings

Installing and Configuring UltraVNC

This section describes the settings necessary for remote desktop window display using UltraVNC as an example.

1. Access the following URL and download UltraVNC.
http://www.uvnc.com/download/index.html
2. Execute the downloaded file to start the installation process.

& Setup - UltraVNC

Welcome to the UltraVNC Setup
Wizard

This il nstal UraVNC 1.2.1.0 on your computr.

Itis recommended that you dose al other appications before:
finuing

Click Next to continue, or Cancel to exit Setup.

3. Read the license agreement and if you agree to the terms and conditions, select [l accept the agreement] option and click
the [Next] button.

License Agreement f
Please read the following important information before continuing, i

Please read the falloning License Agreement. You must accept the terms of this
agreement before contining with the installation.

GNU GENERAL PUBLIC LICENSE
Version 2, June 1991

1S

Copyright (C} 1989, 1991 Free Software Foundation, Inc.
59 Temple Flace - Suite 330, Boston, MA 02111-1307, USA
Everyone is permitted to copy and distribute verbatim
copies of thiz license document, but changing it is not
allowed.

@ 1 accept the agreement

() I do not accept the agreement

Y c—
[ <Back [LN&x» J])[ Cancel |

4. Check the information displayed in the window and then click the [Next] button.
5. Select the location to install UltraVNC using [Select Destination Location] and then click the [Next] button.
6. Select [UItraVNC Server] and then click the [Next] button.

etup - UltraVNC

Select Components i
Which compenents should be installed? 1 1

Select the components you want to install; dear the compenents you do not want to
install. Click Next when you are ready to continue.

[ custom mstallation [=]
L] gl e en
(= e
SVNG Mepeater
[ UltraVNC Viewer

] ipngr;?;e 1.0.8/1.0.9 not 1.1.0 Beta. Upgrade can be done while vncis 6.4MB

Current selection requires atleast 5.3 M8 of disk space.

Y a—
[ <Bad (I‘Next> l])[ Canel |

7. To register UltraVNC to the start menu, specify its location and the name of the program, and then click the [Next] button.
8. Select the following checkboxes and then click the [Next] button.

Setup - UltraVNC

Select Additional Tasks I
Which additional tasks should be performed? 1 1

Select the additional tasks you would ke Setup to perform while instaling UltravNC,

then dick Next.

Server configuration:

Register UltraVNC Server as a system service Select this checkbox to register UltraVNC
Start or restart UitraVNC service Server as a Windows service.

[] Create UltraVNC desktop icons \

| Select this checkbox to start or restart the
UltraVNC service upon completion of UltraVNC
installation.
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9. Check the information displayed in the [Ready to Install] window and then click the [Install] button.

up - UltraVNC

Ready to Install
Setup is now ready to begin instaling UltraVNC on your computer. k%

Click Install to continue with the installation, or click Back if you want to review or
change any settings.

Destination location:
C:¥Program Files¥uvnc bvba¥UltraVNe 7

Setup type:
Custom installation

m

Selected components:
UltraVNC Server

Start Menu folder: | |
UltraVNC

Additional tasks: -

4

< Back Instal Cancel

10. Check the information displayed in the window and then click the [Next] button.
11. Click the [Finish] button to complete the installation process. The UltraVNC icon is added to the taskbar of your computer.

Completing the UltraVNC Setup
Wizard

Setup has finished instaling UltraVINC on your computer. The
application may be launched by selecting the installed icons.

Click Finish to exit Setup.

e (

About the UltraVNC icon

the TSi unit is established.

UltraVNC running (green)

UltraVNC must be running on the connected computer in order to display the remote desktop window.
(Nothing is displayed if UltraVNC is not running.) The UltraVNC icon illuminates orange when a connection with

Connected to the TSi unit (orange)

=

12. Right-click on the UltraVNC icon on the taskbar to display the right-click menu and select [Admin Properties]. Configure

the following settings and click [OK].

UltraVNC Server Property Page

Incoming Connections

Allow Loopback Connections [ et kejboard
[T Coopbackonly method

Authentication
VNC Password: | ®

View-Orly Password: s,

[ require MS Logon {User/Pass. /[Domain)
New MS Logon (supports multiple domains)

File Transfer
Enable User impersonation (for Service only)
DSM Plugin
[Tluse: No Plugin detected... -
[ oc |)[ aody | [ concel |

When Last Client Disconnects  Query on incoming connection

Accept Socket Connections @ Do Nothing [Clpisplay Query Window

Display Number or Ports to use: (7 Lock Workstation (W2K) Timeout: |10 | seconds

@ Dispay N° o (2 Logoff Werkstation Default action: @ Refuse  Accept
QFors Mam: | 550 i Keyboard & Mouse Multi viewer connections

(s = | Disable Viewers inputs @ Disconnect all existing connections
[Cl Enable Javaviewer (Http Connect) ) T TBESBEToc oot () Keep existing connections

=)o =

() Refuse the new connection
() Refuse all new comnection

Misc.

[CRemave Aero (Vista)

[ Remove Wallpaper for Viewers

[ Enable Blank Monitor on Viewer Request
[ Disable Only Tnputs on Blanking Request
[ Enable Alpha-Blending Monitor Blanking

[ Capture Alpha-Blending

[ DisableTrayIcon

[ Forbid the user to dose down WinVNC
Default Server Screen Scale: 1/ 1

Logging

[ Log debug infos to the WinVNC.log file

Path: | C:¥Program Files¥uvnc bvba¥Ultra¥NC

* When connecting from multiple TSi units, select the [Keep existing connections] under [Multi viewer

connections].

About [VNC Password]

The password set here must be entered in V-SFT when configuring the remote desktop table (refer to Remote Desktop

Table Settings page 4-59).
Take care managing your password and do not lose it.
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4.10.3 TSi Unit Settings

Registering/Deregistering the License

A license must be registered in order to use the remote desktop function. A single license is provided with each TSi unit.

A For details on purchasing a "V-RemoteDT" license, contact your local distributor.

Registering a License
1. Switch to the Main Menu screen on the TSi unit.
2. Press the [Extended Setting] switch on the Main Menu screen. The Extended Setting screen appears.

[Extended Setbing | |

3. Press the [Remote Desktop Key Code] switch. The Remote Desktop screen appears.

4. Enter the key code (8-digit value) using the keypad and then press the [Setting Finished] switch.
5. The Main Menu screen reappears when registration is complete.

Deregistering a License

A license can be deregistered from the TSi unit.

1. Switch to the Remote Desktop screen. For details on switching to this screen, refer to “Registering a License”.
2. Press the [Delete] switch and then press the [Execute] switch in the dialog box that appears.

[Remote Desktop | .
r

Registered | |

3. The [Delete] switch disappears and [Not registered] appears in its place. The license is no longer registered.




4.10 Remote Desktop

4.10.4 V-SFT Settings

Attempting to transfer a screen program with configured remote desktop settings without registering a license on the TSi unit
will display “Warning: 214" on the TSi unit.

==

Refer to “"Registering/Deregistering the License” page 4-58.

Remote Desktop Table Settings

Register the computer (server) for connection.
Click [System Setting] — [Other] — [Remote Desktop Table Setting] to display the [Remote Desktop Table Setting] window.

Remote Desktop Table Setting 5
Local Port Mo, 8050
No Computer Name | IP Address Part Mo. Password Auto-reduction  » Delete
o O =
1 O _l
2 0
8 O
4 0
6 O
6 0
7 O
8 0
] O
\ 0
1 [m]
2 0
13 [m]
14 0
15 [m]
16 0
17 =] i
10 =]
<[ m »

Item

Description

Local Port No.

Specify the local port number of the TSi unit.
This port is used as a sending/receiving port for remote desktop window display.
(default: 8050, range: 1024 to 65533)

Computer Name

Specify the name of the server (computer).

IP Address Specify the IP address of the server (computer).
Port No. Specify the port number of the server (computer). (UltraVNC default: 5900)
Password

Specify the password. Typing the password shows eight asterisks.
(one-byte 254 alphanumerics maximum)

Auto-reduction

Select this checkbox to use the function that zooms out to show the entire computer screen.

PC resolution

When the [Auto-reduction] checkbox is selected, specify the resolution of the computer.
(800*600, 1024*768, 1152*864, 1280*1024, 1600*1200,
specification (width: 800 to 1600, height: 600 to 1200))

Enter the password set in the [UltraVNC Server Property Page] window on the computer. (Refer to step 12 in “Installing and Configuring

UltraVNC" page 4-56.)

UltraVNC Server Property Page [ = =
Incoming Connections When Last Client Disconnects  Query on incoming connection
Accept Socket Connections (@ Do Nothing [Tl pisplay Query Window
Display Number or Ports to use: (©) Lock Workstation (W2K) Timeout: |10 | seconds

@ Display  N°® o (O Logoff Warkstation Default action: @ Refuse  Accept
(&) : | 590C (@]
-Ports Main: 5900 | AUR  hiard & Mouse Mult viewer connections
Az |20 | Disable Viewers inputs @ Disconnect all existing connections
[ClEnable Javaviewer (Http Connect) [ pieable Local inputs () Keep existing connections

[¥] Allow Loopback Connections

(©) Refuse the new connection
[ Loopbackonly

() Refuse all new comnection

Authentication Misc.
—_— [ Remove Aero (Vista)
VNC Password: | ## [ Remave Wallpaper for Viewers

View-Only Password: sessssss [] Enable Blank Monitor on Viewer Request
[~] Disable Only Inputs on Blanking Request
[] Enable Alpha-Blending Menitor Elanking

[ Capture Alpha-Blending

[ DisableTraylcon

B Alternate keyboard
method

[ Require M5 Logon (User /Pass. [Domain)
Mew MS Logon (supports multiple domains)

File Transfer [F]Forbid the user to dose down WInVNC
Enable User impersonation (for Service only) Default Server Screen Scale: 1y 1
DSM Plugin Loaging
[Fluse: Mo Plugin detectsd... ~ [Confa. [CILog debug infos to the Win¥NC.log file
Path: |C:¥Program Files¥uvnc buba¥UitravNC
[ ok ][ awply ][ cancel
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Remote Desktop Window Display Procedure

There are three ways to display a remote desktop window.
¢ Placement of a Display Area to Show Remote Desktop Window — page 4-60
e Switch to Show/Hide Remote Desktop Window — page 4-63
¢ Showing/Hiding Using a Macro Command — page 4-64

Placement of a Display Area to Show Remote Desktop Window
A display area can be placed on a screen to display the remote desktop window of a connected server (computer).
Click [Parts] — [Image Display] — [Remote Desktop Display] and place the part.

ben Setting  Transfer tem Setting I

= B

ﬂ’&@% & m= |

darm  Graph Time | Image Graphic Message Others || ¢
~  Display~ Display = - -

H

[5d | JPEG Display(J)

. %] Remote Desktop Display(R)

Remote Desktop Display
e Table selection

Remote Desktop Mo 0 2| s
Fiemote Desktop Table Settines
MONITOUCH Fort No: 8060
Cornected PG Settings

Style
Computer Name:  PG1
@ IP Address: 1091.130.36
Detal Port No: 5800
Password: FokA AR
Display Setting

Auto-reduction: -

FG resolution: -

[Other Settings ~

Preview Display Comment RMT_DSK_00000
Item Description
Remote Desktop No. Click the [Select] button to display the [Remote Desktop Table Setting] window.

Specify the table number of the server (computer) that has been registered in the [Remote Desktop
Table Setting] window.

Remote Desktop Table Settings This area summarizes the remote desktop table settings.
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o Style
Table Select
il
Style
Detail
Parts on the preview pane can be selected with the mouse.
[ Adjust Position.. | [ Select from cataloes
Additional Parts List
[ Gonnect
(/] Disconnect
[ |Gonnect Disconnect
[¥]Show/hide a scroll bar (5 menu)
(V| Reduce Display/100% Display
ther Settines |
Item Description
Additional Parts List Displays a list of remote desktop-related parts.
Selected: Displayed on the unit.
Unselected: Not displayed on the unit.
Connect Connect to the server (computer) and enable display of the remote desktop window.
Disconnect Disconnect from the server (computer) and disable display of the remote desktop window.
Connect/Disconnect Each press of this switch toggles between connecting to the server (computer) and
enabling display of the remote desktop window and disconnecting from the server
(computer) and disabling display of the remote desktop window.
Show/hide the scroll Each press of this switch toggles between showing and hiding the scroll bars (S menu).
bars (S menu) However, this function is disabled when displaying the remote desktop window with
auto-reduction.
Reduce Display/100% Each press of this switch toggles between automatic size reduction and actual size display
Display of the remote desktop window.
Adjust Position Display the window for adjusting the placement position of each part. The size of parts
can also be changed.
Select from catalogs Set the part design from the catalog.
Parts Design Set the design and color of the part selected in the [Additional Parts List] or preview pane.
Edit Selected Parts Set the part selected in the [Additional Parts List] or preview pane.
e Show/Hide

Configure the show/hide settings of the remote desktop display.

m= For details, refer to the Reference Manual 1.
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e Detail

Display Setting

Table Select Display the PC screen at startup of MONITOUGH

!g.'. [] Automatically zoom out to

[Other Settines -

Style GCoordinate
‘¢| StartX 0 & starty 0 z Width 320 |5 Heignt 20 5
Detail

Others

b 0 | sos8

display the entire FG screen at initial connection

Detail Settings<s

Item Description

Display Setting

Display the PC screen at startup of
MONITOUCH

Display the screen of the connected server (computer) when the TSi unit starts up.

Automatic zoom out to display
the entire computer screen at
initial connection.

Automatically zoom out to display the entire computer screen. 2
This option is only effective for the initial connection. From the second and
subsequent connections, the computer screen is displayed at the actual size.

Coordinate

Start_X/Start_Y

Others

ID (0 - 255)

Set the ID.

*1  When this checkbox is deselected, use a switch to display the remote desktop window.
*2  The corresponding [Auto-reduction] checkbox in the [Remote Desktop Table Setting] window must be selected. For details, refer to

“Remote Desktop Table Settings” page 4-59.
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Switch to Show/Hide Remote Desktop Window

A switch can be placed on a screen to show or hide the remote desktop window of a connected server (computer) at the

specified coordinates.

Set the switch function to [Remote Desktop Show/Hide].

* Function switch setting is disabled.

Function

=

[] Display Al

Remots Desktap

style Fismots Des
Gonnect/Dissonnect
Char. Prop. Showishide a scroll bar (S menu)

Reduce Display/100% Display

Explanation

Output Device

|

Used for showing/hiding the window of 2 targst server (computer) in/from an area at the specified coordinates

Function

o

Detail

Coordinates | Specity with Mouss

Start 4 Starty 40
Width 310 Height 201

Remoats Desktop Table Mo, 0

@ Auto-reduction on stat-up

< o5

Other Settings w

Preview Display Comment  SW_o0004

Switch Function/Auxiliary Setting Item

Remote Desktop:
Remote Desktop Show/Hide

Description
Each press of this switch toggles between showing and hiding the remote desktop
window.,

Specify with Mouse

The mouse is used to specify the position where the remote desktop window is
displayed.

Start X Specify an X coordinate as the start point where the remote desktop window is
displayed.

Start Y Specify a Y coordinate as the start point where the remote desktop window is
displayed.

Width Specify the width of the area where the remote desktop window is displayed.

Height Specify the height of the area where the remote desktop window is displayed.

Remote Desktop Table No.

Click [Select] to specify the table number of the server (computer) that has been
registered in the [Remote Desktop Table Setting] window.

Auto-reduction on start-up

Automatically zoom out to display the entire computer screen. "2

*1  Use the REMOTEDT_CTL macro command to show/hide the scroll bars (S menu). For details, refer to “Showing/Hiding Using a Macro

Command” page 4-64.

*2  The corresponding [Auto-reduction] checkbox in the [Remote Desktop Table Setting] window must be selected. For details, refer to
"Remote Desktop Table Settings” page 4-59.
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Showing/Hiding Using a Macro Command

Command list

Category Mnemonic Description Refer to
SET_REMOTEDT FO F1 Show/Hide page 4-64
Remote Desktop
REMOTEDT_CTL FO F1 F2 Change the display page 4-65

e SET_REMOTEDT FO F1
Function: Showing/hiding the remote desktop window

This macro command is used to show/hide the remote desktop window of the computer (server) set to remote desktop
table number [F1], which specified in the [Remote Desktop Table Setting] window, according to the value specified for

[FO].

Device memory used

Internal PLC1to 8 Constant
FO @)
F1 O O
QO: Setting enabled (indirect designation disabled) ®: Setting enabled (indirect designation enabled)
Range
Value Remarks
FO 0 : Hide
1: Actual size
2 : Actual size (based on specified coordinates)
3 : Automatically reduced display
4 : Automatically reduced display (based on specified coordinates)
FO+1 X coordinate as the start point Valid when FO = 2 or 4
FO + 2 Y coordinate as the start point
FO +3 Width
FO + 4 Height
F1 0 - 255: Remote desktop table number

Operation example

Display in an area based on the specified coordinates (remote desktop table number 10)

$u00100 = 2 (W) for actual size display based on the
specified coordinates

$u00101 = 0 (W) for X coordinate as the start point

$u00102 = 0 (W) for Y coordinate as the start point

$u00103 = 200 (W) for width

$u00104 = 200 (W) for height

SET_REMOTEDT $u00100 10

Remote desktop table number 10

Supplementary information

Start point (0, 0)—"

Remote Desktop Display — 7~

(0,200 (200, 200)

(200, 0)

e The SET_REMOTEDT macro command cannot be used unless the relevant settings are configured in the [Remote

Desktop Table Setting] window. For details on configuration, refer to page 4-59.
e This macro command is not usable as an initial macro.
e The result of macro execution is stored in $s1063.

Code (DEC) Description
0 Normal
-1 Execution error
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e REMOTEDT_CTL FO F1 F2
Function: Switching the display in the remote desktop window

This macro command is used to switch the display of the remote desktop window of the computer (server) set to remote
desktop table number [F1], which specified in the [Remote Desktop Table Setting] window, according to the value

specified for [FO].

Device memory used

Internal PLC1to8 Constant
FO @)
F1 @) @)
F2 @) @)

QO: Setting enabled (indirect designation disabled) ©: Setting enabled (indirect designation enabled)

Range
Value

FO 0 : Computer screen reduction
1: Computer screen rotation
2 : Show/hide scroll bars (S menu)

F1 0 - 255: Remote desktop table number

F2 (FO=0) (FO=1) (FO=2)
0 : Actual size 0:0° 0: Hide
1:1/4 1:90° 1: Always displayed
2:1/9 2:270° 2 : Automatic *
3:1/16
4 : Auto-reduction

* About the automatic setting
Resolution Scroll bars (S menu)

Computer resolution > TSi unit resolution Show

Computer resolution = TSi unit resolution Hide

Computer resolution < TSi unit resolution Hide

Operation example
Hiding the scroll bars (S menu) (remote desktop table number 10)

REMOTEDT_CTL 2 10 0

Remote desktop table number 10

Supplementary information

e The REMOTEDT_CTL macro command cannot be used unless the relevant settings are configured in the [Remote

Desktop Table Setting] window. For details on configuration, refer to page 4-59.

e The scroll bars (S menu) cannot be displayed when the auto-reduction function is used to display the computer

screen.
o The result of macro execution is stored in $s1063.

Code (DEC) Description
0 Normal
-1 Execution error
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4.10.5 Window Configuration and Operation

Window Configuration

When a connection is normally established between the TSi unit and the server (computer), the remote desktop window of
the server is displayed on the TSi unit. When disconnecting, a [Disconnected] screen is displayed briefly and then disappears.

Example: When the [Auto-reduction] checkbox is not selected

.
Handshaking... |:1>
. _
A é
[T 1 1 {Up Joowd
Zout [Key [ Rot |
o o
S menu Scroll bars S switch

* The scroll bars (S menu) cannot be displayed while the auto-reduction function is used.

Scroll bars

If the resolution of the server (computer) is higher than that of the remote desktop window display area, hidden parts in the
area can be displayed by scrolling either horizontally or vertically with the relevant scroll bar.

[S] switch

Pressing this switch shows or hides the [S] menu.

[S] menu
These are special switches for operating the remote desktop window used to perform operations including rotating and
reducing the size of the display.

Item Description Item Description

ESC Esc key entry s 1 key entry

SHFT Shift key entry Up Page-up key entry

CTRL Ctrl key entry Down Page-down key entry

ALT Alt key entry R/L OFF: Equivalent to left-clicking the mouse
ON: Equivalent to right-clicking the mouse

ENT Enter key entry Zin Window enlargement: 1/16 — 1/9 — 1/4 — 100%
(maximum)

<« <« key entry Zout Window reduction: 100% (maximum) — 1/4 — 1/9
— 1/16

- — key entry Key Not used

T T key entry Rot Window rotation: 90°, 180°, 270°
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Operation Method

The remote desktop window can be operated from the TSi unit by directly tapping on the screen and using a USB mouse and
USB keyboard.

BEEEED

USB keyboard

0 0000 00000000 ooo USB mouse

USB mouse
The left-click button, right-click button, and wheel of a USB mouse are usable.

USB keyboard

The language must be set for the USB keyboard on the Main Menu screen of the TSi unit.

When no USB keyboard is used, the on-screen keyboard can be used instead.

To use the standard Windows on-screen keyboard, click the Start menu — [All Programs] — [Accessories] — [Ease of Access] —
[On-Screen Keyboard] to launch the on-screen keyboard.

&1 On-Screen Keyboard Ela=]

(D 0 5 6 2 9 1 Y A
S G G [ 1> To 1T, T Joefere Jroor]
T N I G U I U (0 U D o (0 G
I A CHB Gl A GO G 0 0 D

4.10.6 System Memory

The following addresses in the system memory are used to store the data regarding the table number (set in the [Remote

Desktop Display Setting] window) of the remote desktop window currently displayed and whether connection with the
remote desktop is established.

$s Description Value

1380 Remote desktop window display Start-up status 0 : Hidden (disconnected)
1 : Shown (connected)

1381 Remote desktop window display Connection status 0 or greater: Remote desktop table number
—1: Disconnected
-2 : Connection failure

4.10.7 Error

[Disconnected.] Screen

If connection between the TSi unit and a server (computer) fails or is disconnected due to a cable disconnection or an error,

the [Disconnected.] screen appears in place of the remote desktop window. Check the cable and server (computer) and
attempt reconnection.

Error No.

For details on error numbers that occur during data transfer, refer to the TS2060 Hardware Specifications or the TS1000 Smart
Hardware Specifications.
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4.10.8 Limitations

License Limitations

e Asingle license is provided with each TSi unit.
o Take care when managing key codes as they cannot be reissued.

Display Limitations

e Remote desktop window display is only available on screens (screen library) and is unavailable for overlap libraries.

e Multiple remote desktop windows cannot be displayed at the same time. If multiple display areas are concurrently placed
and the [Display the PC screen at startup of MONITOUCH] checkbox is selected, the display area placed first takes effect.

e While a remote desktop window is displayed, attempting to bring up another window on the same screen will turn off the
initial window and switch to the next window.

o While a remote desktop window is displayed, any change to the server (computer) resolution will forcibly turn off the
window.

e When a remote desktop window is hidden, disconnection occurs if the specified remote desktop table number is the
same even for a different display method.

However, the [Disconnect] switch explained in “Placement of a Display Area to Show Remote Desktop Window"” page 4-60
does not work to turn off the remote desktop window that was displayed by a switch or the macro command.

o If any part placed behind a remote desktop window is updated, the part will be displayed over the window.

o While a remote desktop window is displayed, any switches placed behind the window do not work. (However, they will
work when the remote desktop window is hidden.)

e The display of a remote desktop window is always based on the upper left corner of the server (computer) screen as the
start point.

o If a remote desktop window display area shows an image smaller than the area, the margin of the area turns black.

e While a remote desktop window is displayed in a display area, turning it off leaves the area in the color set in the V-SFT.

e When a remote desktop window is displayed by a switch or macro command, tuning it off will clear the window as well as
its display area.

e When a remote desktop window is initially displayed, the image is scaled to 100%.

e Once a remote desktop window is turned off, the settings for the [S] menu will return to the defaults.

o If disconnection is performed using a switch or macro, the screen is redrawn. Any displayed overlaps also disappear.
(However, overlaps do not disappear if the [Display Overlap during bit ON] checkbox located at [System Setting] — [Unit
Setting] — [General Setting] is selected.)

e While a remote desktop window is displayed, switching to the Main Menu screen turns the window off.

e The scroll bars (S menu) cannot be displayed while the screen of a connected server (computer) is displayed using the
auto-reduction function.

e The auto-reduction function of the TSi unit can display a range of 800*600 (SVGA) to 1024*768 (XGA).

e During auto-reduction display, if the H/V aspect ratio of the remote desktop display area on the TSi unit is 4:3, the display
can be matched to the size of the remote desktop window. (In all other cases, blank parts of the display area appear filled
black.)

Other Limitations

e The SET_REMOTEDT macro command for displaying the remote desktop window is not usable as an initial macro.
¢ When the remote desktop window display function and the touch switch emulation of the RGB display function are used
at the same time, a USB mouse cannot be used for the remote desktop window.

4-68



411 Web Server

4.11 Web Server

4.11.1 Overview

The internal device memory of the TSi unit, device memory of connected equipment (PLC1 to PLC8), and contents of memory
cards can be monitored using a web browser on a computer connected on the LAN.

TR

SD card or USB flash drive required
e An SHT file can be created in V-SFT by using a table data display. Users are not required to create a file for monitoring
purposes.

V-SFT Web browser
[ Screen [3] Edit ¢ =N EcR =<5

p://10.91130.226/WEBSERV/monitorsht 0 ~ € emory Monitor

However, this SHT file is a simple file that only shows a table data display. To display titles or allow automatic updates to
monitoring, users must make additions to the SHT file.

1= "Monitoring Table Data Displays” page 4-71

e It is possible to write data to the TSi unit and perform monitoring from a web browser. A CGI function (MemAcs.cgi)
embedded in the TSi unit is used for this purpose. In this case however, users must create an HTM file.

1= Refer to"Memory Device Access” page 4-73

@ http://10.91.130.226/ Me; P~ Q|| @ Access Memory Value
Memory Monitor

MEMORY ADDRESS VALUE MEMORY ADDRESS VALUE
0000000100 0 0000000105 0
0000000101 0000000106 0
0000000102 0000000107 0
0000000103 0000000108 0
0000000104 0000000109 0

0
0
0
0

e Screenshots of screens on the TSi unit can be saved in JPEG format to an SD card. In addition, JPEG data on a storage
device can also be viewed in a web browser.
The operational status of machines on a production line can be checked from a separate monitoring room via a TSi unit
on the production floor.

n= "JPEG File Display” page 4-77

Applicable Models

Model Port Color Other Notes
TS2060i LAN 32K/64K Not available with CUR-03
TS1100Si
TS1070Si
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4.11.2 Notes

Browser Settings

Be sure to deselect the [Automatically detect settings] and [Use a proxy server for your LAN] checkboxes in the LAN settings

of your web browser.

Example: Windows 7

1) Start Internet Explorer.

2) Click the [Tools] menu and select [Internet Options].

3) Click the [Connections] tab.
4) Click the [LAN settings] button under [Local Area Network (LAN) settings].

5) Deselect the [Use a proxy server for your LAN] checkbox.

Files Types Available for Use on Web Servers

Internet Options.

 r—
General | Security | Privacy | Conbenu Connections Drograms | Advanr.edl

To set up an Internet connection, dick

Setup.

Dial-up and Virtual Private Network settings

Add...

Choose Settings if you need to configure a proxy
server for a connection.

Local Area Network (LAN) settings

LAN Settings do not apply to dial-up connections. LAN settings

Choose Settings above for dial-up settings.

Local Area Metwork (LAN) Scttings ==

Automatic configuration

Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.

Automatically detect settings
Use automatic configuration script

Address  htip:/f10,20,1,1:3090/praxy.pac

dicl-up or YPN connections).

(D Use a proxy server for your LAN (These settings will not apply m)

a0 Advanced

Bypass proxy server for local addresses

When using the web server function, the SD card in the TSi unit can be accessed from a web browser on your computer.

The files you can access from the web browser are as follows:

Extension MIME Type Description
htm text/html HTML document
sht text/html SHT file (with SSI)
txt plain Text file
gif image/gif GIF image
jpg, jpe image/jpeg JPEG image

* The filenames of the above file types must be specified within 64 one-byte characters (0 to 9, A to Z) and with extensions three characters
in length. Filenames and extensions that do not comply with this convention cannot be accessed from a web browser.

* SSI (Server Side Include)
This is one method of embedding dynamic information, such as the current date and time, into HTML documents.
Such embedding is described as <!--#exec cgi="xxx.cgi"-->, <!--#echo var="DATE_LOCAL"-->. Files with SSI are referred to as SHT/SHTM

files.
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4.11.3 Monitoring Table Data Displays

The internal device memory of the TSi unit and device memory of PLCs etc. can be monitored using a web browser.
An SHT file, which is required for monitoring in a web browser, can be created by using a table data display in V-SFT.

Creating SHT Files

Create an SHT file using the V-SFT.

Procedure
1. Place the table data display on the screen in V-SFT.

S screen [3] Edit (

2. Click on the table data to show the handles. If multiple table data displays are required, create them one by one.
3. Right-click and select [Make Browser File].

S Sscreen [3] Edit ¢

Align Width
Align Height
Align Text

Make Browser File...

Detail Setting...

4. The [Make Browser File] window is displayed. Enter a filename.
* The filename must be within 64 one-byte characters (0 to 9, A to Z). The file cannot be accessed if any other characters are used.
5. Two files are created in the "CAMONITOUCH\V-SFTV6\WebServ" folder where V-SFT is installed.
- (Filename).sht: File for display in the web browser
- (Filename).txt: Table data file for table data display

@uvl » Computer » Local Disk (C) » MONITOUCH » V-SFTV6 » WebSers ~ [#4 ][ Search websen o

Organize v Includeinlibrary v Sharewith v Burn  Newfolder = 0O @

4 L. MONITOUCH *  Name Date modified Type Size
Common
LadderComOp

Tellus

SHT File 1KB
Text Document 8KB

L_| monitor.sht 5/27/2016 3:48

|| menitor.ut 5/2

User
V-Server
V-SFT V5
4 L V-SFTVG
Emulators
PDF
WebSery
PerfLogs
Program Files
refer3_60_gcd000_en
Temp
Ts2060git d

m

2 items

6. Save the screen program.
* An SHT file needs to be used because the table data display monitoring function uses SSI. An HTM file cannot be used.
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Saving to a Storage Device

Save the SHT file, which is created in the "C:AMONITOUCH\V-SFTV6\WebServ” folder, to a storage device (SD card or USB
flash drive) and then perform monitoring using web browser on a computer.
Files can be saved using either Windows Explorer or the storage manager.

When Using the Storage Manager

1. Click [File] — [Storage Manager] in V-SFT.

2. The [Storage Drive Select] dialog is displayed. Select the drive of the storage device.
The [Storage Manager] tab window is displayed.

3. Click [Write to Storage]. The [Write to storage] window is displayed. Select the screen program.
Clicking [OK] creates an access folder on the storage device.

At this point, the SHT file (.sht) and text file (.txt) created in the "C:AMONITOUCH\V-SFTV6\WebServ" folder are stored in
the "\access folde\WEBSERV" folder on the storage device.
* In this case, all files stored in the "C:\MONITOUCH\V-SFTV6\WebServ" folder are saved to the storage device. Delete any unnecessary files.

1= For details on the storage manager, refer to “5 Storage Device".

When Using Explorer
1. Open an Explorer window in Windows.
2. Specify the storage device drive.

3. Copy the SHT file (.sht) and text file (.txt) created in the “"CAMONITOUCH\V-SFTV6\WebServ" folder to the “\access
folder\WEBSERV" folder on the storage device.

@Qv‘ . v Computer » Removable Disk (H:) » DAT0000 » WEBSERV » @\J" » Computer » Local Disk (C:) » MONITOUCH » V-SFTVE » WebServ ~ [#4 ][ search ¥
Organize * Share with = Burn Mew folder Organize v Include in library v Share with = Burn New folder
DSP “ Name . 4 |, MONITOUCH “ Name : Date modified Type
G
g :?:[JTOPV __| monitor.sht C ) D:':m:" N |_| monitor.sht 5/2 AM  SHT File
s monitor.bt opy < - || monitor.ot 52 AM  Text Document
] o ellus
LADDER User
| MEMO V-Server
MG V-SFT VS
| OPELOG < [l VST VG
RECIPE Emulator§ E
| SAMPLE POF
SCRN £ WebServ
| shAp PerfLogs
SRAM Program Files
WAY refer3_60_gc4000_en
( 'WEBSERV ) Temp
d TS2060gif il
3 items 2 items
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Accessing with a Web Browser

Access the TSi unit, in which the storage device is inserted, from a web browser.

1. Start a web browser on the computer connected via Ethernet.
2. Specify the IP address of the TSi unit and the SHT file as follows. The table data display will appear in the web browser.

http://(IP address)/WEBSERV/(filename).sht

(E=8 BT FxS)

ttp://10.91.130.226/WEBSERV/monitorsht 2 = ¢

& Memary Monitor

e In the web server function, the access folder is the root folder.
e This section assumes that the HTM file is stored in the WEBSERV folder.

4.11.4 Memory Device Access

A web browser can be used to access (read/write) to any device memory, such as the internal device memory of the TSi unit,
PLC device memory, and temperature controller device memory. To achieve this, users must create an HTM (SHT) file with
parameters set as shown in the table (page 4-74) to be sent to the TSi unit. Access to the desired device memory from this
HTM (SHT) file is made possible by specifying the CGI function (MemAcs.cgi) prepared on the TSi unit.

Device Memory Access Flowchart

The procedure of device memory access is shown below.

Computer
p II Web browser Il <\
Specify the TSi unit's IP . .
address and the HTM file. Ellsplay il reaeEe
Send access device memory ’
parameters.
\ | J
T
s TSi o

. Send the H'FM file to the
Receive web browser.

| 1

Start CGI Receive
{H} II CGl II 1]

Access to the internal or PLC Display the access result.
device memory based on the Create and output HTM file.
parameters.
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CGI Function (MemAcs.cgi)

“MemAcs.cgi” is a CGI function prepared for reading/writing from/to the device memory of a device connected to the TSi unit.
The CGI function is executed according to the parameters specified in an SHT file etc.

The CGI function recognizes whether to read or write according to the received parameter values. For reading, it sends a
monitor table to the web browser. For writing, it sends its writing result to the web browser.

Device Memory Access Parameter List

The following parameters are required in order to start the CGI function (MemAcs.cgi). Always specify the parameter name
and parameter value correctly. MemAcs.cgi cannot recognize incorrect specifications and will not work correctly.

Parameter Name Description W | R
MEM_ACSTYPE Device memory access type 0: Device memory read O| O
1: Device memory write
MEM_MODEL Device memory model The approach to device memory is defined the same as the Ol 0O
- “indirect memory” approach of macros.
MEM_TYPE Device memory type For details, refer to the Macro Reference Manual. O |0
MEM_ADDR Device memory address O| O
Top device memory address to be accessed
(32-bit address supported)
MEM_EXP Expansion code Ol 0O
Only set for required models. Otherwise, set to “0".
MEM_TRMNO PLC station number in case of the multi-drop connection OO
MEM_WCNT Number of words to be accessed | Data length: 1 word = 1 to 128 OO
Data length: 2 words = 1 to 64
MEM_TBL_LINE Number of lines in a table X | O
MEM_TBL_COLMN Number of columns in a table X | O
MEM_UPDT_TIME Update cycle (unit: second) * No updates when "0" is set. X | O
MEM_WR_DATA Writing data O | x
Set the number of words specified for [MEM-WCNT] with delimiter ”,” (comma).
MEM_WRTYPE Writing data type 0: DEC O | x
1: HEX
2: OCT
3:BIN
MEM_DSPTYPE Device memory display type 0: DEC X | O
1: DEC (w/ -sign)
2: DEC (with sign +-)
3: HEX
4: OCT
5:BIN
MEM_KETA Digits for displaying the value in 1to 32 X | O
device memory
MEM_DCPT Decimal point for the value in 0to 10 X | O
device memory
MEM_DLEN Device memory data length 0: 1 word OO
1: 2 words
MEM_INPUT Input type 0: DEC X | O
1: BCD
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Example of Device Memory Access

Creating HTM Files

Create an HTM file with which the read/write parameters are set using the radio button menu or combo box, and save the file
to the "C\AMONITOUCH\User\WebServ" folder.

Example:

<HTML>
<BODY>

<FORM METHOD="GET" ACTION="../MemAcs.cgi"> 4—— Starting the entry form
Use this as is.
<DT>Way to Access Memory
<DD>
<INPUT TYPE="radio" NAME="MEM_ACSTYPE" VALUE=0 CHECKED>read<BR>
<\INPUT TYPE="radio" NAME="MEM_ACSTYPE" VALUE=1>write )
. \'4

Radio button menu

<DT>Access Memory<DD>
<SELECT SIZE=1 NAME="MEM_MODEL">

<OPTION VALUE=0 SELCTED>Internal Memory

<OPTION VALUE=1>PLC Memory

<OPTION VALUE=2>Memory Card Memory Combo box
<OPTION VALUE=3>Temp. Control Memory

</SELECT>

<DT>Memory Address
<DD>
<INPUT TYPE="text" SIZE=6 MAXLENGTH=20 NAME="MEM_ADDR" VALUE=100><BR>

L J

Key board entry

<INI5UT TYPE="submit" NAME="submitname" VALUE="Execute">
<INPUT TYPE="reset" VALUE="Clear">

L )
: Y
H Sending the entered data

</FORM>

<BR>

<FONT SIZE=4>|<A HREF="./index.htm">Back</A>|</FONT>

</BODY>
</HTML>

Device memory cannot be accessed with just the above example. A file must be created to set all necessary parameters for
reading (or writing) by referring to the parameter list on “Device Memory Access Parameter List” page 4-74.

Saving to a Storage Device
Save the created HTM file to a storage device. For details on saving, refer to page 4-72.
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Accessing with a Web Browser

1. Start a web browser on your computer and access the storage device inserted into the TSi unit.

n= For details on the access method, refer to page 4-73.

2. The created HTM file is displayed.

C || & Memory Write

Memory Write
2016- 5-27 201317 Fri 2002- 7-15 9:50-16

Setting of Meory Access

Station No. of PLC (Set only when using multi-drop connection)
Access Memory

Internal Memary v

Memory Type

Memory Type

Refer to Hardware
Specifications

Refer To Temperature
Control Netwaork

No. of words (unit-word)

3. Set the access device memory parameters in each entry field and press the [Write] button. The TSi unit creates the
following HTM file and sends it to the web browser.

e Device memory access type is “0: Device memory read”

MEMORY ADDRESS VALUE MEMORY ADDRESS VALUE

0000000100 | 0000000105 |
| 0000000101 [ 0000000106 |
. ooooooo1oz | 0000000107 |
| 0000000103 [ 0000000108 [
0000000104 | 0000000109 |

e Device memory

The message varies

depending on the access
result.
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4.11.5 JPEG File Display

Screenshots of screens displayed on the TSi unit can be saved in JPEG format to the "\access folder\HDCOPY" folder on a
storage device. Using the web server function, these JPEG files can be displayed in a web browser.

These files can be displayed with or without using an HTM file. When using an HTM file, users must create the HTM file.

Without Using an HTM File

If not using an HTM file, specify the “folder name/filename” directly from the web browser to display a JPEG file.

Enter text in the following format into the address field of the web browser.

http://(IP address)/(folder name)/(filename).jpg

HDCOPY
JPEG

* In the web server function, the access folder is the root folder.

Example:

IP address: 10.91.130.178
When displaying HD000O.jpg in the "HDCOPY" folder:
http://10.91.130.178/HDCOPY/HDO0000.jpg

\

[E=3 B B

o
(

http://10.91.130.178/HDCOPY/HD0000.ipg

)

P~ o] Gy v i

TEEEOSEERATIIEE L,
Select Language to be displayed.

N =
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Using an HTM File

If using an HTM file, a title can be displayed in addition to the JPEG file. By using the HTM refresh command, periodic updates
can also be performed.

Creating HTM Files

Example: Display a screenshot image in the web browser and create an HTM file to be displayed while updating

periodically.
+ CCC.htm
<HTML>
<META HTTP-EQUIV="refresh" CONTENT="5;URL=DDD.htm">
Auto update command Update cycle File name to be

displayed next
<HEAD><TITLE>JPEG Monitor</TITLE></HEAD>

Page title
<BODY>
<CENTER>
<H1>Screen0</H1> <4——Title to be displayed on the top
<p> of the screen

<IMAGE SRC="../HDCOPY/HD0000.jpg">
Image display  JPEG file directory / filename

</P>
</CENTER>
</BODY>
</HTML>

+ DDD.htm

<HTML>
<META HTTP-EQUIV="refresh" CONTENT="5,URL=CCC.htm">
Auto update command Update cycle  File name to be
displayed next
<HEAD><TITLE>JPEG Monitor</TITLE></HEAD>

<BODY>

<CENTER>

<H1>Screen1</H1> <«—— Title to be displayed on the top
<p> of the screen

<IMAGE SRC="../HDCOPY/HD0001.jpg">
Image display  JPEG file directory / filename

</P>
</CENTER>
</BODY>
</HTML>

In the HTM file example shown on the previous page, the JPEG file directory is specified as “../HDCOPY/HDO0000.jpg".
This file specification method uses a relative path. Another file specification method that can be used is the absolute path.

../HDCOPY/HD0000.j
Wm;pg In the web server function, the access folder is the root folder.
Specify the folder name This example assumes that an HTM file is stored in the "WEBSERV"
Move to the folder one level higher folder.
Storage device
L || AAATEST (Access folder)
— . BITMAP
— | CARD
L || DSP
| || FONT
L_ | HDCOPY ———HD0000.jpg
| || JPEG [~ HD0001.jpg
— |, MEMO :
| |, RECIPE
| SAMPLE
| || SRAM
L | WAV
__ WEBSERV
— |, DAT0000 CCC.htm
DDD.htm

AAA sht

4-78



411 Web Server

Saving to a Storage Device
Save the created HTM file to a storage device.

m=  For details on saving, refer to page 4-72.

Accessing with a Web Browser
Start a web browser on your computer and access the storage device inserted into the TSi unit.
Enter text in the following format into the address field of the web browser.

http://(IP address)/WEBSERV/(filename).htm

Example:

IP address: 172.16.200.108
When displaying CCC.htm in the "WEBSERV" folder:

http://172.16.200.108/WEBSERV/CCC.htm

Ql’gjﬂ@ http://10.91130.226 AWEBSERV/CCC htm p-c m@pgg Monitar ‘ ‘ ) ki T

Screen0

FEEEOSEEEBA TS0,
Select Language to be displayed.

After 5 seconds

Lo @ ]
| s

After 5 seconds

2016/05/27 20:50:33

HDO0000.jpg is displayed initially. HD0001.jpg and HD00O0O.jpg are then repeatedly displayed in turn for five seconds each.
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4.12 VNC Server

4.12.1 Overview

e The TSi supports the VNC server function. This means that the screen of the TSi unit can be monitored and remotely
operated with ease from a PC on the network. Settings can also be configured to allow monitoring only.

e The TSi unit to be remotely operated is referred to as the “server” and the PC that performs remote operations is referred
to as the “client”.

e Simultaneous access from multiple clients is prohibited. All connections are 1:1.

VNC: Virtual Network Computing

VNC client
software

TECHNOSHOT

_DOEEBD

VNC server: TS2060i VNC client: PC

VNC client software

& Ts2060i
KSR S @R 5 1]81.130.199

e VNC client software (VNC viewer) must be installed on the VNC client.
e The TSi employs password authentication. When a client accesses a TSi unit, a password must be entered.
The password is to be registered in the screen program using V-SFT.
e Remote operations on the display of the TSi unit can be performed on all RUN mode, Main Menu, and error screens.
o If a network camera is connected to the TSi unit, the network camera image can also be displayed on the VNC client.

4.12.2 Specifications

TSi Unit (Server)

Item Description Remarks

Port used LAN Not available with CUR-03.

Port number 5900 Fixed

Number of client connections 1 If the server receives connection requests from multiple clients, the
currently connected client takes priority.

Authentication method Password authentication

Number of registered users A maximum of 2 users Remote operation permitted: 1 user
Remote monitoring only: 1 user

Restrictions

e The function is available only when the TSi color setting is 64k or 32k colors.

e The connection between the TSi and VNC client is 1:1.
If the TSi receives connection requests from multiple VNC clients, the currently connected client takes priority.

e When the screen program is in portrait orientation, the display on the VNC client remains in the landscape orientation
without being rotated.

e The following operation cannot be performed on the TSi unit when a VNC client is connected:
- Main Menu screen — [I/O Test] — [Switch Check] — [Adjust]

e When the Main Menu screen is displayed while a VNC client is connected, a light blue rectangle blinks at the bottom right
of the screen.
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4.12.3 Setting Procedure

Connect the TSi unit and the VNC client device to the network.
For details on VNC client device settings, refer to the relevant device manual.

== 4.2 TSi Unit IP Address Settings” page 4-2

Register VNC server settings to the screen program using V-SFT and transfer the screen program to the TSi unit.
Register the [User Name] and [Password] from [System Settings] — [Ethernet Communication] — [VNC Server].

15  "4.12.4 V-SFT Settings” page 4-81

VNC client settings
- Install the VNC viewer software.

== "4.12.5 VNC Client Settings/Operations” page 4-82

Start the VNC viewer and perform remote monitoring and operation.

1= “Connecting to the VNC Server” page 4-82

4.12.4 V-SFT Settings

VNC Server Settings

Register the [User Name] and [Password] from [System Setting] — [Ethernet Communication] — [VNC Server Setting].

WVNC Server Setting @

Allow remote operation

Uszer Mame

Password
Only remate monitor
Uszer Mame

Password

(0] 3 ]l Cancel I

Item

Description

Use VNC server function

Select this checkbox to use the VNC server function.

Allow remote operation

Select this checkbox to register a user who is allowed remote operations.

User Name Register a user name. Up to 16 one-byte alphanumeric characters

Password Register a password. Up to 8 one-byte alphanumeric characters and symbols
Only remote monitor Select this checkbox to register a user who is allowed only remote monitoring.

User Name Register a user name. Up to 16 one-byte alphanumeric characters

Password Register a password. Up to 8 one-byte alphanumeric characters and symbols
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4.12.5 VNC Client Settings/Operations

VNC Viewer Software

VNC viewer software must be installed on the VNC client in order to perform remote monitoring and operation of the TSi unit
from the VNC client. Install the software in advance.

Software oS Remarks
Ultra VNC Windows 2000 / XP / Server 2003 / Vista /7 / 8 Free software
Tight VNC Windows XP (32 bit)

* For details on the system requirements of each software, visit the software’s website. The method for obtaining the software differs
depending on the client device. Obtain the software by referencing the specifications of the relevant device.

* Communication may be unstable depending on the OS version of the client, VNC viewer version, and operating environment. Always
perform tests in the usage environment.

Connecting to the VNC Server

This section explains connecting to the VNC server from a PC on the network using Ultra VNC as an example.

Ultra VNC

VNC server

BREEDRD

[N

1P192.168.0.10 1P192.168.0.20

Ultra VNC

Install Ultra VNC on the PC and connect the TSi unit and PC to the network in advance.

1. Start the Ultra VNC application via Windows Start menu — [UltraVNC] — [UltraVNC Viewer].
2. Enter the IP address of the TSi unit into the [VNC Server] field and click [Connect].

UltraVNC Viewer - Win32 1.1.9.| Connection Options... ==
i = Format and Encoding Mouse and Keyboard
: 192.168.0.10 -
|| K@ vnC server: E [/]Auto select best settings’ [7] Emulate 3 Buttons (with 2-button dick)
OST:0Splay of NoSCport = - )
GrasErTE @ RIE Tight || @ Full Colors [ swap mouse buttons 2and 3
. - s [ 3apanese keyboard
@ AUTO {Auto select best settings) ::f:H‘“m‘ ?j“;rlms E—— ocal
T e e —— ZibHex 64 Colors © Track remote cursor locally
- Hextile 8 Colors (©) Let remote server deal with mouse cursor
©Lan (> Mbitfs) - Max Colors S
- RRE () CORRE 8 Dark Colors (©) Don't show remote cursor
(©)MEDIUM (128 - 256Kbit/s) - 256 Colors Raw @ Ui P
® _ _ ’ i 0 Mouse event throttie (millseconds)
O MODEM (19 - 128Kbitfs) - 64 Colors AVWRIE O e
©slow (= 19kKbit/s) - 8 Colors Display
- Use CopyRect encoding
(©)MANUAL  (Use options button
- fiezcr ) C Use Cache Encoding [7] Show Buttons Bar (Toolbar)
[T]view Only  [7] Auto Scaling ] Confirm Exit Zip{Tight Compression: & e et P
Ipeg (Tight) - Quaiity: B Set to 0 when using the forced
[]Use DSMPlugin ~ No Plugin detected... ~ | Config [] Preemptive Updates disconnection function ($51681) from
[ Proxy/Repeater Mise the TSi unit.
Share the Server = =
1. 1920 x 1200 @ 0,0 - 32bit - 59z - [ Deiconify on Bell ) )
[ Disable dipboard transfer @Emmﬂmn attempts g timeout
[7] Do not display the sponsor advertisement
] 5ave connection settings as default Delete saved settings

3. Enter a password on the user authentication screen and click [Log On]. The VNC viewer screen is displayed.

@ 1520601 o ===

VNC Authentication

Password: :>

‘ Log On ’ Cancel
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4. Operating the VNC viewer screen will change the display on the TSi unit as well.

* If logged on with the password for [Only remote monitor], remote operations are not allowed. The viewer screen changes to reflect
operations performed on the TSi unit.

&) Ts2060i =lEEs TS2060i ===
=S RE RS @S g 09 168.0.10

b ]

Keyboard Entry

If remote operations are permitted from the VNC client, the following keyboard entry can be performed in addition to
operations on the viewer screen.
e Entry screens: numerical and text entry

4.12.6 System Device Memory ($s)

The following describes the system device memory associated with the VNC server function.

Address Description Remarks

$s1674 VNC client status « TSi

0: Disconnected
1: Connected

$s1681 VNC access - TSi

0: Permitted
Other than 0:  Prohibited (forcible disconnection if client is connected)
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5 Storage Device




5.1 Overview

5.1 Overview

5.1.1 Connections

The SD card interface and USB-A port are provided on the TS unit as standard features. Connecting commercially available SD
cards and USB flash drives (referred to hereafter as storage devices) enables them to be used for a variety of functions
including screen program transfer, saving of logging data, and saving of screenshot images.

Applicable Models

Model Storage Device Connection Port
TS2060i SD card / SDHC card Built-in SD card socket
USB flash drive USB-A
TS2060 Not available -
TS1100Si USB flash drive USB-A
TS1070Si
TS1070S

e TS2060i (use of storage devices is not available with TS2060)

Ve

Enlarged view

SD card orientation

Back

ooy

X

USB flash d

A
e TS1100Si/ TS1070Si/ TS1070
TS1100Si TS1070Si /TS1070S
mme |
000
00000
oo @
11111 000 =] =
I'E] o

L P

o

V4
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5 Storage Device

5.1.2 Storage Device Specifications

Supported Storage Devices

The following storage devices can be used.

Type Capacity File System
SD card Max. 2 GB FAT, FAT32
SDHC card 4-32GB FAT32
USB flash drive Max. 32GB FAT, FAT32

Notes on Handling Storage Devices

e When inserting an SD card into the unit, make sure to insert it in the correct orientation. Failure to do so may damage the
SD card or the slot on the unit.

e Only remove a storage device when the Main Menu screen is displayed or after pressing the [Storage Removal] switch.

e Do not turn off power to the unit when a storage device is being accessed. Doing so may destroy data on the SD card.

e Make a backup copy of storage devices at regular intervals.

o If a disk error occurs and data read/write operation is disabled, execute ScanDisk on Windows and try to restore the disk.
If the disk cannot be restored, format the storage device. If you format the device, data on the device is completely lost.
(For details on scanning the disk or Windows operations, refer to the Windows help information.)

e The number of write cycles for a storage device is limited. Consequently, frequent writing at short intervals may shorten
the service life of storage devices. When using a storage device to save trend/alarm data, take the monitoring interval into
consideration. Be sure to avoid constantly writing to a storage device with the CYCLE macro command.

o Note that the amount of the data to be written should not exceed the capacity of the storage device. In particular, when
using functions to write data from the TS unit to a storage device, such as backing up trend/alarm data, saving screen
programs, saving screenshot images, or transferring recipe data, always consider the capacity limit of the storage device.
Note that the amount of free space on a storage device can be checked with system device memory.

o If a screen program that uses storage device functions loaded onto the TS unit, be sure to insert the relevant storage
device before running the screen program.
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5.2 Access Folders

5.2.1 Access Folders

o Access folders are folders which are accessed regularly in RUN mode.
An access folder is created when a screen program is written using storage manager.
Access folders are also created automatically when a formatted storage device is connected to the TS unit.

e The access folder name is specified in the screen program.
Location of setting: [System Setting] — [Other] — [Storage Setting] — [Access Folder Name]

1= “Storage Device Settings” page 5-4

o If creating access folders with names differing by each screen program, multiple screen programs can be saved in
respective folders as long as there is sufficient capacity on the storage device.

Storage device y
.

é’——Cj DAT0000 €— Access folder
- BITMAP
" CARD
- DSP

- FONT
-5 HDCOPY
1 JPEG

- " MEMO
—{1MSG

-1 OPELOG
. " RECIPE
- SAMPLE
— SCRN

— 7 SNAP
— 7 SRAM
L] WEBSERV

—{23 DAT0001 Access folder
L (5 DAT0002
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5.2.2 Storage Device Settings

Settings including the storage connection target, access folder name, and other storage-related items are configured in the
[Storage Setting] window.
[System Setting] — [Other] — [Storage Setting]

| e o e Storage Setting ==
Buffering Attribute | Other

\rea Sefting Setting __~ () USE Part
B8 | storage SettingC)
Memory Card Setting(i) Access Folder Mame DATOO0OO

MES Setting(E)

[l Macro Setting
) Japanese Conversion Function Setti Storage Connection T arget @ Built-in Socket

[7] Range of Patterns to be Saved to storage
1] : 1]

Z] Operation log Setting(O)
Security Setting(5)
Remate Desktop Table Setting(R)
(® Time Display Format Setting(D)

[7] Range of Messages to be Saved to storage
1] : 1]

[7] Range of Screens to be Saved to storage
1] : 1]

[ Stare Manual Font Setting to storage

[ Stare 30 Parts in storage

[ Store WWindows Font in storage

Format Buffering File Automatically
[ Stare HOCOPY Macro in JPEG Format

[ Use Passward When Transferring Screen to
storage from Dizplay

[ (] 8 ] [ Cancel
Item Description
Storage Connection Target Select the location of the storage device for access in RUN mode.
Built-in Socket
USB Port
Access Folder Name Set a different folder name for each screen program. (default: DAT0000)

32 one-byte characters or less (not case-sensitive) 11

If the same folder name already exists, data will be overwritten.

Range of Patterns to be Store pattern data on the storage device.
Saved to storage

Range of Messages to be Store messages on the storage device.
Saved to storage

Range of Screens to be Saved | Store screens on the storage device.

to storage

Store Manual Font Setting to | Store manual font settings for gothic fonts on the storage device.

storage

Store 3D Parts in storage Store images for 3D parts on the storage device.

Store Windows Font in Store Windows fonts on the storage device.

storage

Format Buffering Area Select this checkbox when storing trend and alarm history data on a storage device.

Automatically For details, see "7 Trend” and “8 Alarm” in TS Reference Manual 1.

Store HDCOPY Macro in JPEG | Enabled when [Edit Model Selection] — [Color] is set to 128 colors, 16-tone monochrome, or monochrome.
Format *2 Store screenshot images as JPEG files.

Use Password When Password: Maximum of 6 one-byte numeric characters

Transferring Screen to A password can be set for when transferring data from the TS unit to a storage device on the Main Menu —
storage from Display Storage Transfer screen. This setting is valid even if no password is set.

*1 These are recognized as uppercase characters. If inputting lowercase characters on the editor screen, they are converted into uppercase
characters when [OK] is clicked, and are recognized as uppercase characters on MONITOUCH.

*2  Screenshot images are saved in BIN format if this checkbox is not selected. These files can be converted to BMP files using the storage
manager in V-SFT-6.
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5.2.3 Folder Configuration

The following table lists the folder names and names of files in each folder.

Access folder (DAT0000)

Folder Name Description Filename Transfer Direction Refer to
BITMAP Pattern data BMP0000.BIN to BMP1023.BIN TS « storage device page 5-12
CARD Recipe data using the MCMHEAD.BIN TS < storage device *5

memory manager function MCMxxxx.BIN
DsSP Screen program DSPO0000.BIN TS < storage device page 5-7
FONT Gothic fonts and XXXXXX.FTD TS « storage device page 5-12
multi-language fonts
HDCOPY Screenshot images ** HDO0000.JPG to HD9999.JPG TS —» storage device 3 page 5-17
HD000~yy.JPG to HD999~yy.JPG
(arbitrary filename).JPG 2
JPEG JPEG files JPO0000.JPG to JP32767.JPG TS « storage device page 5-15
(arbitrary filename).JPG *2
MEMO Memo pad data MEMO000.BIN to MEMO0007.BIN TS < storage device page 5-18
MSG Message files MSGxxyyy.BIN TS « storage device page 5-12
MSGxxyyy. TXT page 5-14
OPELOG Operation log files OPELOG_hhmmss.BIN TS < storage device page 5-16
RECIPE Recipe data REC0000.CSV to REC9999.CSV TS < storage device page 5-16
(arbitrary filename).CSV 2
SAMPLE Trend sampling SMPxxxx.BIN TS — storage device page 5-16
Data sampling SMPxxxx.CSV
Alarm tracking (arbitrary filename).CSV 2
Alarm logging
Title file SMHxxxx.CSV TS « storage device
SCRN Header file SCHEADER.BIN TS « storage device page 5-12
Screen file SC0000.BIN to SC9999.BIN
Component parts MCR0000.BIN to MCR1023.BIN
(Macro blocks)
Component parts MSGO0000.BIN to MSG0011.BIN
(messages)
3D part file 3D0001.BIN to 3D1023.BIN
Windows font file WFS0000.BIN to WFS4095.BIN
(for screen creation)
Windows font file (messages) | WFMO0000.BIN to WFM4095.BIN
SNAP Network camera VDO00000.JPG - VD32767.JPG TS —» storage device 3 page 5-17
BANNER snapshot images
SRAM SRAM backup data SRMO0000.BIN TS < storage device page 5-18
WEBSERV Files accessible from a web *SHT, * HTML, *.TXT etc. TS « storage device page 4-69
browser
*1  File type (JPEG/BIN) can be selected using [Storage Setting] for 128 colors, 16-tone monochrome, and monochrome display
*2  Filename: 64 or less one-byte numerals or uppercase alphabetic characters
*3  When using the web server: TS « storage device
*4 TS < storage device for the BIN file directly under the SAMPLE folder
*5  Refer to "13.2 Memory Card Function” in TS Reference Manual 1.

Automatic upload (DSPDEF)

DSPDEF Description Filename Transfer Direction Refer to
DSP File for automatic uploading DSPDEF.bin TS « storage device page 5-9
Other folders Same as the access folder
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5.3

Function Descriptions

5.3.1 List of Functions

The following table lists the functions used by storage devices. For details, refer to the corresponding reference.

Function Refer to
Saving and transferring screen programs page 5-7
Automatically uploading screen programs page 5-9
Reduction of screen program data size Storing pattern (bitmap) data | page 5-12

Storing screen data

Storing 3D parts

Storing Windows fonts

Storing gothic fonts

Storing message data

page 5-12, page 5-14

Storing JPEG files

page 5-15

Recipe data

page 5-16, “15 Recipes” in TS Reference Manual 1

Storing trend sampling/data sampling data

page 5-16, "7 Trend” in TS Reference Manual 1

Storing alarm tracking/alarm logging data

page 5-16, “8 Alarm” in TS Reference Manual 1

Memory manager function

“13.3 Memory Card Function” in TS Reference Manual 1

Operation logs

page 5-16, "2 Operation Log”

Saving screenshot images

page 5-17, Macro Reference Manual

Saving network camera images (BANNER)

page 5-17, "1.2 Network Camera”

Memo pad data backup

page 5-18, “13.1 Memo Pad” in TS Reference Manual 1

SRAM data backup

page 5-18, TS2060 Hardware Specifications or TS1000 Smart
Hardware Specifications
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5.3.2 Screen Program Transfer

Screen programs can be transferred between the TS unit and a storage device.
Because multiple screen programs can be saved on a storage device, the screen program for display can be switched as

required.

This section describes how to read and write data between a PC and a storage device. For details on reading and writing
between a storage device and the TS unit, refer to the TS2060 Hardware Specifications or the TS1000 Smart Hardware

Specifications.

Storage device

ﬁ

_%&4— Access folder name

DSP

L bsP0000.bin
B \

DSP
DSP0000.bin ——»

L
DSP
L bsP0000.bin /

Multiple screen programs can be stored using different access folder names.

PC — Storage Device Writing

Screen program B

HEEEED

°

1. Start V-SFT.

2. Click [File] — [Storage Manager]. The window for specifying a drive is displayed.
3. Specify the drive where the storage device is inserted and click [OK]. The [Storage Manager] window "L is displayed.

@ [ 84 | = -
Home Parts Edit

View

B = Open a -1, Print Preview
[ s2vE 25 Print Current Window
New Print
[5] save as

Starage
Manager

Screen [0] Edit

Screen Setting

Transfer

) - V Series

System Setting

&L
& Modify
ew

Tool

Help

@

Property Language

Setting -

Storage Drive Select

T Local Disk p
[D¢] Local Disk =
[E1] Local Disk L
F.] CD-ROM Diive: =

[H:] Remavable Disk.
[I-] Remavable Disk
1J:] Removable Disk -

*1 Storage manager

Edit

Help

2 H

Write to Storage Storage
Storage Backup Copy

storage Setting Storage Manager(G:¥) n 6.00 [ No Title.Vs

Storage Setting

Latest
Information

X sareen 0] Edit |

/ & Storage Manager(G:\ x|

g Removable Disk (G:)

File Name File Type Size Update Dz

The storage manager is an application that facilitates writing of TS screen programs to a storage device, and importing of data from a
storage device for conversion into other file formats. For details, refer to “5.4 Storage Manager” page 5-19.

4. Click [Storage Setting] — [Write to Storage]. The [Write to storage] window is displayed.

Configure the following settings.

=2 B

Write tofStorage Storage
storage|Backup  Copy

=

‘Write to storage

‘white D ata Being Edited

Path of Screan Data File to Be Corverted

DSPO000.BIN File Commert

[7] Automatic Upload

System Program Transfer

Fiun alter System Program Transfer

Transter OS5

[] Da Mat Overwite Part Mo
Table/FROM Backup Area

Wiite 05

(==

Dpen

Item

Description

Write Data Being Edited

Write the screen program that is open (being edited) in V-SFT.
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Item

Description

Path of Screen Data File to Be
Converted

Select the screen program for writing to the storage device from the [Open] button.
[Screen Data File (*.V8)]

DSP0000.BIN File Comment

Add a comment to the screen program file (DSP0000.BIN) written to the storage device.
This comment can be checked via the file’s [Property] window.

Automatic Upload

(This is not for screen program transfer.)_

Do Not Overwrite Port No.
Table/FROM Backup Area

Select this checkbox to prevent existing values in the station number table or existing values in the
FROM area from being changed when transferring a screen program from a storage device.

5. When the settings are complete, click [OK]. A “DSP0000.BIN" file is saved to “(access folder)\DSP" on the storage device.
The "DSP0000.BIN" file contains the screen program, system program, fonts, I/F driver etc.

EIH
A H

Write to Storage Storage
Storage Backup Copy

File Back

Storage Setting

Storage Setting

Put BIN Property Edit

| Sl sasen BBt ) = Storoe Managers\ x |

Storage Manager(G:¥) n 6.00 [ No

Window Style

@
Latest
Information

Comment

=gy Removable Disk (G:)

DATOO0O
BITMAP

HDCOPY

Storage Device — PC Reading

File Name File Type Size Update Date
L1 DSPDUDU.BIN' BIN File 4,276,226 B 2016/05/06 14:10

Start V-SFT.

vih e

Storage Setting

‘.’ -. -] H
Edit

Help

Storage Setting

Click [File] — [Storage Manager]. The window for specifying a drive is displayed.

Specify the drive where the storage device is inserted and click [OK]. The [Storage Manager] window is displayed.
Check that "DSP0000.BIN" exists in the “DSP" folder in the access folder, and select the file.

Right-click on the file and select [Put BIN File Back].

Window Style

Write to Storage Storage || PutBIN Property  Edit
Storage Backup Copy || File Back
”
(= g Removable Disk (G:) File Type Size Update Date
-1y DAT0000 DgRanan o RN File 4,276,226 B 2016/05/06 14:10
|\ BITMAP . Ctri=x
| CARD = | copy ctrisC
( | DSP
3 Delete Delete
|\ HDCOPY .
PEC Select All CtrisA

i LADDER Lstest Information  F5

ks MEMO Put BIN File Back...

b MG Propersy.

|\ OPELOG

6. The window shown below is displayed. Specify the folder to save in and the filename and click [Save].

8 Select the image data to be saved.

Organize »  New folder

7 Favorites i

B Desktop
18 Downloads

Name

1 Recent Places

i

4 Libraries
[ Documents
@ Music
/&) Pictures
B videos L

™ Computer
& Local Disk (G
s Local Disk (D:)
s Local Disk (E)

File name:

@O-\ | » Computer » LocalDisk(C) » MONITOUCH » User » Data

-‘4,“; ol

Date modified

N items match your search,

Save as type: [*.V8

5

~ Hide Folders
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5.3.3 Automatically Uploading Screen Programs

When a storage device is inserted and the power is turned on, the screen program is automatically uploaded.
This allows the screen program to be easily updated without bothering the operator.

n== Forthe recommended capacity of a storage device, refer to “5.1.2 Storage Device Specifications” page
5-2.

Storage device

(] DSPDEF €— Folder for automatic uploading
(T1DsP
L DSPDEF.bin

(3 DAT0000

Power OFF \‘ Power ON
N

= |53 =17 1
= Loading from Storage. = =
# = #
= [aza] =
= = =

Insert a storage device When the power is turned Transfer

and turn DIP switch 1 ON. on, the screen program is complete

automatically transferred.

PC — Storage Device Writing

1. Start V-SFT.
2. Click [File] — [Storage Manager]. The window for specifying a drive is displayed.

3. Specify the drive where the storage device is inserted and click [OK]. The [Storage Manager] window "L is displayed.

@ M -~ Screen [0] Edit ) - V Series 5.00 [ No Title.vs ]
Home  Parts  Edit  View  SceenSetting  Transfer  SystemSetting  Tool  Help
B 3 Open a 1, Print Preview Iz' Er 7 Open @ ?_I
[ s2vE 25 Print Current Window Y Modify -
N

ew Print Starage Comparing New Property Language
5] save s Manager Setting =

Storage Drive Select

B & M - Storage Setting Storage Manager(G:¥) - V Series 00 [ No Title.vs
[C:] Local Disk - 0K ~ Edit Help Storage Setting

D] Local Disk =

[E:] Lacal Disk. L Cancel D

F] CD-AOM Drive 3 | - Q

Write to Storage Sterage || PutBIN Property  Edit Latest

Storage Backup Copy || Filz Back Comment || Information

[H:] Removable Disk
[I:] Removable Disk
1J:] Remavable Disk -

| SlsuesnBiaite ) = storage ManagerG) |

wm Removable Disk (G:) File Name File Type Size Update Dz

*1 Storage manager
The storage manager is an application that facilitates writing of TS screen programs to a storage device, and importing of data from a
storage device for conversion into other file formats. For details, refer to “5.4 Storage Manager” page 5-19.
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4. Click [Storage Setting] — [Write to Storage]. The [Write to storage] window is displayed.

Configure the following settings.

Write to [ptorage Storage
storage [Backup  Copy

Write to storage @
‘wiite D ata Being Edited
Path of Screen Data File to Be Converted

Open...

DSPO0O0EIM File Comment

Automatic Upload
Systemn Program Transfer
Fiun after System Program Transfer
Transfer 05

[7] Da Mat Overvrite Port Na.
Table/FROM Backup Area

write 05

[ (] 3 ] [ Cancel

Item

Description

Write Data Being Edited

Write the screen program that is open (being edited) in V-SFT.

Path of Screen Data File to Be Converted

Select the screen program for writing to the storage device from the [Open] button.
[Screen Data File (*.V8)]

DSPO0000.BIN File Comment

Add a comment to the screen program file (DSP0000.BIN) written to the storage
device. This comment can be checked via the file’s [Property] window.

Automatic Upload

Create an automatic upload file.

System Program Transfer

Select this checkbox when uploading system program files together with the screen
program.

Run after System Program
Transfer

Automatically switch MONITOUCH to RUN mode after automatic upload is complete.

Do Not Overwrite Port No. Table/FROM Backup
Area

Select this checkbox to prevent existing values in the station number table or existing
values in the FROM area from being changed when transferring a screen program
from a storage device.

When the settings are complete, click [OK]. A "DSPDEF.BIN" file is saved to "DSPDEF\DSP". The "DSPDEF.BIN" file contains
the screen program, system program, fonts, I/F driver etc.

Storage Setting  Storage Manager(G:¥) - es Editor f 6.00 [ No 0x 2 - B X

Storage Setting

Window Style ~ &

i\ BITMAP

|, HDCOPY
| IPEG

|| LADDER
|, MEMO

Mars

Operation on the TS Unit

Write to Storage Storage Latest
Storage Backup Copy ent || Information

= scrzen 0] Edit( ) & Storage Manager( | =
(=g Removable Disk (G:) File Name File Type Size Update Date

1. DATO000 ( || DSPDEFBIN I EIN File 2,086,252 B 2016/05/23 11:37

=, DSPDEF

After storing data on the storage device, import the data into the TS unit according to the following procedure.

HwnN R

Turn off the TS unit.
Set DIPSW1 on the TS unit to ON.
Insert the storage device into the TS unit.

Turn on power to the TS unit. After a “Data Loading” message, a “Loading from Storage. Do not power off the unit.”
message is displayed, and then the screen program saved to the storage device is written.

When transfer is complete, the RUN screen (or Main Menu screen) is displayed automatically.
* When both an SD card and a USB flash drive have a DSPDEF folder, the USB flash drive takes priority.
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5.3 Function Descriptions

Notes on Write Operations

e When using the "DSPDEF" screen program for automatic uploading, only one type of data can be stored per storage
device.

o If the storage device is removed after automatic uploading and the power is turned off and on again, the message “Insert
Storage in TS." is displayed and the TS unit does not start correctly. Insert the storage device or set DIPSW1 to OFF, and
then turn the power off and back on.

e Once automatic uploading has been performed, the screen program that was written to the TS unit (including I/F drivers,
fonts, etc.) is overwritten by the screen program that was automatically uploaded. Note that even if the storage device is
removed and DIPSW1 is set to OFF again, it is not possible to restore the state before to the upload.
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5 Storage Device

5.3.4 Reducing Screen Program Data Size

Part of the screen program data, such as patterns and messages, can be stored to a storage device. This can reduce the size of
the actual screen program data.

e Screen

e Pattern files (bitmap)

o Messages (BIN files, TXT files 1)

e 3D parts

e Windows fonts

e Gothic fonts (manual setting fonts)

*1 Messages can be saved to a storage device as a BIN file or TXT file. For details on saving a TXT file, refer to “5.3.5 Storing
Messages (TXT Files)" page 5-14.

File Location and Filename

Item Filename Directory
Patterns BMPxxxx.BIN (xxxx: 0000 to 1023) (Access folder)\BITMAP
Messages (BIN) MSGxxyyy.BIN (Access folder)\MSG
(xx: Language number 00 to 16)
(yyy: Message group number 000 to 127)
Header SCHEADER.BIN (Access folder)\SCRN
Screen Screen SCxxxx.BIN (xxxx: 0000 to 9999)
Component parts MCRxxxx.BIN (xxxx: 0000 to 1023)
(macro blocks)
Component parts MSGxxxx.BIN (xxxx: 00 to 11)
(sampling messages)
3D parts 3Dxxxx.BIN (xxxx: 0 to 1023)
Windows fonts Graphics WEFSxxxx.BIN (xxxx: 0 to 4095)
Message WFMxxxx.BIN (xxxx: 0 to 4095)
Gothic fonts and multi-language fonts XXXXXX.FTD (Access folder)\FONT

PC — Storage Device Writing

1. Click [System Setting] — [Storage Setting].
The [Storage Setting] window is displayed.
2. Select the items to save to the storage device. When the settings are complete, click [OK] and save the screen program

file.
Storage Setting =
Storage Connection Target @) Builkin Socket
) USE Port
Access Folder Name: DATO00D

[ Range of Patterns to be Saved to storage
] o

[] Range of Messages to be Saved to storage
] o

Select items to save.

[] Range of Sereens to be Saved to storage
0 il

[7] Store Manual Font Setting to storage

[7] Store 30 Parts in storage

[ Store Windows Font in storage

Formnat Buffering File Automatically
] Stors HDCOPY Macra in JPEG Format

[] Use Password when Transfening Screen ta
storage from Display

3. Click [File] — [Storage Manager]. The window for specifying a drive is displayed.
4. Specify the drive where the storage device is inserted and click [OK]. The [Storage Manager] window is displayed.
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5.3 Function Descriptions

5. Click [Storage Setting] — [Write to Storage]. The [Write to storage] window is displayed.

Write to storage @

% @ ‘:> V| wiite Data Being Edited
Write tofstarage Storage
Storage)Backup  Cony Path of Screen Data File to Be Converted

Open...

DSPO0O0EIM File Comment

Automatic Upload
Systemn Program Tranzfer
Fiun after System Program Transfer

Transfer 05

Do Mat Ovenarite Port Mo,
Table/FROM Backup Area

write 05

[ (0] 3 ]| Cancel |

6. If the screen program is currently being edited, select the [Write Data Being Edited] checkbox.

If the screen program is not the one currently opened with V-SFT, deselect the [Write Data Being Edited] checkbox and
select the relevant screen program from the [Open] button.

7. When the settings are complete, click [OK]. The file is saved to the access folder.

Operation on the TS Unit

Connect a storage device to the TS unit. When opening a screen program on the TS unit, the storage device will automatically
be referred to for showing the screen.

o If screen data is not stored correctly on the storage device or a storage device is not connected to the TS unit, the TS unit
will operate as if there is no screen.
If calling a screen using a switch with [Screen Change-over] selected for [Function], a short intermittent beep will sound
and the request will not be processed. If using a [Read Area] from the PLC to specify a screen, the screen will not
changeover. (If immediately after power-on, the “Screen No. Error” screen will be displayed.)

e Screen data stored in a storage device takes longer to display than data stored in the MONITOUCH flash memory.

o If 3D parts are not stored correctly on the storage device or the storage device is not connected to the TS unit, 3D parts
will not be displayed.

o If Windows fonts are not stored correctly on the storage device or the storage device is not connected to the TS unit,
Windows fonts will not be displayed.

o If patterns are not stored correctly on the storage device or the storage device is not connected to the TS unit, patterns
will not be displayed.

e When both BIN files (MSGxxyyy.BIN) and TXT files (MSGxxyyy.TXT) coexist in the “"MSG" folder on the storage device,
reference to TXT files takes priority.

Notes on File Storage

e Up to 512 KB of screen data can be saved to a storage device per screen. The per screen data size can be viewed at [Tool]
— [List of Memory Use]. However, the size of the screen data that was selected for storage at [System Setting] — [Other]
— [Storage Setting] cannot be viewed on the [List of Memory Use] tab window. We recommend checking the data size
before configuring [Storage Setting].

e For the restoration of the screen data in the "SCRN" folder to the original data file (.V8), the "DSP0O000.BIN" file in the
"DSP” folder is required. However, if data information of “DSPO000.BIN” in the "DSP” folder and “SCHEADER.BIN" in the
"SCRN" folder do not match, the compilation of files from these folders does not take place, and thus the screen program
is created with screen data in the "SCRN" folder omitted. For details on the conversion procedure, refer to “BIN File
Conversion” page 5-21.

e Gothic fonts can be stored on a storage device only when manual font settings are made. The maximum font size that can
be stored is 2 MB.
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5.3.5 Storing Messages (TXT Files)

Messages (in TXT file format) can be stored on a storage device to reduce the size of the screen program.
Since the messages are in TXT file format, they can be edited even without V-SFT.
* Message files can be stored in BIN and TXT file formats. For details on storing BIN files, refer to “5.3.4 Reducing Screen Program Data Size”
page 5-12.

File Location and Filename

Item Filename Directory

Messages (TXT format) MSGxxyyy.TXT (Access folder)\MSG
(xx: Language number 00 to 16)
(yyy: Message group number 000 to 127)

PC — Storage Device Writing (For TXT Files)

1. Click [System Setting] — [Storage Setting].
The [Storage Setting] window is displayed.

2. Select the [Range of Messages to be Saved to storage] checkbox and specify the range of messages to be stored.
When the settings are complete, click [OK] and save the screen program file.

Storage Setting (==
Storage Connection Target @) Built-in Socket
USE Part
Access Folder Mame DATOO0O

Range of Patterns to be Saved to storage

0 = [o

V| Range of Messages to be Saved to storage

Group Mo, O = . |5 =

Range of Scieens to be Saved to storage
1) = o

Store Manual Font Setting to storage

Store 30 Parts in storage

Store Windows Font in storage
| Format Bulfering File Automatically

Use Passward When Transferring Screen to
storage from Display

3. Create files in TXT file format.
Filename: MSGxxyyy.txt (xx: Language number 00 to 16, yyy: Message group number 000 to 127 )
*1 TXT files must be created in accordance with the message group numbers specified in the [System Setting] — [Storage
Setting] window.
Any TXT file with a number not within the specified range will not be recognized.
4. Save "MSGxxyyy.TXT" files to the "“MSG" folder under the access folder.

Operation on the TS Unit

Connect the storage device to the TS unit. When the screen program is displayed, the stored messages are displayed
accordingly.

* When both BIN files (MSGxxyyy.BIN) and TXT files (MSGxxyyy.TXT) coexist in the "MSG" folder on the storage device,
reference to TXT files takes priority.
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5.3 Function Descriptions

5.3.6 Storing JPEG Files

JPEG files can be displayed on the TS unit. Always store JPEG files on a storage device.

JP00000.JPG
JP00001.JPG
JP00002.JPG

Displaying a JPEG file stored on the storage device on the screen.

JPEG File Location and Filename

Filename Directory

JPxxxxx.jpg (xxxxx: 00000 to 32767) (Access folder)\JPEG
XXXXXXX.jPg (64 or less one-byte characters or 32 or less two-byte characters)

Storing Files on a Storage Device

Either Windows Explorer or the storage manager can be used to store files.

Windows explorer

1. Select the JPEG file in Windows Explorer.
2. Execute [Copy] from the right-click menu.

3. Open the storage device drive using Windows Explorer and paste the file.

[E=5 E=h ™)
@Us\g v Libraries b Pictures » ~ [ 4 ][ Search pictures 2]
Drganize »  Sharewith = Slideshow  Bum  Newfolder e 0 @
475 Favorites — Pictures library
B Desktop Includes: 2 locations E
& Downloads Sample Pictures @\J‘ﬂ » Computer » Removable Disk (G:) » DATO000 » JPEG v] 43 |[ sea
%] Recent Places -
&=/ 1P00000.IPG Organize +  Sharewith v Burm  Newfolder EEa
) [=1P00001.1PG B -
4 ﬂlebrarIEs = | (2 poonozses | Eesktip , *  Name Date modified Type Siz
> ] Documents [=1P00003.1PG LT o [ 1= pooooo.es 11/2/2011 331 PM IPEG image
> g Music =0 RecentPlace -
= =/P00004.IPG =] JPO000LIPG 11/2/2011331PM  JPEG image
kI Fictuges [=1P0000S.1PG o =] 1P00002.PG 11/2/2011 331 PM  IPEG image
B videos & Libraries [ 1P00003.0PG 11/2/2011331PM  JPEG
| y 72/2011 3:31 PN image
Copy 4 Documents = o
; B . = 1p00004.IPG 11/2/2011 331 PM IPEG image
48 Computer o Music - .
=] JP0000S.IPG 11/2/2011331PM  JPEG image
> &, Local Disk (C) ] Pictures
> =y Local Disk (D) ) Videos Paste
> a Local Disk (E)
* am Removable Disk (H:) L 1% Computer

Storage manager

1. Store the JPEG file to be used in "\MONITOUCH\User\Jpeg" on the PC in advance.
2. Click [File] — [Storage Manager] and write to storage using [Write to Storage].

1= "5.4 Storage Manager” page 5-19

Operation on the TS Unit

Insert the storage device into the TS unit. The JPEG file on the storage device is displayed in RUN mode.
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5 Storage Device

5.3.7 Transferring Recipe Data

Recipe files (CSV) created on a computer can be stored on a storage device and read or written using a macro or a switch with
[Recipe] set for [Function].

(] Storage target folder
RECO0000.csv
RECO0001.csv
REC0002.csv

Recipe

BEEEDD

15~  Refer to “15 Recipes” in the TS Reference Manual 1.

5.3.8 Storing History Data

History data of trend sampling and alarm tracking can be saved.
If the stored sampling data is converted to a CSV file by using the macro command, you can edit the data easily using
application software such as Excel.

SMP0000.BIN
SMP0000.CSV

N
o
=
[}
o
=
=
[&)]
T
as

= "7 Trend” and “8 Alarm” in the TS Reference Manual 1

5.3.9 Operation Logs

Screen operation history records (operation logs) can be output to a storage device. In the event of an error, these stored logs
allow previous operations to be examined in order to determine the cause of the error.

(120160515
[ OPELOG_181000.BIN

("] OPELOG_132505.BIN
(720160514

BEBEED

1= Referto "2 Operation Log".
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5.3 Function Descriptions

5.3.10 Saving Screenshot Images

Screenshot images can be saved to a storage device as JPG files using a macro command.

When it is difficult to connect a printer on the factory floor, screenshot images can be saved to a storage device and printed
later from a PC.

MONITORING
—} (1 DAT0000
[ JHDCOPY
[ HDCOPY
HD0000.JPG

Macro command

HDO0001.JPG
HD0002.JPG

p= Refer to the Macro Reference Manual.

5.3.11 Saving Network Camera Images

When using a sensor manufactured by BANNER, the currently displayed image can be saved to a storage device as a JPEG file
by double-tapping the display area. (Snapshot function)

Ethernet

VD00002.jpg

n= Referto “1.2 Network Camera".
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5 Storage Device

5.3.12 Saving Memo Pad Data

Data from the memo pad function can be saved to a storage device as BIN files. These files can be converted to BMP files
using the storage manager in V-SFT.

Message board

Storage device

(3 DATO000
(IMEMO Convert in storage

manager in V-SFT-6

BEBHEED

MEMO0000.BIN MEMO0000.BMP
MEMO0001.BIN MEMO0001.BMP
N MEMO0002.BIN MEMO002.BMP

= Referto “13.1 Memo Pad" in the TS Reference Manual 1.

Memo Pad Data Location and Filename

Filename Directory
MEMxxxx.BIN (xxxx: 0000 to 0007) (Access folder)\MEMO

Operation on the TS Unit

Insert the storage device into the TS unit. When using the memo pad in RUN mode, the memo pad data is automatically
stored on the storage device.
* When the [Store Area for Memo Pad] at [System Setting] — [Unit Setting] — [SRAM/Clock] is configured, memo pad data
is stored in SRAM even when a storage device is inserted into the unit.

Timing of Saving

The timing of writing memo pad data to a storage device is as follows.
e When switching the memo pad display using a switch with [+ Block], [~ Block], or [Block Call] set for [Function]
e When the screen is changed
e When switching between RUN and STOP (on the Main Menu screen)

5.3.13 SRAM Data Backup

A backup copy of SRAM data can be saved to a storage device to guard against a case in which data may be lost when
replacing the SRAM battery.

1= Refer to the TS2060 Hardware Specifications or the TS1000 Smart Hardware Specifications.
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54 Storage Manager

5.4

Storage Manager

54.1

The storage manager is an application that facilitates writing of data used by the TS unit to a storage device, and importing of
data from a storage device for conversion into other file formats.

Starting and Ending

Starting

1. Start V-SFT.
2. Click [File] — [Storage Manager]. The window shown below is displayed.

@ .- | S Screen [0] Edit ( ) - V Series 0
Home  Pats  Edit  View  ScreenSetting  Transfer  SystemSefting  Tool  Help

B I Open a -, Print Preview Izl E #) Open @. ?.l
© [l save 7 Print Current Window 23 Modify -

New Print Starage Comparing New Property Language
3] save As Manager Setting -
Storage Drive Select =
[C:] Local Disk ~ %,
[D:] Local Disk 2| (]
[E1] Local Disk L
F.| CD-ROM Diive

[H:] Remavable Disk.
[I-] Remavable Disk
1J:] Removable Disk -

3. Specify the drive where the storage device is inserted and click [OK]. The [Storage Manager] window is displayed.

Storage Drive Select =3l

[C.] Local Disk - oK

D] Local Disk = | (]
[E-] Local Disk

F+] CD-AOM Drive

i- N M Storage Setting

H*]‘l'f;nn;i\;‘a]llﬂe\et)[‘?;ik Edit Help Storage Setting

[I] Removable Disk - E
% Write to Storage Storage || Put BEIN Property Edit

Storage Backup Copy || Filz Back Comment

| Sl Sasn @it = Storsce ManagerGY x |

[# gy Rernovable Disk (G:) File Name File Type Size Update Date

Latest
Information

Ending

1. Click the [X] button on the corner of the [Storage Manager] tab.

i- N M Storage Setting

TN  storage Setting Window Style ~

amE|

Write to Storage Storage
Storage Backup Copy

| Sl susenBlEdi ) 1= storage mansgerccf x ) -

wm Removable Disk (G:) File Name File Type Size Update Date

Latest
Information

PutBIN Property  Edit
File Back Comment

2. The screen editing window reappears.
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5 Storage Device

5.4.2 Writing

The procedure for writing data to a storage device is explained below.

Always use the storage manager to write the data in the following table to a storage device. Other files can be copied using
Windows Explorer.

Data

Extension Remarks

Screen program

V8 Including screens/component parts/3D parts/Windows fonts/gothic
fonts/pattern data

SRAM backup data

.RAM

Text file

.BIN

Writing Procedure

1. Click [Storage Setting] — [Write to Storage].

@ LR 3]
Edit

| Storage Setting

Storage Manager(G:¥) - V S ion 6.00 [ No Ti

W, = B X

)

| write to ftorage Storage
Storage Packup Copy

GO Storage Setting

Window Style ~ &
@

Information

2. The [Write to storage] window is displayed.

Write to storage @
“wite Data Being Edited
Path of Sereen Data File to Be Converted

Open...

DSPO000.EIN File Comment

[7] Automatic Lpload
System Program Transfer
Fiun after System Program Transfer

Tiansfer 05

7] Do Mot Overwite Port No,
Table/FROM Backup Area

‘white DS

Item

Description

Write Data Being Edited

Write the screen program that is open (being edited) in V-SFT.

Path of Screen Data File to Be
Converted

Select the data for writing to the storage device from the [Open] button.
File extensions: [*.V8], [*.RAM], [*.TXT]

DSP0000.BIN File Comment

Add a comment to the screen program file (DSPO000.BIN).
This comment can be checked via the file's [Property] window.

Automatic Upload

Create an automatic upload file.

System Program Transfer

Select this checkbox when uploading system program files together with the screen program.

Run after System
Program Transfer

Automatically switch MONITOUCH to RUN mode after automatic upload is complete.

Do Not Overwrite Port No.

Table/FROM Backup Area 1 "2

Select this checkbox to prevent existing values in the station number table or existing values in
the FROM area from being changed when transferring a screen program from a storage
device.

*1  Station number table
The station number of a counterpart device can be changed in RUN mode when connecting to the following models.
e PLC: Mitsubishi QnH (Q) series (Ethernet) (1 : n connection only)
e PLC: Mitsubishi QnA series (Ethernet) (1 : n connection only)
e PLC: OMRON SYSMAC CS1/CJ1 (Ethernet Auto) (1 : n connection only)
e PLC: OMRON SYSMAC CS1/CJ1 DNA (Ethernet) (1 : n connection only)
e Temperature controller: Fuji Electric F-MPCO4P (loader)
e Temperature controller:  Fuji Electric F-MPC04S (UMO03)
*2  FROM backup area

The FROM backup area is where a backup copy of the data in the PLC or internal device memory can be stored. To retain the data, use the
macro commands “FROM_RD" and "FROM_WR". For details on macros, refer to the Macro Reference Manual.

3. When the settings are complete, click [OK]. A BIN file is written to each of the folders under the access folder.
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5.4.3 BIN Files

Files with the extension “.BIN" are stored under access folders. The storage manager can be used to convert BIN files and
check file information.

File Folder Extension After Conversion File Type
DSP0000.BIN DsP V8 Screen program
BMPxxxx.BIN BITMAP .BMP Pattern file
MSGxxyyy.BIN MSG TIXT Message
HDxxxx.BIN HDCOPY .BMP Screenshots

(128 colors, 16-tone
monochrome, and monochrome)

MEMxxxx.BIN MEMO .BMP Memo pad
MCMHEAD.BIN CARD .MCD Memory card mode

BIN File Conversion

All BIN files can be restored to their original state.
1. Select a file from an access folder.
2. Right-click on the file and select [Put BIN File Back].

& B ™ - storagesSetting Storage Manager(G:¥) - V s Editt 6.00 [ No Title.v (320 x 240) W - B X

(TP storage Setting Window Style + 6

Bl 099 @

Write to Storage Storage || PutEIN Property  Edit Latest
Storage Backup Copy || File Back Comment || Information
L
[5 Screen (o] Edit | /)/:f Storage Manager(G:) x | -
(= g Removable Disk (G:) File Name File Type Size Update Date
-1y DAT0000 ] RN File 4,276,226 B 2016/05/06 14:10
| BITMAP " Corlex
[ copy ctri=C
( . DSP
. FONT 3 | Delete Delete
| HDCOPY ]
PEC < | select Al Ctri=A
s LADDER 5 | |atest Information ___F5
s MEMO 'f‘ Put BIN File Back...
b MSG @ Property.
| OPELOG
. RECIPE

3. The window shown below is displayed. Specify the folder to save in and the filename and click [Save].

134 Select the image data to be saved. (=3
—

@uv‘ ) » Computer » Local Disk (C) » MONITOUCH » User » Data + [ 42][ Search Data 2]
Grganize v New folder = @
9 Favorites -~ Name Date modified Type size

B Desktop

No items match your search,
1§ Downloads.

1 Recent Places

I

4 Libraries
[3 Documents
& Music
=] Pictures

B videos

8 Computer
&, Local Disk (C)
s Local Disk (D)
a Local Disk (E)

File name: -

Save astype: | *.V8. v]

= Hide Folders Save

4. A converted file is created.

Notes

o Note that BIN files in the "BITMAP", “"MSG", and “"SCRN" folders are required to convert “DSP0000.BIN" into a V8 file. If
these files are missing, the V8 file will be created without pattern data and 3D parts.
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BIN File Properties

Information on each BIN file can be checked before conversion.

1. Select a file from an access folder.
2. Right-click on the file and select [Property]. Information on the file is displayed.

. Edit Help
L]

Write to Storage Storage
Storage Backup Copy

Storage Setting

Storage Setting

PUtBIN Property Edit
File Back Comment

Information

Window Style -

Em % Storage Manager(G:\) X

Removable Disk (G:) File Name File Type Size Update Date
£ 1) DAT0000 D;nnnnn o) BIN File 4,276,226 B 2016/05/06 14:10
I BITMAP e ot
|| CARD [£=1| copy Ctrl-C
|, DSP
i FONT K Delete Delete
|\ HDCOPY
§ 10ec = | Select All Ctri=a
.. LADDER & | Latest Information F5
. MEMO |£51 Put BIN File Back...
| MG r
Property...
|| OPELOG O reee

¢ DSP0000.BIN
The file type or system program version of the file can be checked on the [Detail] tab window.

DSPD000.BIN Proparty ==
General | Detail | PLG Infarmation

Type Comment Sike Wersion  *
Screen Data 123468 G016
Display System Program TE2060 2BBLNGE 2160 E
Font HK Gothic 4616 B 1000
FLG1 I/F Driver NOGONMECT GA572E 1010 =
FLG2 I/F Driver ue
FLG3 L/F Driver ue
FLG# I/F Driver ue
PI 06 T/F Diiver ne 5
a4 I ] 3

Type to TS2060 (320 x 240] 32K-Color w/ blinking

e

o BMPxxxx.BIN
A bitmap image is displayed.

- [BMPOO000.BIN] -

43y 48
24 Bits

o MSGxxyyy.BIN
Information on the file is displayed.

MSGO0001.BIN Property [l
[General |
MSG00001.BIN

afile comment:

Type BIN File
Size: 137 Byte
Update Mar. 8, 20152123:00
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5.4.4 Storage Copy

Copy the data on the storage device.

1. Click [Storage Setting] — [Storage Copy].

@ K B ™ - | stoageseiting  Storage Manager(G:¥) - 0 N 6.00 [ No Title 240) 32K- R

TN EIN  storage Setting Window Style ~ &

COECEIER

Write to Storagd Storage Latest
Storage Backur] Copy Information

X sceen pjEdit{ ) storage Manager(G:\) | -

(= gy Removable Disk (G:) File Name File Type Size Update Date

- DATO000 || DSPOD0D.BIN BIN File 4,276,226 B 2016/05/06 14:10
|, BITMAP
| CARD

| FONT

i HDCOPY
I JPEG

| LADDER
. MEMO

i MSG

| OPELOG

Cancel

3. The following dialog box is displayed. Click [OK].

VS0 ==

Data will be copied from storage. Do not remove the storage during
AW copying!

4. The following dialog box is displayed.
Remove the storage device from the PC and insert another device for saving the copied data. Click [OK].

VSFtE0 (=

Replace the storage.

5. The following dialog box is displayed. Click [OK].

VSfte0 @

Data will be written to the storage. Do not remove the storage during
AW copying!

6. When copying is complete, the following dialog box is displayed.

VSHE0 (B

Copying has been completed.
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5.4.5 Storage Device Backup

A backup of data on a storage device can be created.
Any folder can be selected for saving the data.

1. Click [Storage Setting] — [Storage Backup].

6.00 [ No Title.v8 - - B X

Ld

B i ™ - stoageSetting Storage Manager(G:¥) - V Series Editor

TN  storage Setting

&

write tdf storage ftorage
Storagg Backup J Copy

Window Style

@
Latest
Information

X sceen pjEdit{ ) storage Manager(G:\) | -

)y Removable Disk (G:) File Name File Type Size Update Date

- DATO000 || DSPOD0D.BIN BIN File 4,276,226 B 2016/05/06 14:10
|, BITMAP
| CARD

| FONT

i HDCOPY
I JPEG

| LADDER
. MEMO

i MSG

| OPELOG

2. When the [Copy Target Folder] window is displayed, click [Open] and specify the copy target folder.

Example: When saving in the “Backup” folder in the D drive:

Copy Target Folder (==

Store Target Path:
DBackup

3. Click [OK]. The following dialog box is displayed.

VSfs0 @

Data will be copied from storage. Do not remove the storage during
AW copying!

4. Click [OK]. The data on the storage device is copied to the copy target. When copying is complete, the following dialog is
displayed.

VSFtE0 [zl

\_0. Copying has been completed.

5. Use Windows Explorer to check that the data was copied correctly.

* When copying data from a storage device to the hard disk drive, it can also be copied and pasted using Windows
Explorer.
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5.5 System Device Memory ($s)

5.5

System Device Memory ($s)

Information about the status and the free space of the storage device inserted into the TS unit is stored in system device
memory ($s).

Addresses Description SD USB-A Device Type
$s497 Storage device error state @) O
*1 *1
Value JPEG
4 Card not mounted
5 Format error
6 Card size too small
7 Different card type
12 Card write error
15 Disk error (open failure)
16 Card read error
$5498 Free space on storage device (kB) @) @)
*1 *1
$s499
$s500 [Storage Removal] switch status O O
*1 *1
MSB LSB
1514 |13 |12 |11 | 10 | 09 | 08 | O7 | 06 | O5 | 04 | 03 | 02 | O1 | OO
0 0 0 0 0 0 0 0 0 0 0 0 0 0 0
System reserved (0" setting) J
0: Switch OFF (storage removal prohibited)
1: Switch ON (storage removal permitted)
$s780 Bitmap file status O @)
MSB 1 1
LSB
1514 |13 | 12 |11 | 10 | 09 | 08 | 07 | 06 | O5 | 04 | 03 | 02 | 01 | OO «Ts
0 0 0 0 0 0 0 0 0 0 0 0 0 0
Reserved for system (set to “0”) 0: File format matches J
1: File format does not match
0: File present
1: No file present
$s1030 Storage device error state $s497 reference O -
$s1031 Free space on storage device (kB) O -
$s1032
$s1033 [Storage Removal] switch status $s500 reference @) -
$s1035 Storage device error state $s497 reference - O
$s1036 Free space on storage device (kB) - O
$s1037
$51038 [Storage Removal] switch status $s500 reference - O
$s1050 Background processing flag O @)

MSB LSB
15|14 |13 |12 | 11 | 10 | 09 | 08 | 07 | 06 | O5 | 04 | 03 | 02 | 01 | 0O
0 0 0 0 0 0 0 0 0 0 0 0 0 0

System reserved (“0” setting)

Sampling data backup Q

0: Not processed, 1: Being processed

Hard copy macro —m8 ————
0: Not processed, 1: Being processed
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5 Storage Device

Addresses Description SD USB-A Device Type
$s1051 Background processing completion flag O @)
When processing has been completed (when $s1050 turns OFF), this turns ON.
When the operation has been verified, the user must clear it to zero.
MSB LSB
15|14 |13 |12 | 11 [ 10 | 09 | 08 | 07 | 06 | O5 | 04 [ 03 | 02 | O1 | 00
0 0 0 0 0 0 0 0 0 0 0 0 0 0
Sampling data backup 4
. 0: Not completed, 1: Completed
System reserved (0" setting)
Hard copy macro —— 8 |
0: Not completed, 1: Completed
$51052 Background processing error flag @) @) «Ts

If an error occurs at the time when processing has been completed (when $s1050
turns OFF), this turns ON.
When the operation has been verified, the user must clear it to zero.

MSB LSB

15|14 |13 |12 |11 | 10 | 09 | 08 [ O7 | 06 | O5 | 04 | 03 | 02 | 01 | 0O

0 0 0 0 0 0 0 0 0 0 0 0 0 0

Sampling data backup J

0: Normal, 1: Error

System reserved ("0" setting)

Hard copy macro
0: Normal, 1: Error

*1 Information on the specified drive is stored at [System Setting] — [Other] — [Storage Setting] — [Storage Connection Target].
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6.1 Overview

6.1 Overview

6.1.1 Fonts

e Select a base language (font) first and then edit the screen using text that can be displayed in the selected font.

Japanese (Gothic) TTF Chinese (Simplified) TTF

ET)

BERBEER

o

iz For details on font types and supported languages, refer to "6.1.2 Font Types” page 6-2.

e A maximum of 16 languages can be used on the same screen just by switching the text for display.

Example: Registration of screen program "ABC.V8" in three languages

oz
=
il
ik

BEEEED
v
m&
2 || ke
|H i

BEHEDE
v

I
=
AEEEDE

o
o

Japanese Korean Chinese (Simplified)

1= For details, refer to "6.1.3 Language Selection” page 6-5.

e Use "Windows fonts” to display two or more languages on a single screen or display Windows-type characters on the
screen.

BEEET— /N84 L
Japanese

English Auto Running Overtime

B B MER 8

Chinese (Simplified)

A=t 2
Korean
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6 Language Changeover

6.1.2 Font Types

Fonts are generally divided into three types: bitmap fonts, Gothic fonts and stroke fonts.
Because the mixed use of fonts is not permitted on the TS unit, select one font type in the [System Setting] — [Multi-language
Setting] — [Font Setting] window.

Size Specification

Type Method Features Image
Bitmap font XY magnification | Font data designed in sizes of )
factor 16 x 16 dots and 32 x 32 dots =1 88 L T=57F
specification (two-byte characters). oxo MEEE B oy ouT

This font type occupies less

memory but is not suitable if - - = —
a smoother-line typeface is 3_'2{_ 3 ]éﬂﬁ ﬁ_u: :E J— :? vy a:

required.
", — L
dx 4 HiE fzik
Gothic font Point Since the font data of each - Gothic font
and stroke specification point size is transferred to the
font 11 unit, the required capacity is SRAVE B L ESS0F
larger than that of bitmap WU E T BE EHoF

fonts while the displayed

; AU BE EE ESRuF
typeface has smoother lines.

1641 b B Bk E-AVF

In the case of gothic fonts, ° s B =
depending on the function BRA~E B L T=5UF

assigned to the part or item, HEA s+ Bz (ZElF E=-4SvF

some limitations, such as
automatic or manual setting
for fonts, may apply. - Stroke font

N

Wt > W BIE ESSuF

RT> b Bin I T25vF

LeRr > b BE Rk TE=5v T

18>~ & FIE E=SvF
AR~ B FIE E=5y T

*1  Only supported on the TS2060i.
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6.1 Overview

Supported Language List

The following table lists the fonts and corresponding languages supported by the TS.

Font Setting "

Supported Language

Supported Character Code

Bitmap font Japanese Japanese, English JIS level-1 and level-2 +
ANK code
Japanese 32 JIS level-1 + ANK code
English/Western Europe English, Icelandic, Irish, Italian, Dutch, ISO-8859-1: Latinl
Swedish, Spanish, Danish, German, (Extended ASCII code)
Norwegian, Portuguese, Finnish, Faroese,
French
Chinese (Traditional) Chinese (traditional), English BIG5 code (A141 to C67E) + ASCII
code
Chinese (Simplified) Chinese (simplified), English GB2312 code (A1A1 to FEFE) +
ASCII code
Korean Hangul, English KS code (A1A2 to C8FE) +
ASCII code
Central Europe Croatian, Czech, Hungarian, Polish, CP1250 code
Hrvatska (Croatian), Romanian, Slovakian, 2
Slovene ISO code
(ISO-8859-2: Latin2)
Cyrillic Russian, Ukrainian, Kazakh, Bulgarian, CP1251 code
Uzbek, Azerbaijani N
ISO code "2
(ISO-8859-5: Latin5)
Greek Greek CP1253 code
ISO code "2
(ISO-8859-7: Latin7)
Turkish Turkish CP1254 code
ISO code ™2
(ISO-8859-9: Latin9)
Baltic Estonian, Latvian, Lithuanian CP1257 code
Gothic font Gothic Japanese, English JIS level 1 + level 2 + ANK code
Gothic (IBM Extended Japanese, English JIS level 1 + level 2 + IBM extended
Character) code (FA40 to FC4B) + ANK code

English/Western Europe HK
Gothic

English/Western Europe HK
Times

English, Icelandic, Irish, Italian, Dutch,
Swedish, Spanish, Danish, German,
Norwegian, Portuguese, Finnish, Faeroese,
French

ISO-8859-1: Latinl
(Expanded ASCII code)

Stroke Font ™3

Japanese stroke

Japanese, English

JIS X 0201

JIS X 0208

NEC special characters

IBM extensions

NEC selection of IBM extensions

English/Western
Europe stroke

English, Icelandic, Irish, Italian, Dutch,
Swedish, Spanish, Danish, German,
Norwegian, Portuguese, Finnish, Faeroese,
French

CP1252 code

Chinese (Traditional) stroke

Chinese (traditional), English

BIG5 code (A141 to FOFE) + ASCII

code

Chinese (Simplified) stroke Chinese (simplified), English GB2312 code (A1Al to F7FE) +
ASCII code

Korean stroke Hangul, English KS code (A1A1 to FDFE) + ASCII
code

Central Europe stroke

Croatian, Czech, Hrvatska (Croatian),
Hungarian, Polish, Romanian, Slovakian,
Slovene

CP1250 code

Cyrillic stroke

Russian, Ukrainian, Kazakh, Bulgarian,
Uzbek, Azerbaijani

CP1251 code

Greek stroke

Greek

CP1253 code

Turkish stroke

Turkish

CP1254 code

Baltic stroke

Estonian, Latvian, Lithuanian

CP1257 code

*1
*2

*3

Bitmap fonts, gothic fonts and stroke fonts cannot be used together.
For ISO code support, select [System Setting] — [Multi-language Setting] — [Font Setting], and select the [ISO Code] checkbox when

selecting the respective font.
Only supported on the TS2060i.
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6 Language Changeover

Checking Fonts on Main Menu Screen

The font name is displayed in the position shown below on the Main Menu screen.

Main Menu |2J§g@?®—11 8 :38:55
Comment:Type_A ___Siza- 4194304
SYS PROG.VER.Z.158@ “;SETTIVEEQGLBBB ]

e PLCL MI2
Drv. 1nfo: "ETTeUBISHI ELECTRIC : GnH( ™~ Font name

YER. 1.168 MELSEC anHLnl
Editor:MI1 |
[e)

Font Names

Font names are displayed in the [Font Setting] window and on the Main Menu screen as listed below:

Font Setting Window

Main Menu Screen

Bitmap font Japanese JAPANESE
Japanese 32 JAPANESE 32
English/Western Europe ENGLISH
Chinese (Traditional) CHINESE(TRAD.)
Chinese (Simplified) CHINESE(SIMP.)
Korean KOREAN
Central Europe Central Euro. CP *
Cyrillic Cyrillic CP *
Greek Greek CP *
Turkish Turkish CP *
Baltic Baltic CP

Gothic font Gothic HA Gothic
Gothic (IBM Extended Character) HA Gothic(IBM)
English/Western Europe HK Gothic HK Gothic
English/Western Europe HK Times HK Times

Stroke Font Japanese stroke

JAPANESE STROKE

English/Western Europe stroke

ENGLISH STROKE

Chinese (Traditional) stroke

CHINESE(TRD) ST

Chinese (Simplified) stroke

CHINESE(SIM) ST

Korean stroke

KOREAN STROKE

Central Europe stroke

Cent.Eur. STROKE

Cyrillic stroke

Cyrillic STROKE

Greek stroke

Greek STROKE

Turkish stroke

Turkish STROKE

Baltic stroke

Baltic STROKE

Multi-language screen (with multiple fonts selected)

MULTI LANG

*1  When the [ISO Code] checkbox is selected in the [Font Setting] window, “CP" disappears from the Main Menu screen.




6.1 Overview

6.1.3 Language Selection

e The language for display can be selected. There are two methods for selecting the language: storing all required fonts on
the unit and then selecting the language, or storing fonts on a storage device and then selecting the language. (The
TS2060 does not support use of storage devices.)

Language 1: Japanese
Language 2: Korean
Language 3: Chinese (Simplified)

Screen program transfer Switch function or macro
(required fonts are transferred) used for language selection

|
8.
IU &~
ey
i
HEBRDA

Sy—
E i
B NIV ! !
T
Japanese Korean Chinese (Simplified)

p== For details on settings, refer to “6.2 Setting Procedure” page 6-6.

e The text for display can be changed even when using a single font, such as German <« Italian or Japanese <> English.
Using only one font reduces the space required by the screen program.

Language 1: English/Western Europe Italian German

Language 2: English/Western Europe
Buongiorno <:\‘> Guten Morgen

1= For details on languages that are supported by each font, refer to “Supported Language List" page 6-3.

p== For details on settings, refer to “6.2 Setting Procedure” page 6-6.

e When using a Windows font, it is possible to change only the text. The text for display can be changed using a single font.

¢ To change the language in the RUN mode, use a switch with [Function] set to “Language changeover” or use the
"CHG_LANG" macro command.

1= For details, refer to "6.2.4 Language Selection” page 6-18.

e The following methods are available for language editing.

n== For details, refer to "6.2.3 Language Editing” page 6-12.

1= For details, refer to "6.4 Convenient Editing Procedures” page 6-24.
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6 Language Changeover

6.2

Setting Procedure

This section describes the procedure for configuring settings that allow changing languages that use different fonts when in

RUN mode.

(The procedure is explained assuming that the setting for Language 1 has been completed.)

1. Font Setting Window

Refer to "6.2.1 Method of Storing Fonts on the Unit" page 6-6

Refer to "6.2.2 Method of Storing Fonts on a Storage Device (Not Available with TS2060)" page 6-8
Editing of each language — Refer to page 6-12.

3. Language selection using the switch function or "CHG_LANG" macro command — Refer to page 6-18.

6.2.1

Method of Storing Fonts on the Unit

Font Setting Window

1. Click [System Setting] — [Multi-language Setting] to display the [Font Setting] window.

2. Set a value for [Interface Language]. (Example: set “3" to allow changing between three languages.)

3. Select the desired font type on the [Font] tab window. Under the [Font], select languages to be displayed.

e Example 1: Changing between Japanese, Chinese (Simplified), and Korean

Language 1: Japanese 32

Language 2: Chinese (Simplified)

Language 3: Korean TTF

e Example 2: Changing the displayed text using a single font

Font Setting

Font | Transfer Font Setting | Export / Import |

Local Mode

Japanese -

Font

[Bitmap font

Laneuage 1: Japanese 32
Language 2 : Chinese (Simplified)
Laneuage & : Korean

Setting

Laneuage Selection

Tnterface Language 8

][4

Tnitial Iterface Language |

e Changing between German and Italian
Language 1: English/Western Europe
Language 2: English/Western Europe

e Changing between Japanese and English
Language 1: Japanese 32
Language 2: Japanese 32

Font Setting @

Font | Transter Font Setting | Export / Import |

Local Mode

Fant

[Bitmap font -

ilanguage 1 : Enelish/Western Furope
Language 2 English/Western Europe

A Setting

Laneuage Selection

2

Interface Language

A [

Initial Interface Laneusze 1

Font Setting

Fent | Transfer Font Setting | Export / Import |

Lacal Mode

Font

Bitmap font -

Laneuaee |- Japanese 52
Lareuasz 2 - Japaness 32

Setting

Languags Selection

Tnterface Language ?

A [

Titial Interface Language |
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6.2 Setting Procedure

program is transferred.

Select a language number for [Initial Interface Language] so that the corresponding language is displayed when a screen

Select the checkboxes of the required fonts on the [Transfer Font Setting] tab window. More fonts selected for transfer

results in less capacity available for the screen program. Deselect the checkboxes of any unused fonts.

e Example 1 e Example 2
Font Setting Font Setting =
Transter Fant Setting | Export / Impart | Transfer Fant Setting | Export / Import |
7] Japanese Gothic [Cisparass Gothic
| Japinese s——— This checkbox for Language 1 I Gottic (IBM Exterded Character)
is selected because Language 1 [ Ghinese (Traditiona) EnglishiWestern Furcpe HI Giothic
is always transferred. [[]Chinese (Simplified) Enelish/Western Europe HK Times

[ Karean [ Kerean

[7|Gentral Europe [C]Gantral Eurape

[T Gentral Europe{lS0) Jspanese stroke [C]Gentral EurapelI30) Japanese strake

[Tl Gyrillic EnelishAestern Euraps stroke [FlGyrillic English/Western Europe siroke

[ Gyrillicf1s0) Chiness (Traditional) strake [ oyrilliIs0} Chinese (Traditional) stroke

[Claresk Chiness (Simplifiad) stroke [l éareck Chiness (Simplified) stroke

[C] Greek(Is0) Korean stroke [7] Greek(50) Korean stroke

[ Turkish Central Europe stroke [ Turkish Central Europe stroke

[ Turkish(ISO) Cyrillic stroke [ Turkish(150) Cyrillic stroke

[ Baltic Greek stroke [7] Baltic Greek stroke

Turkish stroke Turkish stroke
Baltic stroke Baltic stroke

font Memery 255480 byts Font Memory B505024 byte Font MEmeY 85452 byte Font Memery 5505024 byte
Sereen Memory 511994 byte Screen Memory 10891260 byte Soreen Memory 511084 byte Scroen Memory 10891280 byts
{Used) {Awailable} TUsed] LAwallable]

This completes the necessary settings.
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6 Language Changeover

6.2.2 Method of Storing Fonts on a Storage Device
(Not Available with TS2060)

Font Setting Window

1. Click [System Setting] — [Multi-language Setting] to display the [Font Setting] window.

2. Set a value for [Interface Language].
Example: Set “3” to allow changing between three languages.

3. Select the desired font type on the [Font] tab window. Under the [Font], select languages to be displayed.

e Example: Changing between Japanese, Chinese (Simplified), and Korean
Language 1: Japanese 32
Language 2: Chinese (Simplified)
Language 3: Korean TTF

Font Setting @

Font | Transfer Font Setting | Export / Import |

Local Mode

Japanese -

Fant
[Bitmap font -]

Tanguage 1 ¢ Japanese 92 Sett
Caneuage 2 : Chinese (S implified) il

Laneuage & : Korean

Laneuage Selection

Tnterface Language 8

][4

Tnitial Iterface Language |

4. Select a language number for [Initial Interface Language] so that the corresponding language is displayed when the unit
is changed to RUN mode.

5. Deselect the checkboxes of fonts on the [Transfer Font Setting] tab.

Font Setting @
Transfer Font Settine | Expart / Import |
[CI5apanese: Giothic
Tsparess 32> This checkbox for Language 1
[ClChinese (Traditionall) i selected because Language
1is always transferred.
[ Kerean
[ Gentral Europe:
[ Gentral Europe(I50) Japanese stroke
[l Gyrillie Erlish/Western Europe stroke
[ Oyrillic{150) Chinese (Traditional) stroke
[ Greek Chinese (Simplified) stroke
] Gresk(I50) Korean stroke
[ Turkish Central Europe stroke
[ Turkishi(Is0) Cyrillic stroke
[ Baltic Grask stroke
Turkish stroke
Baltic stroke
foma™™  Tpaz2 oyt Font ey 515024 byte
Screen Memory 511984 byts Screen Memory 10891280 byts
(Used) (Available)
[ Caleulate Memory |
oK Cancel

This completes the necessary settings.
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6.2 Setting Procedure

Writing Font Files to a Storage Device

To perform a multi-language selection using a storage device, you need to store the font file for Language 2 and later on a
storage device, and then insert the storage device into the TS unit.

Storing Procedure

The procedure for storing font data for Language 2 and later are described below.

Step 1 With the screen program open, click [System Setting] — [Other] — [Storage Setting]. The [Storage Setting]
window is displayed.

Step 2 Decide a folder name and enter it into the [Access Folder Name] field. (Maximum of 32 one-byte numerals or
uppercase alphabetic characters)

This folder name serves to identify which fonts stored on the storage device belong to what screen programs
on the TS unit.

Storage Setting @

Storags Connection Target @ Fuitn Socket

) USB Port
[A::ass Foider Name DATONID ] Default: DAT0000

[] Range of Patterns to be Saved to storage
0 il

[ Range of Messages to he Saved to storage
0 il

[ Range of Sereens to be Saved to storage
] o

[7] Store Manual Font Setting to storage

[ Stare 3D Paits in storage:

[] Stare Windows Font in storage
Format Buffering File Automatically

[ Use Passward When Transfening $creen to
storage hom Display

Step 3 Save the screen program.

Step 4 Insert the storage device into the computer.

Step 5 Click [File] — [Storage Manager]. The following window is displayed.
Specify the drive where the storage device is inserted and click [OK].

Storage Drive Select (==l
] Local Disk ~ ok
[D:] Lacal Disk [—]
el .

T e e
1] Removable Disk
[6:] Network Drive [share] -

Step 6 The storage manager is displayed. Click [Storage Setting] — [Write to Storage].

- | Storage Setting Storage Manager(H:\) - [ No Title V8 ]

Storage Setting
=

Latest
Infarmation

[S Sereen (0] Edit | 3/15 Storage Manager(H\)  x |

e Removable Disk (H:) File Name File Type Size Update Date

About the storage manager

The storage manager is an application that facilitates writing of data used on the TS unit to a storage device,
and importing of data from a storage device for conversion into other file formats.

For details, refer to “5.4 Storage Manager".
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6 Language Changeover

Step 7 The [Write to storage] window is displayed.
If the screen program is currently being edited, select the [Write Data Being Edited] checkbox.
If the screen program is not the one currently opened in V-SFT, deselect the [Write Data Being Edited]
checkbox and select the [*.V8] file to write to the storage device by clicking the [Open] button under [Path of
Screen Data File to Be Converted].
Write to storage == Write to storage ==
[ write Data Being Edited
'ath of Screen Data File to Be Converted Path of Scieen Data File to Be Converted
Goen. ElsbealopTES TV |
DSPO000.BIM File Comment DSPO0O00.BIN File Comment
[] Autamatic: Uplaad or [7] Automatic Upload
System Program Transter System Program Transfer
Run after Spstem Program Transfer Run after System Program Transter
Transfer 0% Transfer 05
[7] Do Nt Dverwite Port No. [7] Do Mot Overwite Port No
Table/FROM Backup Area Table/FROM Backup Area
wiite 05 [T white 0%
Step 8 Click [OK].

The font files are saved to the "FONT" folder in the access folder (default: DAT0000) on the storage device.

Storage Setting

Storage Manager(H:\) - [ No Tit

.8
Edit

GOPMN  storage Setting

2P H

Write to Storage Storage
Storage Backup Copy

@
Latest
Information

Put BIN Propert Edit
File Back Comment

M' )~ [ Storage Manager(H:\) x |

Removable Disk (H:)

_|FNT_CHN.FTD
|| FNT_ENG.FTD
_|FNT_KORFTD

File Type Size Update Date

FTD File 2436808 1998/05/23 0L
FTD File 41,2488 1998/05/23 014
FTD File 123360 B 1998/05/25 01
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6.2 Setting Procedure

Font Filenames

The following font files are stored in the “FONT" folder in the access folder (default: DAT0000) on the storage device.

Font Filename @ N M - Stoageseting
Japanese Fnt_jpn.ftd Edit Help Storage Setting
Japanese 32 Fnt_jpn2.ftd > 7 AL Q
- Storage pacian Copy | 1 st Comment | itormation
English/Western Europe Fnt_eng.ftd
Chinese (Traditional) Fnt_twn.ftd [ Sercen @ dit () " Storage Managertt:y |
. . . ) REMovable Disk (H:) File Mame File Type
Chinese (Simplified) Fnt_chn.ftd -} DAT000D T CHNFTD FTD File
. BITMAP ™ .
Korean Frt_korftd oo “Anone Frofie
e JFNT
Central Europe Fnt105.ftd y
Cyrillic Fnt106.ftd b JPEG
. LADDER
Greek Fnt107.ftd MEMO
*
Turkish Fnt109 ftd Fonts other than th.e language 1 font are stored
on the storage device.
Baltic Fnt110.ftd
Gothic Fnt006.ftd, Fnt0062.ftd

Gothic (IBM Extended Character)

Fnt012.ftd, Fnt0122.ftd

English/Western Europe HK
Gothic

Fnt008.ftd, Fnt0082.ftd

English/Western Europe HK Times

Fnt009.ftd, Fnt0092.ftd

Japanese stroke FNT020.FTD
English/Western Europe stroke FNTO21.FTD
Chinese (Traditional) stroke FNT022.FTD
Chinese (Simplified) stroke FNT023.FTD
Korean stroke FNT024.FTD
Central Europe stroke FNTO25.FTD
Cyrillic stroke FNT026.FTD
Greek stroke FNT027.FTD
Turkish stroke FNT028.FTD
Baltic stroke FNT029.FTD

Inserting this storage device into the TS unit, to which a multi-language screen program has been transferred, enables the
multi-language selection function.
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6 Language Changeover

6.2.3 Language Editing

This section explains the multi-language editing procedure assuming that the version of Microsoft Windows on the PC used is
capable of editing the required foreign languages. There are three methods for editing languages.

Directly Edit Items

By specifying the interface language number on the [Language] changing menu, text for Language 2 and later can be edited
on the screen in the same way as Language 1.

Language 1 Language 2

Char, Calr ﬂj
st (](s]az]
Transparency A (]
TetSee %112 /8
v s

A

Ratation + Direction |25 ¥

Character Posiion (][ Z][Z

Use 'wWindows fonts

@ o

Stat 2 2 sty an L

Language |
Interface Language
* Character properties (text ([ Language 2: Chines [Simplfied] )
size and color) can be set for 7] Set coordinates for each language

each language.

e The interface language number can also be changed using the [Display Language] drop-down menu.

e [View] — [Display Change] e [View] — [Display Environment]

™ _ T T T
L )
w File Home arts Display | Others

jliorr - | CdProject = Fundtion fiem | Swichdamp Display  |EOFF =
( |::| Catalog %} Component Device
= iem List %) Component Text = < Display Language [Longuage 1. dapanese '])

Display Change

Overlap Display [#lipo D1 @iD2
Detail

Display Device .
Display Component Parts Device

Show Tag Device

Display PLC No. when displaying device

[F] Z=ro suppress display
Display 1D Number
Display Securty Level

Display Order INC
7] Display Area i
—4. — T »
[@] Apply to all screens
[ok ][ concel ][ sopy

Checking the layout

After editing, always check the layout of each language for problems using the [Language] changing menu.
Character properties can be set for each language.
The point size and color settings can be changed for specific languages.
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6.2 Setting Procedure

Editing in the [Multi-language Edit] Window

Display the text in the screen program edited using Language 1 in the [Multi-language Edit] window and directly enter the
desired text in another language.
Text can be copied and pasted between the [Multi-language Edit] window and Excel (pasted as “Unicode text" in Excel).

Editing location: [Home] — [Registration Item ¥] — [Multi-language]

[Multi-language Edit] window

O 5ereen o] Edit 3 F Multilanguage [0] Edit x |
No. 2:English 3:Chinese (Simplified) 4:Korean Ta rg et
o Fod) TCon iru] T [EER] languages
1 Sa2UEAET. | |[Lanzuaze #ill be sritche BERIES. [HHE HFELICH]
2 [EaLnTEdgme] [oK3] [Tl 7] FELIR]
i [3Le] [es] [ET1A [H1
4 [[Lwz] [Ma] [T17] [OHI 5]
5 [B 48] [Japanese] [Bx] [ZE20H]
6 || |[_Engl ish] [#3r) [204]
. 7 [ [Chinese] ] [==0]

Line No. = Torssn] 3 [5F2]

] [12>@BEE T, EHDSEA I is possible to inplen [E—’P@ﬁlﬂu%ﬁﬁi'[—@ SHHHM M2l 2SS

Language 1 cannot be edited in the [Multi-language Edit] window. To edit Language 1, edit it directly in the
item settings.

* The [Multi-language Edit] window can be used to register up to 1000 lines (No. 0 to 999) per sheet.
When batch copying over 1000 lines (from the second sheet onwards) for editing in Excel, use the following procedure.

Example: Example: Batch copy of languages 1 to 4, numbers 0 to 4647 (4648 rows) in the [Multi-language Edit] window

1) Click [Edit] — [Block Copy]. The [Copy] window is displayed.
Specify target languages and start/end line numbers to copy, and click the [OK] button.

(Eoeacm) = - =
- =
[ Block Paste | | ::> Target Language .

Start Line Mo, 1] =

Multi-language
Setting

EndlineNo. 4647 |- ——— Default: Last line No.

2) Select a cell in Excel and paste.

Excel

8l Language Edit .xlsx

All text in numbers 0 to
4647 (4648 rows) of

¢
Aol & BrEUT languages 1 to 4 are
oKz ZUate pasted.
Yas okl dl
Mo T oty &
Japanese BX oo
7 ES English Hy do
W hEE Chinass Tty Z==o0l

* If text cannot be pasted correctly, click [Paste Special] and select [Paste As:
Unicode Text] to paste. Default: Unicode text

3) After editing in Excel, select the multi-language columns for Language 2 through 4 by dragging and copy them.

Language 1 cannot be pasted (edited) to the [Multi-language Edit] window. To edit Language 1, edit it directly
in the item settings.

4) Click [Edit] — [Block Paste] in the [Multi-language Edit] window in V-SFT to display the [Paste] dialog. Select the
languages for pasting and the starting row number, and click [OK].

Paste
5 =
[T Block Paste | |:\,> Target Language

StatlineNo. 0 5] ——————— Language 2 onwards

Multi-language
Setting

This completes the editing.
After editing, always check the layout of each language for problems using the [Language] changing menu.
For details, refer to page 6-12.
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6 Language Changeover

Export / Import

Export and import can be performed by compiling all languages in a text file per language.

Using this function allows text to be imported after undergoing translation and editing by viewing multiple languages side by
side on an Excel spreadsheet.

Outputting a File for Each of the Languages for Switching

Export procedure

1. Select [System Setting] — [Multi-language Setting] to display the [Font Setting] window and click the [Import/Export] tab.

2. Configure the settings as shown below and click [Export].

Font Settir . .
— = To export to CSV files instead
Font._| Transfer Font Setting | Export / Trport | of Unicode text files, select
A T T = "*.csv" for [File format].
[#] Generate files by language
Detail Setting >>
3. The [Save As] window is displayed.
Enter a filename and click [Save] to output text files.
[Z] Testtxt —— Language 1
=| Test 2 txt Language 2 The same number of files
™ Test tut Language 3 are created as there are
= - languages.
=| Test_4.txt Language 4
4. Start Excel and drag and drop the exported text into the Excel window to open it.
Example: Language 3
= | I=
Home Tnsert Page Layout Formulas Data Review
3 it calibri u ca s == s
Test_3.txt — G Copy -
# Dragand drop U = | i~ &~ 4~
| Clipboard 5 Font

Language 1 cannot be pasted (edited) to the [Multi-language Edit] window. To edit Language 1, edit it directly
in the item settings.

5. Register the text in square brackets in column B.

Z Test_3.txt

MLIBOOOO:STR
AN WLIBOOOO:STR

SN MLIBODDO:STR

LR MLIBOOOO: W00

S MLIBODOO:SWI00

AN SCRNOO0O:BOOSWO0D  [B3]

Do not edit column A. Also, do not delete any square brackets in column B. If these are edited or deleted, file
import will end in failure.

6. After editing, click [File] — [Save As].

Select "Unicode Text (*.txt)"” for [Save as type] and save the file using the same filename.

This completes the necessary settings.
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6.2 Setting Procedure

Import procedure

1. Click [System Setting] — [Multi-language Setting] to display the [Font Setting] window.

2. Display the [Export/Import] tab and click the [Import] button.

Font Setting @

Font | Transfer Font Setting | Export / Impart

[¥] Generate files by laneuags

Detail Setting »>

3. The [Open] window is displayed.
Select "Unicode text (*.txt)" for [Save as type] and open each file one at a time.

[Z] Testtxt ——— Language1
=| Test 2 txt Language 2 Import languages 2 to 4 in order.
=| Test_3txt Language 3
=| Test_4.txt Language 4

renamed or the Language 1 file is edited or deleted, file import will end in failure.

2 Be sure to save the files for languages 1 to 4 in the same place and using the original filenames. If any file is
The Language 1 file cannot be imported.

This completes the file importing process.
After editing, always check the layout of each language for problems using the [Language] changing menu.
For details, refer to page 6-12.
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6 Language Changeover

Outputting All Languages to a Single File

Export procedure

1. Select [System Setting] — [Multi-language Setting] to display the [Font Setting] window and click the [Import/Export] tab.

2. Configure the settings as shown below and click [Export].

Font Setting : . .
To export to CSV files instead
[[Font | Transter Font Settng | Export / Inport | of Unicode text files, select
,
N ) = "*.csv” for [File format].

[ 7] Generate files by language

Detail Setting >>

3. The [Save As] window is displayed.
Enter a filename and click [Save] to output text files.

[Z] Testtxt ———— Languages 1to4 One file is created.

4. Start Excel and drag and drop the exported text into the Excel window to open it.

Example: Languages 1to 4

— EH9-©
A Home | Insert  Pagelayout  Formulas  Data  Review
# cut i = _[m

o S
j 5 Drag and drop
\ < Formatpainter | — - L T[T S A~

‘ | Clipboard £l Font

Language 1 cannot be pasted (edited) to the [Multi-language Edit] window. To edit Language 1, edit it directly
in the item settings.

5. Register the text in square brackets in column C, D, and E (red frame).

Language 2

<< header start —>>

- ; : Language 3
N Excport Multi Languages Text List

Language 4

Infa:01,1,1,1

: 1:Japanese 2 English IChinese Simplified)  4:Korean

W {{—— header end >>
MLIB000O:STR (20 [Confirm] [AEiA] (&1
MLIB000O:STR [ER2#WBAZT.] |[Language will be switche (REHRIES. ] [de S BFEUTE]
MLUIBOO0OSTR [EBLLTIT] [OK7] [arkirg 2 ] [Es4 7]
MLIBO000SWOU0 [Ilr] [res] [a71:] [=1]

N MLIBOO0D SWOUO MalAE]D [hind [Riz] foll 21
OO DR AAOO - DO S e ra =51 T hmmmimmimm 1 rm=rl rel 2041

Do not edit the first to fifth rows (header) and columns A/B (language 1). Also, do not delete any square
brackets from column C, D, or E. If these are edited or deleted, file import will end in failure.

6. After editing, click [File] — [Save As].
Select "Unicode Text (*.txt)" for [Save as type] and save the file using the same filename.

This completes the necessary settings.
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6.2 Setting Procedure

Import procedure

1. Click [System Setting] — [Multi-language Setting] to display the [Font Setting] window.

2. Display the [Export/Import] tab and click the [Import] button.

Font Setting @

Font | Transfer Font Setting | Export / Impart

[¥] Generate files by laneuags

Detail Setting »>

3. The [Open] window is displayed.
Select “Unicode text (*.txt)” for [Save as type] and open the file.

|'_3=°°| Testtxt —— languages 1to 4

This completes the file importing process.
After editing, always check the layout of each language for problems using the [Language] changing menu.
For details, refer to page 6-12.
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6 Language Changeover

6.2.4 Language Selection

There are two ways to change the language.
Use either a switch function or macro command.

Switch Function

The interface language can be changed using a switch with the function [Language changeover].
Each time a [Language changeover] switch is pressed, the interface language switches in the specified order beginning from
the [Initial Interface Language]. A desired language can also be displayed by specifying its number with an external command.

Location of Settings

Switch settings window — [Function] — [Function] — [Language changeover]

IE Function
Style Dy .
Overlap Gontral
A |
char.prop. | (IEE ver 1)
IE' |Operation Log Viewer Display -]
Explanation
Qutput Device Used for switching the interface lsnguage in the specified order beginning from [Initial Interface Language]. Meanwhile, a desired
‘ | language can be displayed by specifying its number with an sxternal command
Function Display Language
® o
@ Auto Change
() Device Designation
Item Description
Fixed Display the interface language of the specified language number.
Language 1 to 16
Auto Change Change the interface language in the specified order beginning from the [Initial Interface Language] set in

the [Font Setting] window. Languages that are not selected in the window will not be displayed.

Device Designation Display the interface language of the number stored at the specified device memory.
0: Language 1
1: Language 2
2: Language 3

15: Language 16

The number of interface languages can be checked at [System Setting] — [Multi-language Setting] — [Font

c If a nonexistent language number is specified for display, an error beep sounds and no action takes place.
Setting] window.

Redraw Timing

When the interface language is switched, the screen is redrawn. The following actions also take place at the same time.
e Open macro, close macro (screen, multi-overlap library)
e Cycle macro (screen)
o $T device memory zero clear (screen)
e Screen interrupt command transfer (PLC type: universal serial) (screen)

Prevent execution of these operations when redraw occurs by selecting the checkboxes as required.
Location of settings: [Screen Setting] — [Screen Setting] — [Show/Hide Item] — [Redraw the screen]

Screen Setting @
Main | Entry | Others | Show/Hids em

When chaneing Show/Hide device
[VIFE

When redisplayine the Show/Hide item
[C1$T device Mot hitialized
[CJOPEN Macro Not Exscuted
[T GLOSE Macro Not Executed
[T &creen Interruption Command Mot Transmitted

[T] Apply to all screens:
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6.2 Setting Procedure

SYS (CHG_LANG) Macro Command

The "SYS (CHG_LANG)" macro command can be used to change the interface language.
This command is useful when changing the language using the ON macro of a switch or an external command.

For switching the language on the same screen, use the “RESET_SCRN" macro command.

2 The language is switched over when the screen is changed after the macro command has been executed.
For details on macro commands, refer to the Macro Reference Manual.

Setting Example

Example: Changing the language by switching the screen

Language 1: Japanese Screen No. 0 Screen No. 1
Language 2: Korean =
ELLOEREEALETA? il
Which language do you prefer? = 2 g 2k
4% gz

— With either switch, the
J K —’ 2l . ’
epanesd orean 2 M sz interface language can be

switched over when screen
No. 1 is displayed.

Ao —
E & ® &
> s = INT>.

1. Configure the switch ON macro as shown below.

e "Japanese” switch ON macro e "Korean” switch ON macro

@ Macro to Edit Macro to Edit
Style Setting Method @ Lse switch macros [ Dele e Setting Method @ Use switch macros =
A (©) Specity the macro black number A () Specify the macra block number
Char Frop: sa00100 = 1 ) ————— "MOV" macro command che. Proe. unnio0= 1 () ————— MOV" macro command
@ EYE (GHG_LANG) $un0100 0: Language 1 (Japanese) SYS (CHG_LANG) $un0100 1 Language 2 (Korean)
Output Device Qutput Device
af o
2. Set the function of each switch to “Language changeover: 1".
This completes the necessary settings.
Detail
Device used
Internal Device PLC1 to PLC8 Devices Memory card Constant
F1 ©®
QO: Setting enabled (indirect designation disabled) ©: Setting enabled (indirect designation enabled)
Range
Value Remarks
F1 0: Language 1 Although the setting range for [Interface Language] in the
1. Language 2 [System Setting] — [Multi-language Setting] — [Font Setting]

window and [Display Language] in the [Display Environment]
window is “1" to “16", the range for "CHG_LANG" is “0" to “15".

15: Language 16

Editing procedure

For details on macro editing, refer to the Macro Reference Manual.
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6 Language Changeover

6.3 Detailed Settings

6.3.1 Font Setting

Set the number of languages and fonts for display on the TS unit. Display the following window by clicking [System Setting]
— [Multi-language setting].

Font Setting ==

Font | Transfer Font Setting | Export / Import |

Local Mode

Fant
[Bitmap font -
Langunge 1: Japaress 32 St
Laneuage 2 : Chinese (Simplifiec) sthne

Language 3 : Korsan

Language Selection

Tnterface Lansuage 3

AF [

Tnitial Inerface Laneuage !

Item Description

Local Mode 1 Select the interface language for the Main Menu screen of MONITOUCH. Selectable languages vary with the
[Font] setting. The interface language can also be selected on the Main Menu screen of MONITOUCH.
Japanese, English, Chinese (Traditional), Chinese (Simplified), Korean

Font Select a font type from [Bitmap font], [Stroke font] and [Gothic font].
Setting Set the languages to use.
Interface Language Set the number of interface languages (1 to 16).

Example: Specifying “5" means Languages 1 to 5 can be set.

Initial Interface Language Select the language to be displayed after changing to RUN mode (1 to 16).

*1  The available combinations of language selections for the Main Menu screen and [Font] are shown below.
(Only the fonts selected on the [Transfer Font Setting] tab window can be set as the font that can be set on the Main Menu screen.)

Main Menu screen Font

Japanese, English Japanese

Japanese 32

Gothic
Gothic (IBM Extended Character)
Chinese (Traditional), Chinese (Traditional)
English
Chinese (Simplified), Chinese (Simplified)
English
Korean, English Korean
English English/Western Europe

English/Western Europe HK Gothic

English/Western Europe HK Times

Central Europe

Cyrillic
Greek
Turkish
Baltic
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6.3 Detailed Settings

6.3.2 Transfer Font Setting

Font Setting @
Transfer Font Setting | Export / Import |
[7] Japanese \ / Gaithic \
Japanese 32 Gothic (IBM Extended Character) Gothic font
hinese (Traditional) Enelishestern Europe HK Gathic othicton
Bl st Eurcpe KK Tines )
[ Korsan .
[ Gentral Europe Bitmap font
[ Sentral Europelis) Japanese stroke N
[T Gyrillic Erglish/Wisstern Europs stroks
[ Crillist s Chinese (Traditional) stroke
Stroke Font
[resk Chinese (Simplified) stroke
[ GreeklIs0) Korean stroke
[ Turkish Gentral Europe stroke
[ Turk {150 Cyrillic stroke
[ Baltic Greek stroke
Turkish stroke
Baltic stroke /
Fomt Memary 245452 byte Fomt Memary 5505024 byte
Soreen Memory 611084 byte Screen Memory 10801280 byte
Leed) {Available)
Item Description
Transfer Font Setting Select the checkboxes of the fonts required on the TS unit.

* More fonts selected for transfer results in less capacity available for the screen program. If capacity is
insufficient, do not select unnecessary fonts.

Font Memory (Used) Displays the total memory size used for the currently selected fonts for transfer.
Font Memory (Available) Displays the memory space still available for fonts.

Screen Memory (Used) Displays the size of the screen program currently being created.

Screen Memory (Available) Displays the space available for the screen program.

Calculate Memory Recalculate the volume of data from the current settings.
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6 Language Changeover

6.3.3 Import and Export

Font Setting

==
[[For_[ Transter Font Seting | Expart / Inert |
File format [Unicads text{xtxt) -
[¥] Generate files by laneuage
<< Detail Setting
(W] Cutput strings with [ ]
[¥] Output multiline strings into sinele line.
Switch/Lamp
Multi Text
Gomment
Item Description
Export Use this button when editing text for a language other than Language 1 in another application.
For details, refer to page 6-14.
File format

Select the type of the file to be exported.

Generate files by language.

e Selected

are languages.

Set the file creation method used in exporting.

The same number of files are created as there

e Unselected
One file is created.

r-:=_¢| Testtxt ———— Language 1 |'3=°°| Testtwt ———Llanguages 1to 4
=| Test_2txt ——— Language 2
=| Test_3.txt ——— language 3
[Z] Test_4.txt ——— Language 4
Output strings with [ ]. Selected

Unselected
Delimit output with commas.

Add square brackets to text in output files.

When a file is opened in Excel, some text like the following will not be imported correctly.

Characters on V-SFT

Output File

(Standard cell format)

0123

123

<€— Leading zeros dropped

+BK

#NAME?

<4—— Not recognized as a

character string

Output multiline strings into
single line.

Selected

Unselected

Text is output line by line in separate cells.

Set how multiple lines of text located on a switch or lamp are output.

Lines of text are output in one cell with the line feed code "\n".

Switch Checkbox Output Result
S Selected [Error \n Screen]
Error
Screen Unselected [Error]
[Screen]

Import

Use this button to import an exported file.
For details, refer to page 6-14.
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6.3 Detailed Settings

6.3.4 Manual Font Settings (When a Gothic Font is Selected)

There are two types of Gothic fonts: one is an automatic setting type and the other is a manual setting type, for which you
need to set the size manually.

While text and text on switches is displayed using the size specified for the particular item, items that use fonts of the manual
setting type, which are mainly character and message displays, the font sizes must be specified in their respective setting
windows, [Char. Display] and [Message Display].

Font Setting @

[ Fant [ Transter Font Setting | Export / Import | Manual Font Setting
Stored Points

BPoints [7]1-Byte [ MNon-Kanji f-byte [ Kanji-JI51 ] Kanji-JI52

YFoints [ 1-Byte []Mon-kanji -byte [T Kanji-JIS1 [ Kanji-JIS2
10 Points [ 1-Byte  [FINon-Kanji 2-byte [ Kanji-JI51 [ Kanji-JI52
11 Points [ 1-Byte  CINon—Kanji 2-byte [ Kanji-J51 [ Kanji-JI52
14 Paints [ Nor-Kanji 2-byte  [F]Kanji-J51 [ Kanji-JI52 12 point fonts do not require
16 Paints Non-Kanji 2-byte [ Kanji-JI51 [ Kanji-JI52 setting.
;z gu!ms oyte ElNeent 2 Eltoni-J51 [ oni- 52 They are transferred

ointe  [@] -Byte  [JNon-Kanji 2-byte [ Kanji-J51 [ Kanji-JI52 :

2Points [1-Byte [JNormKanji 2byte  [JKanji-J51 [0 Kanji-JI52 automatically.
2 Points [T1-Byte []Non-Kanji 2-byte [ Kanji-S1 [0 Kanji-JIS2
2% Points [ 1-Byte [ Non-Kanji 2-byte [T Kanji-S1 (7] Kanji-JIS2
2 Points [1-Byte [JNor-Kanji 2byte  [lKanji-J51 [0 Kanji-JI52
% Points [ 1-Byte [JNor-Kanji -byte [l Kanji-J51 [0 Kanji-JI52
thPoints [O1-Byte []Non-Kanji -byte [ Kanji-S1 (0] Kanji-JIS2
T2Points [F1-Byte [INon-Kanji -byte [Tl Kanji-S1 [ Kanji-JIS2

Font Memer Font Memory
(e T6432byte o aem? 550502¢ byte
Scrcen Memory 67857 byte Sereen Memory 10624590 byte
Uoerd CAvailobiz)
ok | [ concal |

Multi-language selection
o Note that the setting for [[]1-Byte] of each point size of Language 1 (e.g. Gothic) affects the setting of
Language 2 (e.g. English/Western Europe HK Gothic). Be aware that change one setting also changes the
other setting.

All settings made for Language 1 also apply to Language 2.
Any changes to the settings for Language 1 affect that for Language 2.

Language 1 Language 2
Font Setting == Font Setting ==
Fort_| Transfer Fant Settine | Expart / Inport | Manual Font Setting | Font_| Transter Font Setting | Export / Import | Manual Font Settine
Stored Points Stored Points
4 Pair Non-Kanii 2-byts Kanji-JI51 [ Kaniji- JIS2 oints [ 22 Points []36 Pairts
9 Paints [CIMan-Kanji 2-byte [ Kanji-JiS1 [T Kanji- JIS2 s Points 724 Points 7148 Points
10 Points [CIMan-Kanji 2-byte [ Kanji-JiS1 [T Kanji-JIS2 10 Points 7126 Points 172 Points
11 Points. [IMon-Kanji 2-byte [ |Kanji~JIS1 [ ] Kanji- 152 7111 Foin 7198 Foin
oints oints
14 Paints. Mon-Kanji 2-byte Kanji-JI51 [ Kanji- JI52
16 Points Non-Kanji 8-byte (] Kanji-I51 (] Kaniji- JI52
18 Points [CIMon-Kenii 2-byte  [] Kanji-J1S1 [ Kanji-JI52
20 Points [CIMon-Kanji 2-byte [ Kanji-JIST  [Z] Kanji- JIS2 Font Memory 786432 byte Font Memory 5505024 byte
(Used) (fivailable)
22 Points [CINon-Kanii 2-byte [ Kanji-JS1 ([ Kanii- JI52 Screen Memory 57657 byte  Screen Memory 10824890 byte
24 Paints [CINon-Kanji 2-byte [ Kanji-JIS1 (7] Kanii- JIS2 (Used) (Available)
26 Points [CIMor-Kanji 2-byte [ Kanji-JIS1 [T Kanji- JIS2
Calelate Mmary

26 Points [CIMan-Kanji 2-byte [ Kanji-JiS1 [T Kanji- JIS2
36 Points, [CIMan-Kanji 2-byte [ Kanji-JiS1 [T Kanji-JIS2
48 Points [IMon-Kanji 2-byte [ |Kanji~JIS1 [ ] Kanji- 152
72 Points []1-Byte [ |Mon-Kanji 2-byte [ |Kanji-JIS1 [ Kanji- JIS2

Font Memory Font Memary

oy 05432 byte (Pl §505024 byte

Soreen Memory 570674 byts Sereen Memory 10824690 byte

{Used) (Available)

Galculaie Memory
oK Cancel oK Caneel

e About automatic fonts
When multi-language selection is used, the font of the automatic setting type selected for Language 1 will
automatically be transferred to the TS unit together with the screen program. However, the automatic
setting type font is not recognized in Language 2 and later.
For Language 2 and later, regard their fonts as those of the manual setting type and set the [Manual Font
Setting] tab window as necessary.
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6 Language Changeover

6.4

Convenient Editing Procedures

6.4.1

Multi-language Batch Change

Overview

Item properties (text color etc.) for multiple languages from language 1 to 16 can easily be changed at once.

Data List Data List

o — r—— —

[D: [ — | oorc | ID: [ —
Password: == change Password:

gl9ojof-|-| kel cr E [ 5 sfafof-| | Bkseff cr

1§2)3j4)5]6)7 1234567

ofwlefriTiv|ufifolrfefrc| v | or g Screen No. 2 ofwfefryrfvjufiforfefc] v § oa Screen No. 2
AlSIDIFfGIH JIKILY:|:]1 LTIRT Space AlSIDIFJGYH JRKILY:]:]1 LTIRT Space]

ZIXJCQVv IBINM). L.} /7]_}¥ D# |} Enter| dﬂ ZIXJCQVIBINEIML. .} -}/ ¥ DY | Enter] ﬂ!

Screen No. 1 Screen No. 1

Setting Example

The procedure is explained with an example shown below.
Example: Changing the switch properties on screen numbers 1 and 2
Text color: black to orange, text property: standard to boldface

1. Select [Tool] — [Multi Language] — [Multi Language Batch Change] to display the [Multi Language Batch Change]
window.

2. Click the [Select] — [Detail] button under [Range Setting] and specify a screen range of 1 to 2. Click the [Select] — [Detail]
button under [Target Item] and select the [Switch] checkbox.

Multi Language Batch Change @w Changed Ttem Setting ==
Fiange Setting Font? Select the item 1o be changed
L] Range Setting =) e
@ Select .’ o | DA [Py Tent
©) Current § = =
unent Screen ( — ; = > - ) i
[£] Message ] 127 z [T Table Data Display
- ﬁ. Compaonent Parts
Target ltem [7] Graphic Library i) 0 a 255
Al [] Overlap Library ] 9939
@ Select ‘ . [7] Scieen Library 0 9933
Settir 5 —
Selected Item o [ Data Black .
[7] Data Sheet o = . |02z z
= ok | -_Cance\
v

3. Select the [Target] checkbox under [Font Setting].

4. In the [Setting on Changes] area, select the [Color] checkbox and select orange. Also select the [Property] checkbox and
select boldface.

Multi Language Batch Change =
Range Setting Fonit Setting
(SF]
@ Select Tagst [l

©) Current Screen || Language 1 Japanese 32
[7]Language 2 : English/westem Eurape
nguage 3 : Chinese (Simplified)

Targetltem guage Gl
8
Setting on Changes
Selected ltem
[¥] Color A E
[ Pasition =

5. Review the settings made in the previous steps, and click [OK].

The settings are updated.
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6.4 Convenient Editing Procedures

6.4.2 Multi-language Batch Copy

Overview

If exactly the same text, such as text on switches and item numbers, as language 1 is to be used, it can be easily copied at
once.
o Before copying
Language 1
No. 1

o After copying
Language 2

No. 1

Language 2

Batch copy

=

[ N

Setting Example

The procedure is explained with an example shown below.

In this example, the text and characters on the switches placed on all screens in language 1 are copied to screens in language
2.

Language 1: Japanese 32
Language 2: English/Western Europe

1. Select [Tool] — [Multi Language] — [Multi Language Batch Copy] to display the [Multi Language Batch Copy] window.

2. Select [All] under [Range Setting] and set the target items to [Select] — [Detail] — [Text] and [Switch].

=3

Multi Language Batch Copy

Range Setting Fant Setting

Langua

Al

@ Al From

) Select Detail o

) Current Sereen

Target Item

1]

Changed Item Setting

Select the item ta be changed

(A

==

[/Pey Text

[TJAEZ Mult Text

[T Pattem

Switch

[CI@ Lamp

[CIZE Mum. Display
[CIZ3 Char. Display
[T Table Data Display

@ Select Component Parts
Setting on Changes e Comp
Selected ltem e T
F
e
P

3. Inthe [Font Setting] area in the [Multi Language Batch Copy] window, select [Language 1] for [From] and [Language 2] for

[Tol.

4. Batch copy in this example targets all properties. In the [Setting on Changes] area, select the [All] checkbox.

Setting on Changss
Selected ltem

Multi Language Batch Copy @
Riange Setting Font Setling
©) Select Detail @emy an
() Curent Soreen
Taarget ltem
@Al

Tet Color
Property Enlarge Point
[¥] Windows Fart

Pattern o,

5. Review the settings made in the previous steps, and click [OK].

The settings are updated.
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6 Language Changeover

6.4.3 Multi-language Reordering

Overview

Interface languages from language 1 to language 16 can be reordered easily.

Language 1: Japanese 32 Language 1: English/Western Europe

Language 2:
English/Western Europe

Language 2:
Chinese
(Simplified)

Language 3: Chinese (Simplified) Language 3: Japanese 32

Setting Example

The procedure is explained with the settings shown below as an example.

Language 1: Japanese 32 —  Language 1: English/Western Europe
Language 2: English/Western Europe —  Language 2: Chinese (Simplified)
Language 3: Chinese (Simplified) —  Language 3: Japanese 32

1. Select [Tool] — [Multi Language] — [Rearrange Language Order] to display the [Rearrange Language Order] window.
2. Select the language number using the pull-down menus next to [Language 1], [Language 2], and [Language 3].

[Rearrenge Lanquage order ==

The crder of the languagss wil be rearranged.

Langusge T [Japanese 32 > [[Longusge2  ~
Language 2 |EnghshMestem Europe -» | | Language 3 -
Langusge 3 [Chinese (Simalifed] > | [Language 1 -
Languaged | > | -
Language 5 | > =
Language B | > A
Language 7 | > A
Language B | > A
Language 8 | > | -]
Language 10 | > | -]
Language 11 [ > -
Languags 12 [ > -
Languags 13 [ > -
Language 14 [ > | -]
Language 15 | > | -]
Language 15 | > -

3. Review the settings made in the previous steps, and click [OK].

The settings are updated.
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7.1 Overview

7.1

Overview

7.1.1

"Tag editing” is a function used to assign names (tags) to PLC or internal device memory ($u, $L, etc.) used on the TS unit and
use these names for screen program creation. Tags can be divided into three general types: device memory designated tags,
variable designated tags, and array designated tags.

Tag Types

Device Designation

Assign a tag name to a PLC device memory or internal device memory, and set the device memory for the part or item using
the assigned name.

Example: In the [Tag Database Edit] window, register PLC device memory addresses “M0", “D100" and “D101" with names “Alarm 1",
“Frequency” and "Acceleration Time”, respectively.
/ Tags \

[Tag Database Edit] window

Device memory Tags
—>Alarm 1
MO <:’> Alarm 1
p100 <> Frequency "> [Frequency
D101 <> ﬁrcssleration —> |Acceleration time

O I, Frequency

— HZ
Acceleration

Alarm 1 time

=

S

Set device memory addresses for parts using tags.
Lamp device memory: “Alarm 1" (M0)
Numerical data display device memory: “Frequency” (D100), “Acceleration time” (D101)

n= For details on the procedure for editing tags, refer to 7.2 Editing Tags" page 7-3.

Variable Designation

Assign a tag name to a variable in the variable area of the TS unit, and set the device memory variable for parts and items
using the assigned names. This is useful for specifying a working area for TS internal processing, such as for macro and
password functions etc.

Example: Variable area in the TS unit

DRAM
$u/$s/$T/$P
SRAM :
“Tag" variable
5L > = 4
[mn) /
$LD TS = /

7
Use this variable area.
(No device is allocated. The variable is
identified by a name given freely.)

n== For details on the editing procedure, refer to “7.2 Editing Tags” page 7-3.

Variables
A "variable” is an area that stores data temporarily. This area is used for temporarily storing data, such as a default value or
calculated value. The capacity of the variable area is 4096 words for both single words and double words, respectively.

For details, refer to "“Tag” Variable Capacity” page 7-18.
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Array Designation

The array format can be specified for the tag. If there is multiple data of the same type, they can be registered at one time.
This makes data management and maintenance easier.

For example, when allocating 10 variables that have the same properties (DEC, 1 word) without using the array format, 10
variables must be registered individually as shown below.

[Tag Database Edit] window Data 10 pcs.

[
: Dec 1 word
IDO Data 1
D1 Data 2 Dec 1 word
ID9 Data 10

Data 10 Dec 1 word

When registering one tag with 10 elements in the array format, 10 variables can be secured in the same way as shown above.
If there is multiple data of the same type, the array format can be used to make configuration easier.

[Tag Database Edit] window Data [10] = DEC, 1 word
— Data [0]
IDO Data [10] | Data[l]
Data [2]

I

“"Data [2]" is automatically
assigned here.

Data [9]
In the case of the bit variable:
Error 1 [Tag Database Edit] window £ (5) = 1 bit each
|:| EOI’ 3 I [ rror = IT eac [4] ..... [1] [O]
Error 5 — T
5 Tl
Error 2 IDO Error [5] [ |

Array

|:| Error 4 D
|:| % “Error [2]" is automatically assigned here.

1= For details on the editing procedure, refer to "7.2.3 Configuring Arrays” page 7-6.

7.1.2 Importing Tags

Tags or system labels registered in PLC software can be imported using V-SFT and used as tags.

p== For details, refer to the following.
e “MITSUBISHI ELECTRIC" page 7-9
e Siemens
- "Model S7" page 7-13
- "Model S7-200" page 7-16
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7.2

7.2.1

Editing Tags
Click [Home] — [Registration Item ¥] — [Tag Database], specify a group number, and register tags in the [Tag Database Edit]
window.

There are three ways to edit tags.
Refer to the following.

n= "7.2.1 Direct Registration in the [Tag Database Edit] Window" page 7-3
1= "7.2.2 Editing in a CSV File" page 7-4

1= "7.5Importing Tags” page 7-9

Direct Registration in the [Tag Database Edit] Window

This section describes the procedure for registering “D100" and "D101" (word device memory) and “M0" (bit device memory)
of the PLC1 device memory using tags.

1. Click the [Tag] field and register a tag name.

Bl sasenicaic 7T e et x|

1D [ [1ag Type Amray | No. of Elements Devioe Comment
Erequency_setup
1

2
i
n

] o

2. Click the [Type] field and select a data type from the list.

LB seeenpieaie 0 Ta at_x |
El -2y | No. of Elements Device Comment
]
! 1
g |2
3 |FLoAT ]
4 Bit Yarisble 3
L AInteszer Variable 3
|Double-ward Inteser Variable |
6 FLOAT Variable ]
i X <
; | o

* To register the same type of data at once with consecutive device memory addresses, use the array format.
1= For details, refer to "7.2.3 Configuring Arrays”.

3. Click the [Device] field and set a device memory address.

[T B sacenidint)” [ Tog Dotabaselor et | p
CEE e

Armay | No. of Elements. [ Devioe ‘Cﬂmmm

-
fo— 26 Z|N
)=

i} tup

O]
O
5]
O
r

1
2
3
n

4. Click the [Comment] field and enter a comment describing the tag.

5. To register a new device memory address using a tag, select another ID number and repeat steps 1 to 5.

[ sceeniEdti) B Tog Databaselo et |

D |Tag Type Amay | No. of Elements. Device Comment
0 Frequency_setup Word ] oonton Inverter Port Mo.l
1 hecelerat ion_t ime Word a pooiot Inverter Port No.l
2 Alarml Bit ] Monoon OM: Abnarma | OFF 2 Morma |
s O
4 0
This completes the necessary settings.
Tags can be specified in the settings window of each part.
e Word designation: e Bit designation:
Device Tag w | Frequency_setup - Lamp Device
Tag - | &lam1 ~ (Bit device)
Lamp Device
Tag ¥ | Frequency_setup-00 »  (Word Device)

* -xx is the manually entered part of the bit.
xx: 00 - 15, 00 - 31
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7.2.2 Editing in a CSV File

The data registered in the [Tag Database Edit] window for a screen program can be exported to a CSV file. The CSV file can be
edited on a PC and then imported back into the screen program. In the example below, changes are made to the data
registered with ID No. 0 in the [Tag Database Edit] window using Excel.

e Tag: Frequency_setup — Run_status
e Device: D100 — D105
e Comment: Inverter Port No. 1 — ON: RUN, OFF: STOP

1 sazenmica VT Te e = |

o |[= ype Anay| No.of Blements [ | Devies [ Comment |
0 | Freauency_setun ard [} [boaton [Inverter Port Mo.1 )
| e e ord O RN

z |alarnl Bit [m] Ha0000 Im:Abnurmal OFF :Horma|

3 =] |

4 O |

3 [ml I

1. Click [Edit] — [Tag Export].

@ ] + M Skip pg =~ Tag Database[0] Edit - or for. Tag Database
File  Hol

Edit  View  Transfer___ SystemSetting  Tool  Help

m
Eﬁ b cut  CWRedo ’f @
¥ Delete @) Detail Setting

Paste  Copy Tag | Tag
- ¥) Undo Import | Export

2. Enter an arbitrary filename in the window, select "Csv File (*.csv)” for the [Save as type] field, and click [Save].

3. Open the CSV file in Excel, edit each field for ID number 0, and save the file.

&) TagE_ABC.csv

A B E D E F G

1 |SYMBOL=t VERS! REV=0

2 1D = Tvpe Array Setting Mo, of Elements Addeoc Do id

3 1 0 (PLo1[000100] Inverter Port Mot )
4 1 ACGCEIE rato n_time 1 o) PLUT DU | Inverter Fort (N0

B 2 Alarmi i} 0 PLC1 [MOOOOO]  OM:Abnormal OFF:Marmal
6 3 Alarm2 i} 0 PLCT [MOOOO ] OM:Abnormal OFF:harmal
7 4 Flagl 3 o) Within macro

a 5 Count_valuei 4 o) Within macro

9 & Title 1 1 5 PLC1[D00200]  Production A-line

10 |[0]

1= For details on the data in CSV files, refer to “CSV File Configuration” page 7-5.

4. Open the [Tag Database Edit] window and click [Edit] — [Tag Import].

@ ] + M Skip pg =~ Tag Database[0] Edit - for. Tag Database
File  Hol

m Edit  View _Transfer  SystemSeiting  Tool  Help
Eﬁ b cut  CWRedo ’f @
¥ Delete @) Detail Setting
Paste  Copy Tag | Teg
- ¥) Undo Import | sxport

[

5. Select the CSV file saved in step 3, select “Csv File (*csv)" for the [Files of type] field, and click [Open].

File types

TICLoDT 1 Navgau e vy
Siemens S7 Project File (*.s7p)
Siemens 57-200 File (*.csv)

This completes the necessary settings.

P R T R e

[RPE= [ Type Arzy | No. of Elements [ Mavica | F——
El [Run_status )uwd O @1 05 oMz RUN, OFF : STOP )
1 wooereracronoime Ward =] T Trverter Tort o1
@ Jalarml Bit =] Wanann i morma! OFF sHorma
3 Alarm? Bit ] Moono1 OM: Abnarma | OFF 2 Morma |
4 Flasl Bit Yariable =] Within wacro
5 Count _valuel Integer Yariable ] Within macro
B [Title Word 5 Danzan Product ion_i | ine
’ 0
i O
* IDs that already have tags are overwritten with the imported data.




7.2 Editing Tags

CSV File Configuration

A CSV file opened in Excel is formatted as shown below.

[Tag Database Edit] data exported to a CSV file

=) TagE_ABC.csv

LA B_ _ _| « c. 1o I E._ I F_ E
1 S¥YMBOL=1  WERA REW=0 1
D_ _ _ _Taz _ _ _ _ _ _ Tvpe _ Array Setting_ Mo, of Elements _ Address _ _ _ yComi * Do not change the header
0 Freguency_setup 1 0 PLCA D001 00]  Inver information enclosed in the
1 Acceleration_time 1 0 PLCA[DOO1 011 Irver red dotted frame. Otherwise,
2 Alarmi 8] 8] PLCT [MOODDD]  OM:2 the data in the CSV file cannot
3 Alarm2 8] 8] PLCT[MOODDT ] OM:2 b dy i ted into th
4 Flagt 3 0 Withi e correctly imported into the
5 Count_valuel 4 0 Wiithi screen program.
6 Title 1 1 LC1 [D00200]  Production_A-line
The number of elements in an array
must be the same as the number
shown in [No. of Elements].
Column Item Description Remarks
A ID 0 - 65535 Numbers within square brackets [ ]: Element No. 0 to 4095 with the use of arrays 1-byte
B Tag 1 Within 70 one-byte characters 1-byte / 2-byte
C Type 0: Bit device memory 4: Integer variable 1-byte
1: Word Device memory 5: Double-word integer variable
2: Double-word device memory 6: Real number variable
3: Bit variable 7: Real number device memory
D Array Setting | 0: Not used, 1: Used 1-byte
No. of 1 - 4096 1-byte, only
Elements when "1" is
specified for [D.
Array Setting]
F Address PLC device memory PLCx [xxxxx] 1-byte
L Device memory + address
PLCNo.1 -8
Example: Specifying PLC1 Mitsubishi D100
e 1:1 connection e 1:n connection (port No. 0)
Word designation: PLC1 [D00100] Word designation: PLC1 [0:D00100]
Bit designation: PLC1 [D00100-00] Bit designation: PLC1 [0:D00100-00]
Internal device memory: XXXXX
$u/$T/$s/$L/$LD .
Device memory + address
Example: Specifying internal device memory $u100
Word designation: $u00100, bit designation: $u00100-00
Memory card device [xx:xxxx] #XXXX
L
File No. 0 to 15 ’ Data No. 0 to 4096
Record No. 0 to 4095
Example: Specifying File No. 0, Record No. 0, and Data No. 100
Word designation: [0:0] #0100, bit designation: [0:0] #0100-00
I/O device memory PLCx [xxxxx]
L Device memory + address
PLCNo.1 -8
Example: Specifying PLC1 Fuji Electric T-link TIOO
Word designation: PLC1 [TIOO], bit designation: PLC1 [TI00-00]
Common device memory: CW/CB/MW/MB/VW 1-byte, only
PLCx [xxxxx] when the
L——— Device memory + address general-purpose
PLCNoI - 8 FL-Net is
o designated as
Example: PLC1
e Specifying CW100
Word designation: PLC1 [CW0100], bit designation: PLC1 [CW0100-00]
e Specifying MW100 (port No. 1)
Word designation: PLC1 [1:MW0100], bit designation: PLC1 [1:MW0100-00]
G Comment Within 130 one-byte characters 1-byte / 2-byte

*1 Data that includes unusable characters cannot be imported. Refer to "Detailed Settings” (page 7-7).
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7.2.3 Configuring Arrays

This section describes the procedure when “5" is specified for [No. of Elements] for the PLC1 device memory "D200", and “3"
for the integer variable in the array format.

1. Select the [Array] checkbox and specify the number for the [No. of Elements] field.

B saeenmiEsiti ) [P Tag Datavaseioy e x |
D |Tag

Type Array | No. of Elements Device ‘Comment

] Product Mame Ward i 00200 Aline
1 F: 1 Int Yariabl v |3 AL

arameter nteger Yariable EANE ne
2 1 S |
3 0 > D200 to D204 are used.
4 O R I
i O 3 words are used in the variable area.
B O | |

&= e A maximum of 4096 elements can be set.

e If the bit variable is specified in the array format, 1 word is occupied in the variable area even if “16"
or a smaller number is specified for the number of elements.
For details, refer to "Tag Settings” page 7-18.

2. Double-click on the ID number and enter a description in the [Comment] field of the [Detail Setting] window.

T B sassamiEdtin ) T Tog petebescio et |

D [Tag Type Amay | No. of Elements Device Comment
0 [Producthene Ward 5 000200 ALine
1 |parameter Intezer Yariahle g ALins
H O
3 =
n Detail Setting ==
g L
g Tag  Productiame
u |

ype: | Wor - |
3

Mool g =
Array Setting Element 2 Anay Settinges,

Total [0] (= D200)

Element No. ‘Comment
Total 1] (=D201) — | ™ BE00 (Reed)
1 D201
Total [2] (= D202) L0 D202
| P o203
Total [3] (= D203) — | _— bz

Total [4] (= D204) Devier [FEL___<J0 Flp__-joo0 2

Comment:  ALine

* The [Detail Setting] window can also be displayed from the [Tag Database Edit] tab or by
right-clicking and selecting [Detail Setting].

This completes the necessary settings.
Tag arrays can be specified in the settings window of each part.

e Tag [n] (n: number of elements in the array)

Device m Parameter[]] -

* Manually enter a value for [n].

7.2.4 Importing Tags

Tags or system labels registered in PLC software can be imported using V-SFT and used as tags.

1= For details, refer to “7.5 Importing Tags” page 7-9.
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Detailed Settings

[Tag Database Edit] Window

The [Tag Database Edit] window consists of 256 groups, and 256 lines can be registered per group. Accordingly, a maximum of
65536 lines can be registered in total.

Location of settings: [Home] — [Registration Item ¥] — [Tag Database]

Group No. 255 No. 65280

Group No.2  No. 512|
GroupNo.1  No. 256 |

Group No. 0 No. 0 |Frequency word device memory
No. 1 |Acceleration time word device memory
No.25.5 Alarm bit device memory [Tag Database Edit] window
B screen ] Edit { )/ [Ff Tag Databaseo) Eqit  x |
S Type Amay | No. of Elements Device Comment
i O
i 0
B O
s 0
4 0
5 O
g 0
B O
s 0
f O
10 O
i O
12 O
Item Description
D Line No. 0 to 65535
Tag Specify a tag name. Max. 70 one-byte characters (two-byte characters allowed,
one-byte/two-byte/uppercase/lowercase are treated as different characters.)
Type, Device Specify the data type for the tag.
Device memory Type Data Type
PLC device memory Bit 1-bit data

Internal device memory

Memory card Word 1-word data
1/O device memory Double-word Double-word data
Common device memory o —
Real number 32-bit single precision real number format
Variable Bit variable 1-bit data
Integer variable 1-word data

Double-word integer variable | Double-word data

Real number variable 32-bit single precision real number format
Array Use an array.
For details on setting arrays, refer to “7.2.3 Configuring Arrays" page 7-6.
No. of Elements When [Array] is checked, specify the number of elements to be used in the array. Max. 4096
Comment Enter a description for the tag. Max. 130 one-byte characters (two-byte characters allowed,

one-byte/two-byte/uppercase/lowercase are treated as different characters.)

If an unavailable character is used, the following message box will appear. In this case, perform registration
!j: again.

VSfte0 (==

Letters that are not available for tag name were entered.
l The following letters are not available for tag name.
Space, "+, "%, T T TR M| MY RAT mnnn nen g g

=

"Single Quotation”, "Double Quetation ', "[", "1} "', "=", "#", 3",
"%", "TAB'", "DEL", "SP", numerals (not available for the first
letter of the tag name)
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7.4 Tag Status List

The tag status list of the entire screen program can be searched and the total word count of tag variables can be checked.

1= For details, refer to “Checking the Capacity of “Tag" Variable” page 7-18.

The procedure of searching only for tags currently in use is explained as an example.

1. Click [Tool] — [Search] — [Tag Use] to display the [Tag Use] window.

2. Click the [w] filter button next to [Status of Use].
Only select the [In use] checkbox and click [OK].

Tag Use x
aEE

Tag ! Type ! Device. ! Status of Use IE'I
[Frequency _setus fiord oot ot Used 1

41 seending Crder
Z

Text search is

possible.
The necessary settings have been completed.
The search results are displayed. Selecting a tag displays the location of use.
4 nr »
An item can be crested by dragging and dropping the tag.
[ Used Point
Screen[0] Num. Display Device Double-click to Jump to

the location of use.

4 n 3
Total Word Count of the Tsg Varisbles
For Word 204036 Word

For Double-Word 04036 Word
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7.5

Importing Tags

Tags or system labels registered in PLC software can be imported using V-SFT and used as tags.

Manufacturers of supported PLCs

e "MITSUBISHI ELECTRIC” page 7-9
e Siemens

- "Model S7" page 7-13

- "Model S7-200" page 7-16

MITSUBISHI ELECTRIC

Global labels registered in Simple Project (with labels) or Structured Project in MITSUBISHI ELECTRIC's software GX Works?2
can be registered as system labels in the software MELSOFT Navigator. These system labels can be exported in CSV file
format. When such CSV files are imported using V-SFT, system labels in the files can be used as tags in V-SFT.

* For details on using PLC software, refer to the relevant PLC manual.

When whole program compiling is executed in GX Works2, device memory addresses registered with global
labels will be reassigned to global labels. If there are global labels with no PLC device memory addresses
assigned, addresses of such labels will be assigned according to the automatic assignment setting made in GX
Works2.

Therefore, assigning PLC device memory addresses to global labels is recommended.

Supported PLC Models

Manufacturer PLC Model

MITSUBISHI ELECTRIC QnH (Q) series link
QnH (Q) series CPU

QnU series CPU

Q00J/00/01 CPU

QnH (Q) series (Ethernet)

QnH (Q) series (Ethernet ASCII)
QnU series (built-in Ethernet)
QnH (Q) series (CC-LINK)

L series link

L series (built-in Ethernet)
FX3U/3UC/3G series CPU
FX3U/3UC/3G series link (A protocol)

* Importing using V-SFT is allowed provided that [PLC1] and a 1:1 connection mode are set in the [System Setting]
— [Hardware Setting] window. Importing is not possible for PLC2 and subsequent PLCs.
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Procedure

This section describes the steps to import “Device A" data registered in the system label list into a screen program.

%z MELSOFT Mavigator ...ents and Settings\fukushima\y Documents\Device - [DeviceA]
R = = WS N P NN - 0 - 01

i Workspace  Project  Edit  View Systemlsbellist Onfne  Tools  Window  Help -8 X

i workspace 2% .0 Module Confiouration” ¥ Devicea | % | b -
= & Device
= B Metwork Configuration Find Object
~ M patyork Configuration
=7 Module Configuration Find Characters | | [ Find et
= i Q Module Configuration
B ProjectA(Q03UDE)<Q |
9 cc-Link Configuration

| Delete ‘ System Label Name‘ Label Name ‘ Data Type ‘ Constant | CPU Name | Froject Mame | Device ‘ Attribute ‘ Comment:

T Ho Assignment Project 0O count_vahuet Count_Yaluel Word[Signed] QU3LDECPU ProjectA D100 Global  Macrolock_No.10
LB Project List O count_vahe2 Count_Yaluez  Word[Unsigned]/it[ 18hit] QUALDECPL ProjectA 1ot Global  Macrolock_No.10
= & Structured Data Types O count_vahes Count_Yalues  Word[Unsigned]/it[ 18hit] QUILDECPL ProjectA D102 Global  MacroBlock_No.10
Structurel O  High_speed1 High_Speedl  FLOAT[Single Precision] QU3UDECPU Projectd RLOOD Global PUL
=¥ System Label List O High_speedz Hgh_Spesdz  FLOAT[Single Precisian] QUILDECPU Projecth R100Z Global  Py2
& O Runt Runt Bit: QU3UDECPU ProjectA 0 Global  Mou0_futcRun
O rRunz Run2 Eit: QU3LDECPU ProjectA m1 Global  Mou1_futcRun
O rum3 Run3 Bit QO3LDECPL ProjectA = Global  Mou2_AutcRun
O Stuckuret Struckurel  Structurel QUILDECPL Projectd Shruckure

Structure

Check Device

StructureL(Structurel)

<
[ 5ystem label is being edited

Label Mame Data Type Device Comment:

Waord[Signed]
‘0 enable the edited contents of the system label, Word[Signed]
eflection to the system label database is required orcl lanes
lease execute "Reflect to System Label Database| Element3 Ward[Signed]

@ m

(5

i Output

rrrrrr The waorkspace saving is started, ——
Cherking before registering in system label database s started. ..
The check before registering to the system label database is completed ** Wihen the element i acited and reflected ko the system label database, ol the devies are deared.
There is no errar and na warning.

Checking the route infarmation...
The check of the route infarmation is completed.
------ The workspace saving is completed, -

~

Output r Task List ]

(R I T |

* The following table lists the types of data that can be imported using V-SFT and the data types after importing.

MITSUBISHI ELECTRIC “System Label”

Data Type for Tags in V-SFT

Data Type Length
Bit 1 bit Bit
Word [Signed] 1 word Word
Word [Unsigned] 1 word
Timer 1 word
Counter 1 word
Retentive Timer 2 1 word
Double Word [Signed] 2 words Double-word
Double Word [Unsigned] 2 words
Time 2 words
FLOAT [Single Precision] 2 words Real number

*1  No other types of data can be imported using V-SFT.
*2  With the PLC model QnH (Q) series (CC-LINK), data of the type “Retentive Timer” cannot be imported.

1. Start MELSOFT Navigator.

2. Right-click [DeviceA] under [System Label List], and then click [System Label List] — [Export].

= @d Q Madule Configuration
i ProjectA(QD3UDE)<QL
-7 ce-Link Configuration
1& Mo Assignment Project
gk Project List
BEE’ Structured Data Types
- BE Structurel
R System Label List

System Label List 3 ‘ Rename

Reserve Delete

ancel Delate Recervatinn

(|| Export... D
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3. A message dialog box is displayed. Click the [Yes] button.

MELSOFT Navigator X

' The system label will be exported.
LY

-System label list name is output as the file name.

-Cannot operate MELSOFT Mavigator during exporting.

-Please do not power off the personal computer during exporting,

-The process cannat be canceled by pressing [Ctr] + [Break] during exporting.

-wrhen an array of structure is used in a system label lisk, the system |sbel list cannot be autput.

-The import Function does not allow editing the element of a structure,

-The element of the structure is added and a system label to which a device is not assigned cannat be imported.

Do you wank bo execute?

4. The [Select Export Destination Folder] window is displayed.
Select "CSV" for [Save as type] and click [Save].

5. Open the destination folder. Check that the CSV file with the same name in the system label list is created.
(Example: DeviceA.csv)

E3 Microsoft Excef

&) Fle gdt view Inserc romar ook Data Window Help
DEES gRY iBRT - LR A O | R R e mjto & 8%, W
RE4 - =
A B c D E F G H | J K i
1 DeviceA
2 |System Label Name | Label Name  Data Type Constant |CPU Name  Project Name Device Attribute Camment Remark
3 Count_Valuel Count_Waluel ‘Word[Signed] QO3UDECPU  ProjectA D100 Global | MacroBlock_No.10
4 |Count_Malug2 Count_Walue2 ‘Word[Unsigned)/Bit[16bit] QO3UDECPU  ProjectA D101 Global | MacroBlock_MNo.10
5 Count_Value3 Count_“alue3  Word[Unsigned]/Bit[16hit] QO3UDECPU  ProjectA D102 Global | MacroBlock_No.10
6 |High_Speed! High_Speed!  FLOAT[Single Precision] QO3UDECPU  ProjectA RIDOO0 Glabal | PW1
7 |High_Speed2 High_Speed2  FLOAT[Single Precision] QO3UDECPU  PrajectA RIDO2 Glabal  PY2
8 Runt Runt Bit QO3UDECPU  ProjectA MO Global  Mo.0_AutoRun
9 Run2 Run2 Bit QO3UDECPU  ProjectA 1 Global Mo 1_AutoRun
02 o e SRS o Bt QO3UDECPU  ProjectA 2 Global  Mo.2 AutoRun
11| Structurel Structurel Structurel 1 QO3UDECPU  ProjectA Structure
127 | Structure! Element1 | Structurel Ward[Signed] QO3UDECPU  ProjectA D200 D200
121/ Structurel Element2  Structurel  Word[Signed] | QO3UDECPU  PrajectA D201 D201
M\Structur91 Element3 |Structurel Word[Signed] 4 QO3UDECPU  ProjectA D202 D202
By =TT =T IFE= ===
16
17
18

* The dotted line frame indicates the structure. A structure name with a period is added to the top of
each label name.

Structure.Elements_1

Structure name Label name

Period

6. Open the screen program in V-SFT. Click [Home] — [Registration Item] — [Tag Database] to display the [Tag Database
Edit] window.

7. Click [Edit] — [Tag Import].

[} + M Skip u# =~ Tag Database[0] Edit -V tor for.. | Tag Database

File  Home  Edit  View _Transfer  SystemSettng  Tool  Help

B Bae o, (B
3 Delete (@) Detail Setting
Paste  Copy Tag | Tag

¥) Undo Import |port

I

8. The [Open] window is displayed. Select “"MELSOFT Navigator File (*.csv)” for [Files of type]. Select the desired CSV
filename (e.g. "DeviceA.csv") and click [Open].

File types
P Ty

Device A MELSOFT Mavigator File (*.csv)

SIENIENS 5/ FIOJECL FiIe [ .5/p)

.CSV Siemens 57-200 File (*.csv)
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The contents of the file are registered as tags in the “tag database edit” window. Types ([Type]) are specified for individual
device memory addresses.

This completes the import procedure.

M' 3 [#] Tag Database[0] Edit x

l=] Tag Type Array | No. of Elements Device ‘Comment

0 Count_Yaluel Mord [m] D100 MacroBlock No. 10
1 [Count _Yalue? Mard [m] Doa1o1 MacraBlack_No. 10
2 Count_Yalus3 Mord [m] o102 MacroBlock No. 10
7 Hieh_Speed! FLOAT [m] RO1000 Pyl

4 Hizh_Speed? FLOAT [m] RO 1002 Py2

5 [Runt Bit [m] (I No.0_AutaRun

6 Runz Bit [m] |M_nnnn| No. T_AuteRun
Rl o - Bit [m] 01002 No.2_AutaRun
E_ISEu:ErEiEEMEHW N word =] DO0200 D200

3 [Strocturel Element? 1 [lord [m] D0az01 D201

10 Vstructuret Element3 ;. |tord [m] Do0202 D202

i - —====== [m]

12| [m]

13| O

won

* Periods “.” cannot be used with tags. If any system label exported from MELSOFT

"o

Navigator includes a period, the period is converted to an underscore “_".

Notes

Note the following for importing CSV files.
o If a file to be imported includes a tag that is already registered, the existing tag is overwritten. Unregistered tags are
registered to blank ID numbers (in the [Tag Database Edit] window).
e Only device memory addresses available on the TS can be imported. For details, refer to the TS2060 Connection Manual
or the TS1000 Smart Connection Manual.
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7.5 Importing Tags

Siemens

Supported PLC Models

Manufacturer PLC Model Refer to
Siemens S7 page 7-13
S7-300/400 MPI
S7-300/400 (Ethernet ISOTCP)
S7-300/400 (Ethernet TCP/IP PG protocol)
S7 PROFIBUS-DP
S7-200 PPI page 7-16

* Importing using V-SFT is allowed provided that [PLC1] and a 1:1 connection mode are set in the [System Setting]
— [Hardware Setting] window. Importing is not possible for PLC2 and subsequent PLCs.

Model S7

When a project file (*.s7p) created in Siemens software "SIMATIC Manager (version 5.5 or 5.4)" is imported using V-SFT, names
registered in data blocks “DBx" can be used as tags in V-SFT.

p== For details on using PLC software, refer to the relevant PLC manual.
Procedure

This section describes the steps to import a project file (e.g. “test.s7p”), in which data blocks DB1 and DB2 are registered, to a
screen program.

I SIMATIC Manager - [S7_Pro1 -- D:\s7proj\57_Pro1]
B8P File Edit [nsert PLC Wew Options Window Help
D& |87 &
=& 57_Prol
= SIMATIC 300 Station
=-[@ crPuzc2oP)
=-(z7 57 Program(1]
o

L]
i
i x|

< Mo Filter » B

o DB2

Double-click

@ Fle Edt Insert PLC Debug Yiew

Options  Window  Help

& [ LAD/STLIFBD. - [DB2 -- "a2" -- 57_Pro\SIMATIC 300 Station\CPU314C-2 DP(1)\...1082] (= [0
DEsE & & i |0 | &5 OE k2

43 Fle Edt Insert PLC Debug View Options Mindow Help

Address |Name Type Initial value |Comment I [l = R (=) g o Z2g OB
0.0 STRUCT

+0.0| [DE_VAR INT 0 Tewporary placeholder varialfeooress |Name Tree Aoedimed], el || St
+2.0| [Run1 EB00L FALSE Mo 1 Global Sigmal AT 9.9 I
+2.1| [ranz Eo0L FALEE Ho.z Global Sigmal AT +0.0] |DB_VAR T a Tewporary placeholder variab
+2.2| [Runz EB00L FALSE Mo 3 Global Sigmal AT t2.0) |ruM BOOL FALSE ON: RUN, OFF: STOP
+4.0| |cCount_waluel |DWORD LusLesn Within macro +4.0f [Recipe b ARRAY (0. .20] Material of stepl
+8.0| |[Count_valuez |DWORD Duglesn Within macro 30 T
+12.0| |Count_valuse3 |DWORD LusLesn Within macro 346.1) [Recipe B ARRAY (0. .20] Material of step?
+16.0| [High_Speedl |REAL 0.000000e+000 |Current value il T
420.0| |High_Spesaz REAL 0.0000002+000 [Current valus e oy BT
+24.0| |Device_name CHAR v A-Line I‘
—r wm aToneT |

* The following table lists the types of data that can be imported using V-SFT and the data types after importing.

Siemens “DBxx"
- Data Type for Tags in V-SFT
Data Type Length
BOOL 1 bit Bit
BYTE * 1 byte Word
CHAR " 1 byte
WORD 1 word
S5TIME 1 word
DATE 1 word
INT 2 words
DWORD 2 words Double-word
DINT 2 words
TIME 2 words
TIME_OF_DAY 2 words
REAL 2 words Real number

* No other types of data can be imported with V-SFT. Data types BYTE and CHAR (bytes) are imported as word device memory. If any odd
bytes are registered in the PLC software, the data cannot be imported.
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7 Tag

1. Start V-SFT and open the screen program.
Click [Home] — [Registration Item] — [Tag Database] to display the [Tag Database Edit] window.

2. Click [Edit] — [Tag Import].

ase[0] Edit - or for. Tag Database

@ - + Ml Skip kg - Tag Datab:
File Home Edit

View _Transfer  SystemSetting  Tool  Help

® B 45, 5., [ B[R
¥ Delete @) Detail Setting

Paste  Copy Tag | Tag

- ¥) Undo Import |xport

3. The [Open] window is displayed.
Specify “Siemens S7 Project File (*.s7p)” for [Files of type].
Select the desired project file (e.g. “test.s7p") and click [Open].

CSV File (*.csv) -

CSV File (*.csv)
MFEI SNET Mavinator Fila (% covl

Siemens S7 Project File (*.s7p)

SIS 7 SZuU The | ey

4. The [Tag List] window is displayed. Select the tags to import.
o [Data Block List]: Displayed block by block (data block “DBx")

Tag List

Impart File

| Data Block List )Tag List

CA\ProgramD atatSiemenshAutomation\ Step7\S 7Projtestitest s7p

Open

Selected:

e [Tag List]: All tags displayed_

To be imported
Unselected: Not to be imported

Tag List

Impart File

Diata Black Li (| TaaList |

CA\ProgramD atatSiemenshAutomation\Step7\S 7Projtestitest 57l

Open

Uncheck &1l

Import Tag Type Array | No. of Elements
a1 _DB_YAR Word O B
al_Runt Bit [m]
al _Fun? Bit =]
al_Run3 Bit 0 =
T —— =

|2 *fSelected:  Tobeimported =
al_ Unselected:  Not to be imported =]
al_Hign_speedr FLUAI [l b
al_Hieh_Speed? FLOAT =]
al_DeviceName Word [m]

i a2 DB VAR Mord [l @
«| i ] »
[ Fiter setting.. | [ Resetfiter selting |

* When specifying further search criteria, go to [Filter setting]. Only tags that match the specified data type, data block

name, or tag name will be displayed in the [Tag List] window.

Filter setting

[TiFiber by data typel

[ BiEOOL)

[F]ward[EYTE, WORD, CHAR, SSTIME, INT, DATE]
[F] Doubleword(DWORD, DIMT, TIME, TIME_DF_Da)
[F] Actusl Number(REAL)

=

Filtering out “al”

Check &l

Unchack Al

Filter by tag name

Ell

/

7

A one-byte space is treated as an OR condition.

Tag List

Import File  C:\ProgramD atatSiemenshautomation\Step7\S 7Proj testitest s7p

Data Elock List | Tag List

Import Tag Type
=l_DE_YAR Ward
al_Run Bit
l_Run? Bit
al_Run3 Bit
al_Gount _valuel Double-Yord
al_Count_valus? Double-Yard
al_Gount_valued Double-Yord
al_Hizh_Speed! FLOAT
l_Hieh_Speed? FLOAT
al_Devicetlane Mord

Check &l
Unchack Al

[ Filter seting

(Case-sensitive)
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7.5 Importing Tags

5. Click [OK].

The contents of the file are registered as tags in the “tag database edit” window. Types ([Type]) are specified for individual
device memory addresses.

This completes the import procedure.

Example: Only DB1 imported

B screen o] Edit | )/E Tag Database[0] Edit %

"o

* Periods “.

"o

(DBxx) is added to the top of each tag.

cannot be used with tags. If any tag includes a period, the period is
converted to an underscore
A tag name with an underscore “_" registered in a SIMATIC Manager data block

S Type Array | No. of Elements. Device Comment

0 |a1_DB_VAR Word [u] D100 1:0000 Flace-Halder Yariables
1 Jal_Runl Bit ] DBODO 1:0002-0 No.0 Global Signal AT
el _Run Bit [u] |ﬁ30001:0002-1 No.T Global Sienal AT
3 lal_Rund Bit ] DBODO 1:0002-2 No.Z Global Signal AT
4 |al_Count _valuel Double-Yord [u] |ﬁ30001:0004 Within nacro DB1
5 |al_Count_value? Double-Yord ] DBO001:0008 Within nacro

E |al_Count _valued Double-Yord [u] |ﬁ30001:0012 Within nacro

7 [al_Hizh_Speed! FLOAT ] |@nnn|:nn|s Current value

& |al_Hizh Speed? FLOAT [u] D100 1:0020 Current value

3 lal_DeviceNsne Mord ] DBODO1:0024 a-LINE

I [m]

1 [m]

iz [m]

13 [m]

a1.DB VAR T ()
43 Ele Edit Insert PLC Leoug wew Options Window Help
Name (= = =] 123 B o 25 O "2
Rddress |Name Type Initial value |Comment
. w o 0.0 STRUCT
Tag name Wlth - +0.0| |DB_VAR INT o Tewporary placeholder variable
+z.0 Bunl EBOOL FALSE Mo.1l Global Signal AT
+z.1 RunZ EQOL FALSE MNo.Z Global Sigmal AT
+z.2 Bun3 EBOOL FALSE Mo.3 Global Signal AT
+4.0 Count_walusl DWORD DUFLEH0 Within macro
+8.0 DDunt_ValuEZ DWORD DUEL&E0 Within macro
tlz.0 Count_walus3d DWORD DUFLEH0 Within macro
+16.0 ngh_SpEEdl REAL 0.000000e+000 [Current. walue
+20.0| (High SpesdZ REAL 0.000000e+000 [Current value
+24.0 DEVlEE_nEmE CHaR A-Line
=25, END_STRUCT

Notes

Note the following for importing CSV files.
o If a file to be imported includes a tag that is already registered, the existing tag is overwritten. Unregistered tags are
registered to blank ID numbers (in the [Tag Database Edit] window).
e Device memory addresses unavailable on the TS cannot be imported.
For details on device memory addresses available on the TS, refer to the TS2060 Connection Manual or the TS1000 Smart
Connection Manual. Data types BYTE and CHAR (bytes) are imported as word device memory. Device memory registered
to odd bytes in the PLC software cannot be imported.
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7 Tag

Model S7-200

When a CSV file copied from the Symbol Table in the software “SIMATIC STEP 7-Micro/WIN" for Siemens S7-200 is imported
using V-SFT, the contents in the file can be used as tags.
* For details on using PLC software, refer to the relevant PLC manual.

Procedure

1. Start the software "SIMATIC STEP 7-Micro/WIN" for Siemens S7-200.
2. Open [Symbol Table].

[=/STEP 7-Micro/WIN - project]

Eile  Edit Wiew PLC Debug Tools Windows Help
nEg & & BH a=x o rm &\ o ar
¥
=N K
| view | %l“‘;“:‘;?s] New 2l 51 Symbol Table
8 cPu 221 REL 0110 —_— T T T
=i (&) Symbol Table ] ‘Q | Symbol | Address ‘ Comment
& 1 1 <) |Frequency_sstup +10.0 OM:RUN, OFF:STOP
m——ls 2 | 1 | Acceleration_time Whwf200 Irvverter Port M1
iz P s 3 O | Alarmi M300.0 N Abnomal, OFF Namal
+1-[[] Status Chart 4 o) |Alarmz 14300.1 OM.Abnormal, OFF:Momal
¥ Data Black 5 | 1 | Alarm3 43002 ON:Abnarmal, OFF:Mormal
A= . System Block [ O |Highepeed counter VD400 Highspeed counter/curent value]
ilé e Cross Reference 7 <) |Count_valus1 ca01 “wfithin macro
* % Communications 8 | &) Countvalue2 C402 within macra
5 \Wizards E] O | Court_walued c403 "Within macro
= o Tk 10 O | Titled, Fwa0 Production_A-Line

Only device memory addresses available on the TS can be imported. For details, refer to the TS2060 Connection
A Manual or the TS1000 Smart Connection Manual. Double-word device memory are imported as word device
memory.
Device memory: VD — VW, ID —» IW, QD — QW, MD — MW, SMD — SMW, SD — SW

3. Select all columns under [Symbol], [Address], and [Comment]. Right-click and select [Copy] from the right-click menu.

b/WIN — Project] - [Symbol Tablel
v PLG  Debug  Tools  Windows Help E

G BB B Aax|glet B » 0 3 = &
T

-] Prajectl N O O 71§ R

[ I
E‘ :,;Ea;; ',‘;.?E 110 ala] Symbol [ addess | Commem |
= Program Block 3 [Frequency, . e P
=1-@l Symbol Table =
£F USER1
£F POU Symbals
#-( Status Chart
] Data Black
& System Block
= Cross Reference
= % Communications ! _
() Wizards g 3
=+ Cﬁ’ Toals | [
= (3] Instructions
(3] Favarites Select all.

P D i

‘w|m|\“m|m|h‘m|m|_‘

000001000

=

4. Start Excel. Paste the copied data to the worksheet from cell AL.

5l Symbol 57-200.csy

A B o] D E F
1 |Freguency setup 4 0.0 COM:RUN, OFFSTOP
2 |Acceleration_time WWZ00 | Inverter Port Mo
3 |Alarmi m3000 OMN:Abnormal, OFF:MNormgl
4 |Alarm2 k3001 OM:Abnormal, OFFMNorma
2 |Alarm3 MI00Z  OMAbnarmal, OFF:MNarmal L.
6 |Highspeed_courter VD400 Highspeed_countericurrent 2 [Tag Database Edit] in V-SFT
7 |Count_valuet 401 Within macro M/E Tag Database[0]
8 |Count_value?Z 402 Within macro D [Teg Type
9 |Count_value3 403 Within macro i'
10 |TitleA SWE00 Production_A—Line A
11 i
12 4
13 g
7
14 4
15 B
1 10
T
12
[B
Tags Device memory Comment i

15
* The first row on the Excel sheet corresponds to tag ID No. 0. The copied data on the
worksheet is imported from its first row to the [Tag Database Edit] window. (65536
maximum)
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7.5 Importing Tags

5. Click [File] — [Save As]. The [Save As] window is displayed.
6. Enter a filename. Select "CSV" for [Save as type] and click [Save].

7. Open the screen program. Click [Home] — [Registration Item] — [Tag Database] to display the [Tag Database Edit]
window.

8. Click [Edit] — [Tag Import].

[

» M skip g& = Tag Database[0] Edit - V Series r.. Tag Database

Home  Edit  View __Transfer  SystemSettng  Tool  Help
% doCut  (¥Redo % |
3 Delete (@) Detail Setting
Paste  Copy Tag | Tag
- ¥) Undo Import |xport
J\

9. The [Open] window is displayed. Select the CSV file saved in step 6. Specify “Siemens S7-200 File (*.csv)" for [Files of type]
and click [Open].

File types

CSV File (*.csv) -

(CSV File (*.csv)
MELSOFT Navigator File (*.csv)

Cimmnnme C7 Prminck Ciln (¥ ~Tml

Siemens $7-200 File (*.csv)

The contents of the file are registered as tags in the “tag database edit” window. Types ([Type]) are specified for individual
device memory addresses.

This completes the import procedure.

B swesnmgani )T veg Dtabaselo et x
D [Tag Type Amay | No. of Elements Device Comment
o Frequency_setup Bit ] Yaooion Place-Holder Varisbles
1 Accelerat ion_t ime Word ] wiWnozoo MNo.D Global Sigral AT
2 Alarml Bit ] Manzoon Mo.1 Global Signal AT
3 Alarm? Bit ] Mo03001 MNo.2 Global Sigral AT
4 Alarmd Bit ] Manzo0z Within macro
5 Hizhspeed_counter Double-Word ] Wino400 Within macro
& Count_va luel Word ] Coodnt Within macro
7 Count _va lue? Word ] condoz Current value
& Count _valued Word ] condnz Current value
] Titled Word ] SW00s00 A-LINE
1 O
11 =]
\H O
12 O

Notes

Note the following for importing CSV files.
¢ IDs that already have tags are overwritten with the imported data.

e Device memory addresses unavailable on the TS cannot be imported. If an unavailable device memory address is
included, the row is left blank.

For details on device memory addresses available on the TS, refer to the TS2060 Connection Manual or the TS1000 Smart

Connection Manual. Note that double-word device memory are imported as word device memory.

Device memory: VD — VW, ID —» IW, QD — QW, MD - MW, SMD — SMW, SD — SW
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7 Tag

7.6

Notes

Tag Settings

Tags cannot be specified for the following items.

e [Screen Setting] — [PLC Device Transfer]
e Device memory map (transfer source device memory, transfer destination device memory 1, transfer destination device

memory 2, control device memory)
e Modbus device memory table

“Tag” Variable Capacity

When “tag” variables are registered in the [Tag Database Edit] window, the variable area in the MONITOUCH is used. Since the
capacity of the variable area is limited, check the word count currently used, and be careful not to exceed the capacity.

Capacity of Variable Area

Variable Area

Bit variable

Integer variable

Double-word
integer variable

Real number variable

= 4096

Word

= 4096

Word

Variable Type Data Type Capacity
Bit variable * 1-bit data 4096 word
Integer variable 1-word data
Double-word Double-word data 4096 word

integer variable

Real number
variable

32-bit single precision real
number format

* If the bit variable is specified in array format, 1 word is occupied in the variable
area even if “16" or a smaller number is specified for the number of elements.

Checking the Capacity of “Tag” Variable

Check the capacity when the “tag” variables are registered as shown below.

B screen [10] Edit |

/ [F Tag Databasef0) Eqit x |

i | Tag Type Anay | No. of Elements Device Gomment
{1 Run_status Word O Doo10& (OM: RUN, OFF : STOP

1 hecelerat ion_t ime Word ] oot Inverter Port Ho.l

2 Alarml Bit O Hoooon OM: Abrorma | OFF 2 Morma |
2 Alarmd ol ] Moot OMz Abnorma | OFF zNormal
4 Flagl (‘Eil Wariable \ O Mithin macro

5 Count_va luel \Intezer Yariable ) O Within macro

& Title worg 5 poozon Product ion_A-1ine

u O

i O

9 O

0 i

2 words are occupied in the variable area.

An item can be orested by dragging and dropping the tag

Used Point
Screen[0] Num. Display Device

<

i

Total Word Count of the Tag Variables
For Word 204058

For DoubleWord 004058

Wiord

Wiord

Integer variable "1" + bit variable "1”

Two words are used per double-word integer variable

Example: A total of four words are used when two
double-word integer variables are

registered

iz For details on status list operations, refer to “7.4 Tag Status List".

JAN

The value is indicated in red when it exceeds the maximum value. If the tag indicated in red is used on the
screen, the message “Error: 46" appears and the unit will not run. Set a value smaller than the maximum.
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8 Device Memory Map




8.1 Overview

8.1 Overview

e The TS unit contains device memory map numbers 0 to 31 (32 total) with respect to a single logical port. 128 addresses
can be registered to a single device memory map and batch transfer of addresses can be performed between each

equipment.
Device memory map
Data \
=] PLC1 device memory map Device memory
=
- No. 0 No. 0
= No. 1 No. 1
E e
No. 30
E e
No. 31
Registration of PLC1
device memory No. 126
No. 127
PLC2 device memory map Device memory
No. 0 No. 0
No. 1 No. 1
Foo~——r
No. 30 L
No. 31 N B
Registration of PLC2
device memory No. 126
No. 127
PLC8 device memory map Device memory
PLC8 No. 0 No. 0
No. 1 No. 1
e e
D No. 30
E e
No. 31
Registration of PLC8
device memory No. 126
No. 127
& J

8-1



8 Device Memory Map

e Functions that use device memory maps

Periodical reading

Data in device memory addresses registered on a device memory map is periodically transferred to other equipment.
(“8.3 Periodical Reading” page 8-7)

Periodical writing

Data in other equipment is periodically transferred to device memory addresses registered on a device memory map.
(“8.7 Control Device” page 8-12)

Synchronized reading

Data in device memory addresses registered on a device memory map is transferred to other equipment when the
relevant bit turns ON. ("8.4 Synchronized Reading” page 8-8)

Synchronized writing

Data in other equipment is transferred to device memory addresses registered on a device memory map when the
relevant bit turns ON. (“8.6 Synchronized Writing” page 8-11)

Macros (TBL_READ, TBL_WRITE)

Data in device memory addresses registered on a device memory map is transferred using the “TBL_READ" and
“TBL_WRITE" macro commands. (“8.8 TBL_READ/TBL_WRITE" page 8-13)"8.9 System Device Memory" page 8-14

Data
=
=
MJ2 =
=
™ /\ ™
4 PLC2 device memory map number 0 A o~
1:#PV 45
No. 0 1:#PV 1:#SV 60
No. 1 1:#SV L |
E e
Fo~—=

J N J
t Periodical reading/synchronized reading/TBL_READ I {}

Periodical writing/synchronized writing/TBL_WRITE
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8.2 Editing Device Memory Maps

8.2 Editing Device Memory Maps

8.2.1 Starting

1. Click [System Setting] — [Device Memory Map] — [PLCn].
The [Device Memory Map: PLCn] window is displayed.

- (] [0] Edit (

File Home Screen Setting

L4 Edit Model Selection

@ Multi-language Setting
Hardware|  Device Ethernet
Setting Memary Map = Communication

Device Memory ... :
B opicin) Y

[T Unit Setting ~

B Screen [0] Edit ( ) x | E No. 0

2. Select a device memory map number and click [OK].
The [Device Memory Map Edit] window is displayed.

=M. Memory Map:PLC2[0] Edit (

File Home Edit View Transfer System Setting

e &

Multi-copy Comment || Device Memary
Map Setting

—

B Device Memory Map:PLC210] Edit { )%
No. | PLG2 Device Natme

Dats Type 5> Targst Device | 3> Targst Device 2

0
1
2
3

A device memory map has numbers 0 to 31 (32 total) with respect to a single logical port and 128 addresses can be
registered to each device memory map.

8.2.2 Quitting

Click the close button.

@ =M = Device Memory Map:PLC2[0] Edit ( Device Memory Map
File  Ho Edit  View  Transfer  SystemSetting  Tool  Help
Multi-capy Comment || Device Memory
Map Setting
M\ H Device Memary Map:PLC2[0] Edit ( l x '
| No. [PLC2 Device | Name

[Dats Type [>> Targst Device 1 [ Target Devics 2 _
o1 \ | \ |
8.2.3 Comment Settings

A comment can be set to each device memory map.

1. With the device memory map displayed, click [Edit] - [Comment]. The [Comment Setting] window is displayed.

BN s Device Memory Map:PLC2[0] Edit

“i. . Device Memory Map

Comment Setting @

Devicz Memory

Map Setting
A Device Memory Map:PLC2[0] Edit ( E3
No. |PLG2 Device [ Name | Data Type
| |
T T

It

| > Tarest Device 1 [ > Tarest Device 2
| | |
I I T

2. Enter a comment and click the [OK] button. The comment is displayed.

@ [ | = Device Memory Map:PLC2[0] Edit &8aaa) - Device Memory Map

File  Home  Edit  View  Transfer System Setting Toal

Help

=

Multi-copy Comment

(2

Device Memory
Map Setting

M/ il Device Memory Map:PLC2[0] Em(( xaaaz)] x|
No. | PLG?2 Device [ Name | Data Type
| O l

[5> Target Device 1 [5> Target Device 2 _
1 T I I
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8 Device Memory Map

8.2.4 Editing the Device Memory Map

Double-click a cell to display the settings window.

[E] Device Memory Map:PLC2[0] Edit (

v

Device memory entry

v v

Data type Device memory map settings

Device Memory Map Setting[0]

1. Device memory entry

Function | Periodical Reading N

Fieading Cycle
[T] High-speed Reading

Double #ord
Bit

Dy Yord
Dumy Double
10 =

v sec

»» Target Davice 1

FLCT -0 & o100 z
»» Target Davice 2

(e =0 o o 2

Table (No. 0 - 31) Common Setting

e fremo s

Control Device

mena_=]

* The [Device Memory Map Setting] window can also be displayed by clicking
[Edit] — [Device Memory Map Setting] with the device memory map displayed.

Set the device memory for transfer. If the [Device Memory Map Edit] window for PLC2 is open, register PLC2 device

memory.

The following figure shows the list view.

M/ (] Device Memory Map:PLC2[0] Edit{ 1 x
FLC2 Device
0

»» Tareet Device 1
Word oonton

»» Target Device 2
Junn 100

Memory Input PLC2 Fuji Electric : PXR(MODBUS ... [ 52 || Refer to Signal Name

40001 Mon-valatie memory writs-in -
0003 || 40002 PID/FUZZY/SELF selection
40 El

40004 Control RUN /standby

40005 Auto turing command

40005 P

40007 |

40008 D

0 1 | 40003 Hysteresis rangs at two-pasition control
40010 COOL

40011 Dead band

40012 Anfireset windup

40013 Output convergence value

40014 Py shift

40015 5¥ offset

40016 Input tppe code

40017 T, urit v

Indirect

Pat Mo, 1 =
0 7
ak Cancel Open.

[ cose ][ Seleat | [ Open

2. Data type

Double Word
Bit

Dumney Ward
Dunmy Doub [ e

Item

Description

Word

Data is handled as single-word numerical data. .
Data is transferred based on the [Communication Setting] — [Code] setting of each logical port. "1

Double Word

Data is handled as two-word numerical data. .
Data is transferred based on the [Communication Setting] — [Code] setting of each logical port. 1

Data is handled as single-word bit information.

Bit Data is transferred as is without conversion.
The transfer source/target device memory addresses are automatically registered with consecutive numbers.
If there is an address to be skipped, leaving it not configured (blank) will result in either a dummy word or
Dummy Word double word being assigned.

Dummy Double

When reading:

“0" is always stored in the transfer target device memory. Cannot be used for any other purpose.
When writing:

The transfer source device memory can be used for other purposes.




8.2 Editing Device Memory Maps

*1  When Word or Double Word is selected:
The internal device memory of the TS unit are always handled as “DEC (with sign)”.

Code Bit status
M Communication msB LsSB
Transfer source setting 15/14/13/12|11]10/ 9| 8|7 |6|5/4 (3| 2|10
PLC BCD olololofolofolofolofol[1]ofolo]o
Reading TS internal device S8 LS8
memory DEC 1514/13/12|11]10/ 9| 8|7|6|5/4 (3| 2|10
olojo]o ojofojojofof1]0|1]|0
Communication MSB LSB

Transfer target settin
\/ PLCm 9 15/14/13|12|11|10/ 9| 8 (7|6 [5|4 (3| 2|1 |0
DEC olojojojo|jojo|ofojojo|of1]0|1]|0
Communication MSB LSB
setting 15[14]13[12[11]10[ 9[8[ 7 [6[5]4[3]2]1 |0
BCD ojojo|o|o|o|o|o|o|ojo|1]|0|0|0]|O
*2  When Bit is selected:
Code Bit status

Communication
Transfer source setting

PLC BCD
MSB LSB
Reading TS internal device bEC 15/14|13]12(11]10/ 9|8 |7|6|5|4|3|2|1 |0
memory 0/0/0|0|0|0O|0|0|0O|0|O|1|0O|0|0|O

Communication

Transfer target setting

PLCm DEC

BCD

Device memory map settings
Set the purpose of each device memory map.
e TBL_READ/TBL_WRITE = — page 8-13

e Periodical reading — page 8-7
e Synchronized reading ~ — page 8-8
e Periodical writing — page 8-10

e Synchronized writing — page 8-11

Device Memory Map Setting[0] (B

Function | Periodical Reading ~

Fieading Cycle
[T] High-speed Reading 10

v lsec

»> Target Device 1
PLC1 ~|o 00100 z

»» Target Device 2

Table {Mo. 0- 31) Common Setting

Control Device

Internal > |0 $u = |16330 —~
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8 Device Memory Map

8.2.5 Permitting Interruption

Interruption can be permitted by right-clicking on the relevant device memory map number and selecting [Enabling
Interruption] on the menu.

When interruption is permitted, an asterisk mark (*) is shown next to the device memory map number. Switch output, cycle
reading, trend/alarm reading operations can be performed during device memory map processing.

Operation for the following settings
Reading group 0 (numbers 0 to 7)
{

Switch output, cycle reading, trend/alarm reading
{
Reading group 1 (numbers 8 to 15)

B saseaBEtl ) B evice Memony MapFLIDIE () x |

|| Ma. |PLCT Device Mame Data Type >» Target Device 1 > Target Device 2
0 Donton Mard $u00100
1 Looiot Mard Fu0010
2 Don1o2 Mard $u00i0z
Group 0 | |5~ pootos Word U010
4 Do0i04 Mord Ful0i0d
5 Do0105 Mord $ud0105
3 Do0108 Mord $ul0108
|7 ponto? Mord $u00i07
[ [ T Yord
3 [pontng ”dD Word $u00109
10 [Do0tin Redo Mord Fudoin
GI’OUp 1 11 |[Donzon cut Mord Fu001n
12 [Do0zot u Mord Fud0inz
18 |[Donzo2 Copy Mord $ud0ig
14 |ponzo3 Paste Word BuD0114
| 1: Do0zo4 Insert Mord $ud011s
17 Delete
18 Add
19 :
Multi Copy
20
21 |l v Enabling Interruption 1
B -
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8.3 Periodical Reading

8.3 Periodical Reading

Data in a device memory address registered on a device memory map is transferred to the targeted address at the timing set
for [Reading Cycle].

Data
MJ2
=
=
PLC2 device memory map number 0
@ Screen [0] Edit | )/El Device Memory Map:PLC2[0] Edit ( 4
Mao. | PLG2 Device Mame Data Type 2> Tareet Device 1 > Target Device 2
0 TriE001 Process valug [PV} Ward Doa100
1 141003 =¥ value controlled on face panel Mord poni01
2
i__ | Transferred at 5 second intervals T
L
Settings
Settings required for periodical reading
e "Editing Device Memory Maps” (page 8-3)
e "Device Memory Map Settings”
Device Memory Map Setting[0] @
Reading Cycle
[ High-speed Reading 5 2 eec
[¥] 33 Target Device 1
[]3» Target Device 2
Internal 0 Bt o100
Table (Mo, 0 - 31] Comman Setting
Control Device ~a——— Disabled when [Periodical Reading]
(memal__ ~|0 s <|t6m0 % is selected
Item Description
Function Periodical reading
Set the cycle for periodical data reading.
[High-speed Reading] Reading Cycle
Reading Cyc|e checkbox Setting Range Unit
Unselected 1-3600 1s
Selected 1-3600 100ms
$arget Dev!ce 1 Set the device memory address for storing the read data.
arget Device 2
Control Device Disabled when [Periodical Reading] is selected.
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8 Device Memory Map

8.4 Synchronized Reading

Data in a device memory address registered on a device memory map is transferred to the targeted address when the
relevant bit changes from 0 to 1.

Data

MJ2

BREERD

¢ Control device memory ON

/PLC1 N
S
Transfer target D100 0
device memory D101 0
T o
Control Device D200 |
D201
D202
D203
A /

¢ Data transfer
PLC2 device memory map number 0

M/ B Device Memory Map:PLC2[0] Edit { ) x|

Mo, | PLG2 Device Mame Data Type > Tareet Device | > Target Device 2
0 1:R31001 Process value (PY) Word cootog
1 1:341003 ¥ walue controlled on face panel Word pootod

| Transfer +

¢ Verification device memory ON

e ™
PLC1
S
D100 216
Transfer target D101 250
device memory
=
D200
Control Device D201
D202
D203
e %
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84 Synchronized Reading

Settings

Settings required for synchronized reading
e "Editing Device Memory Maps” (page 8-3)
e “Device Memory Map Settings”

Device Memory Map Setting[0] =5
Function | Synchironized Reading =

Reading Cycle
High-spsed Fieading |1

> Target Device 1
PLC1 >|0 D | 00100 =

[]3» Target Device 2
Intemal 0 $u 00100

Table [No. 0 - 31) Comman Setting

Control Device

FLCT ~|0 o ~Jooeoo L

Cancel

Item

Description

Function

Synchronized reading

Target Device 1
Target Device 2

Set the device memory address for storing the read data.

Control Device

Set the device memory address that serves as the trigger for synchronized reading.
Four words are used for an address common to device memory map numbers 0 to 31.
For details, refer to “Control Device” page 8-12.
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8 Device Memory Map

8.5 Periodical Writing

Data in a source device memory address is transferred to the address registered on the device memory map at the timing set
for [Writing Cycle].

Data
=
=
=
=
PLC2 device memory map number 0
B screen o) Edit | ) @ Device Memory Map:PLC2(0] Edit ) x|
Mo. |PL02 Device | Mame | Data Twpe |<< Source Device 1 <{ Source Device 2
0 [1:841009 8 value contralled on face panel [ford [poo100
1

Transferred at 5 second intervals

A
|

—
-
L

i

Settings

Settings required for periodical writing
e "Editing Device Memory Maps” (page 8-3)
e "Device Memory Map Settings”

Device Memory Map Setting[0] (==

Function | Periodical Witing ~

Witing Cyele
[ High speed Witing 5 = e

@) << Source Device 1

() << Source Device 2

Intermnal 1) Fu 00100

Table [Ma. 0- 31) Common Setting

Control Device ~a——— Disabled when [Periodical Writing]
Inteal =] 0 s v|E0 | is selected

Item Description

Function Periodical writing

Set whether to perform periodical data writing.

[High-speed Reading] Reading Cycle
Periodical Writing “sida Setting Range Unit
Unselected 1-3600 1s
Selected 1-3600 100ms
ggﬂ:gg Bzz:zg ; Set the device memory address of the source data to transfer.
Control Device Disabled when [Periodical Writing] is selected.
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8.6 Synchronized Writing

8.6 Synchronized Writing

Data in a source device memory address is transferred to the address registered on the device memory map when the control
device memory changes from 0 to 1.

Data

[MJ2 ——

¢ Control device memory ON

(PLC1 )
o~
Transfer source
device memory D100 200
5%5
D200 |
Control Device  pop1
D202
D203
o /
PLC2 device memory map number 0 ¢
@ Screen [0] Edit )/El Device Memory Map:PLC2[0] Edit ( J -4 ]
| Mo | FLG2 Device | Mame | Data Type |<< Source Device 1 |<< Source Device 2 I
o [1:H41008 [3¥ value controlled on face panel [Word | |pooton |
' Transfer
/PLCZ N /PLCl N
- - o~
41003 200 < D100 200
— L Writing =S e
&
Verification device D200
memory ON D201
D202
D203
- / - /
Settings
Settings required for synchronized writing
e "Editing Device Memory Maps” (page 8-3)
e "Device Memory Map Settings”
Device Memory Map Setting[0] (==l

wiiting Cycle
High-speed wiiting |1

@) << Source Device 1
FLCT -0 [0 ~Jooim =

(71 << Source Device 2
Internal 0 $u 00100

Table (No. 0- 31) Common Setting

Control Device

Item Description

Function

Synchronized writing

Source Device 1
Source Device 2

Set the device memory address for storing data from the transfer source.

Set the device memory address that serves as the trigger for synchronized writing.

Control Device Four words are used for an address common to device memory map numbers 0 to 31.

For details, refer to "Control Device” page 8-12.
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8 Device Memory Map

8.7

Control Device

This type of device memory is used when synchronized reading or synchronized writing is performed.
Four consecutive words are used from control device memory n.

The control device memory can be changed via [System Setting] — [Device Memory Map] — [PLCn] — [Device Memory Map:
PLCn] — [Edit] — [Device Memory Map Setting].

Control Device Description Device Memory Type
n
I Command device memory for reading/writing - TS
n+
n+2
3 Verification device memory for reading/writing « TS
n+

Reading/Writing Command Device Memory (Control device memory n, n + 1)

One bit is assigned to each device memory map.
Reading and writing for the specified device memory map is executed according to the change in bit status from 0 to 1.

n

1514 |13 (12 |11 |10 | 9 8 7 6 5 4 3 2 1 0 | < Bit number
15114 (13 (12 |11 |10 | 9 8 7 6 5 4 3 2 1 0 4_‘

Device memory map numbers 0 to 15

15|14 |13 |12 |11 |10 | 9 8 7 6 5 4 3 2 1 0 | < Bit number
31 {3029 |28 |27 26|25 (24|23 |22 |21 |20 |19 |18 | 17| 16 4—‘

Device memory map numbers 16 to 31

Reading/Writing Verification Device Memory (Control device memory n + 2, n + 3)

One bit is assigned to each device memory map.

The turning ON (0 — 1) of the command device memory is recognized, and when the reading/writing finishes, the
corresponding bit of the verification device memory turns ON (0 — 1).

Also, when the turning OFF (1 — 0) of the command device memory is recognized, the verification bit of the corresponding
device memory map number turns OFF (1 — 0).

n+2

15|14 |13 (12|11 |10 | 9 8 7 6 5 4 3 2 1 0 | €—Bitnumber
15|14 |13 (12|11 10| 9 8 7 6 5 4 3 2 1 0 4_‘

Device memory map numbers 0 to 15

n+3

1514 |13 (12 |11 |10 | 9 8 7 6 5 4 3 2 1 0 | <« Bit number
31 30|29 |28 |27 |26 |25 (24|23 (22|21 |20 |19 |18 |17 | 16 4—‘

Device memory map numbers 16 to 31

e Synchronized reading

Only one address needs to be successfully read among the addresses registered on the device memory map for the
verification device memory to turn ON.

If no addresses were successfully read, the verification bit does not turn ON.
e Synchronized writing
Regardless of whether writing succeeds or fails, the verification bit turns ON after writing is finished.
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8.8 TBL_READ/TBL_WRITE

8.8 TBL_READ/TBL_WRITE

Data in device memory addresses registered on a device memory map is transferred at once using the “TBL_READ" and
"TBL_WRITE"” macro commands.

Settings

Settings required for device memory map transfer
o "“Editing Device Memory Maps” (page 8-3)
e Device memory map settings
e Macros (TBL_READ/TBL_WRITE)

Device Memory Map Settings

Fieading Cycle

»>» Target Device 1

FLC1 0

>» Target Device 2

Intemal 0

Device Memory Map Setting[0]

Function |TBL_READAWRITE =

High-speed Reading |5

omon

00100

B3|

Control Device

Intemal >|0

Table (No. 0- 31) Common Setting

~——— Disabled when TBL_READ/TBL_WRITE

s w|tEm0 5 is selected

Cancel

Item

Description

Function

TBL_READ/TBL_WRITE
* Transfer is possible using a macro even for device memory maps selected for other functions.

Control Device

Disabled when TBL_READ/TBL_WRITE is selected.

Macros

Register a switch ON macro, interval timer etc. For details on macro commands, refer to the Macro Reference Manual.

e TBL_READ

Transfers data in device memory addresses registered on a device memory map to device memory of other equipment.

e TBL_WRITE

Transfers data from other equipment to a device memory address registered on a device memory map.
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8 Device Memory Map

8.9 System Device Memory

This section explains the system device memory addresses of the TS that are related to device memory maps.

(nffrj 8) $s'1 Description Device Type
762 Device memory map reading prohibition flag
493 (PLC2) 0: Periodical reading/synchronized reading executable
Other than 0:  Periodical reading/synchronized reading stopped
Device memory map TBL_READ/TBL_WRITE macro forced execution
494 763 Macro operation setting when a port is not communicating 5TS
(PLC2) 0: Do not execute the macro with respect to all ports
Other than 0:  Execute the macro with respect to connected ports
764 Device memory map writing prohibition flag
495 (PLC2) 0: Periodical writing/synchronized writing executable
Other than 0:  Periodical writing /synchronized writing stopped

*1  When controlling a device memory map using $s762, $s763, or $s764, set [PLC Properties] — [Detail] — [System memory ($s) V7
Compeatibility] to [Yes] for PLC2. In this case, $P2:493/494/495 cannot be used.

$Pn:493, 495

These system device memory addresses can be used to temporarily stop periodical reading/synchronized reading or
periodical writing/synchronized writing set in the device memory map.

$Pn:493 $Pn:495

- 0 Periodical writing/synchronized writing is

Periodical reading/synchronized reading is -0

always executed.

Periodical reading/synchronized reading is -
stopped.

- Other than 0:

always executed.

Other than 0: Periodical writing/synchronized writing is

stopped.

e Example: Periodical reading
When PLC2 device memory is accessed by a macro, macro completion is delayed when periodical reading of the device
memory map is executed (as shown in figure A). To avoid this, periodical reading can be stopped temporarily using
$P2:493 (as shown in Figure B).

Figure A « TEL_READ

o TEL_WRITE

e PLC_CTL

e When using PLC2 device
memory with MOV, BMOV,
BSET, BCLR, BINV etc.

Macro A execution Macro A execution
>
T

TS unit communication cycle j

Periodical reading of PLC2
device memory map

PLC_CTL $u100 2
PLC_CTL $u110 2
PLC_CTL $u120 2

2

PLC_CTL $u300 2

PLC_CTL $u100 2
PLC_CTL $u110 2
PLC_CTL $u120 2

Device memory map
Periodical reading

PLC_CTL $u300 2

Figure B Macro B execution Macro B execution

| |

TS unit communication cycle j T 4?

Periodical reading of PLC2
device memory map

$P2:493=1

PLC_CTL $u100 2
PLC_CTL $u110 2
PLC_CTL $u120 2

2

PLC_CTL $u300 2
$P2:493=0

$P2:493=1

PLC_CTL $u100 2
PLC_CTL $u110 2
PLC_CTL $u120 2

2

PLC_CTL $u300 2
$P2:493=0

De! emo
Periogj |
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9 Ladder Transfer

91
9.2
9.3
94
9.5
9.6

Overview

LadderComOp Ver. 2

Ladder Transfer via USB

Ladder Transfer via Ethernet (TSi Only)

Serial Ladder Transfer (TS2060i/TS2060 Only)

Notes




9.1 Overview

9.1 Overview

e PLC ladder programs can be written and monitored via the TS unit.

Example: USB connection

TS unit Computer

> PLC ladder
software

HHE N
=)

Ladder program, monitor, etc.

SED) =

USB cable

. d0O, 00

USB-miniB USB-A D

Serial
RS-232C/422

PLC

1= For details on the configuration procedure, refer to .
e USB connection: "9.3 Ladder Transfer via USB” page 9-9
e Ethernet connection:  “9.4 Ladder Transfer via Ethernet (TSi Only)" page 9-14
e Serial connection: "9.5 Serial Ladder Transfer (TS2060i/TS2060 Only)" page 9-19

Q e The ladder transfer function is only available when the PLC targeted for connection is registered as [PLC1].
In addition, [Hardware Setting] — [PLC Properties] - [Communication Mode] must be set to [1:1].
This function cannot be used for 1:n connections (multi-drop), multi-link communication, or multi-link2
communication.
e Simultaneous ladder communication with multiple PLCs by one computer is not possible. Be sure to specify
the ladder transfer port of the PLC to communicate with using the “LadderComOp*” ladder transfer tool.
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9 Ladder Transfer

9.1.1 Operating Environment

Ladder Transfer Ports

Model Applicable Ports
TS2060i USB-B/LAN /MJ1/MJ2
TS2060 USB-B/MJ1/MJ2
TS1100Si / TS1070Si USB-B / LAN
TS1070S USB-B

Supported PC Operating Systems

Windows 2000 / XP / Vista/7 /8 /81/10

Required Applications

Connection Method

Application

USB connection

Ethernet connection

V-SFT Ver. 6 / LadderComOp Ver. 2

Serial connection

V-SFT Ver. 6

Supported PLC Models

A

e The ladder transfer function is only available when the PLC targeted for connection is registered as [PLC1].
In addition, [Hardware Setting] — [PLC Properties] - [Communication Mode] must be set to [1:1].

This function cannot be used for 1:n connections (multi-drop), multi-link communication, or multi-link2

communication.

e For details on compatible PLC models, refer to the TS2060 Connection Manual or the TS1000 Smart

Connection Manual.

PLC models that support the ladder transfer function are listed below.

TS Port
Manufacturer PLC Name Shown in Editor Connection CPU/Port " .
MJ1, MJ2 usB B 1 Built-in LAN 2
A2A, A3A
A2U, A3U, A4U
A2US(H)
AIN, A2N, A3N
A3V, A73
A series CPU 3 A3H, A3M o™ O O
A0J2H
ALS(H), A1SJ(H)
A25(H)
A2CCPUC24
ALFX
QnH (Q) series CPU QO2(H), QO6H o) o) 0]
QO0UJ, QOOU, Q01U
. Q02U, Q03UD, QO4UDH
QnU series CPU QOBUDH, Q10UDH, Q13UDH o o o
MITSUBISHI Q20UDH, Q26UDH
ELECTRIC Q00/00/01 CPU Q00J, Q00, QO1 o o o
QnH (Q) series CPU
(Multi CPU) QO2(H), QO6H o o o
Q170MCPU
(Multi CPU) Q170M o o o
FX1/2 "3 x x x
FX series CPU
FXON 0] e) 0]
FX2N/1N
ceries CPU FX2N, FX1N, FX2NC 0] o) 0]
FX1S series CPU FX1S 0] 0] e)
FX-3U/3UC/3G
cerios CPU FX-3U, FX-3UC, FX-3G 0] 0) e)
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9.1 Overview

TS Port
Manufacturer PLC Name Shown in Editor Connection CPU/Port N "
MJ1, MJ2 USB B 1 Built-in LAN "2
SYSMAC C O x x
OMRON All ports
SYSMAC CS1/CJ1 O O @)
FPO tool port O O O
FP2 tool port
' FP2SH tool port o o O
FP Series
Panasonic (RS232C/422) FPX tool port O O O
FP-e tool port O O O
FP-X tool port @) O O
FP7 Series (RS232C/422) All ports O O O
FA-M3
Yokogawa
Electric FA-M3R Tool port on CPU O O O
FA-M3V
FLEX-PC CPU port
SPB (N mode) &
FLEX-PC CPU NJ-B16 RS-232C port O x x
Fuji Electric NWOPxx CPU port
MICREX-SX SPH/SPB CPU NP1Px-xx (SPH) O O @)
NWOPxx (SPB)
Allen-Bradley SLC500 SLC5/03 or later, Channel 0 O x x
S7-200PP1 S7-200 PPI port Qs o1 o'1’s
Siemens 175
S7-300/400MPI S7-300/400 MPI port o1 x Qs
N70 COM port
(RS-422)
N70 oo COM port
N700 COM port
(RS-422)
SAMSUNG SECNET N700 a TOOL port 0 % x
N7000 COM port
(RS-422)
N7000 o COM1
NX70 TOOL port
NX700 TOOL port
N70 COM port
(RS-422)
N70 o COM port
N700 COM port
(RS-422)
RS Automation N7/NX Series N700 o TOOL port @] x x

(70/700/750/CCU)

N7000 COM port
(RS-422)

N7000 o COM1

NX70 TOOL port

NX700 TOOL port

*1 Ladder communication is only available in RUN mode. Ladder communication cannot be performed on the Main Menu screen.
*2 Only supported on theTSi.
*3  Connection with the TS1000 Smart not possible.
*4  Only supported for the TS2060i unit with DUR-00 installed. This also uses both MJ1 and MJ2 so the dedicated "V6-CP-A" cable is

required.

*5  The following messages may be displayed at the top left of the screen on the TS unit during access (mainly when transferring a large
amount of data, such as programs) to the Siemens S7-200 PPI and S7-300/400 MPL The TS unit automatically returns to normal operation
after access is complete.

- PLC1 Access denied by Loader
- PLC1 In Reset Service
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9 Ladder Transfer

9.2 LadderComOp Ver. 2

The “LadderComOp” ladder transfer tool is required when connecting the TS unit and PC via USB or Ethernet in order to

monitor or write PLC ladder programs.

9.2.1 LadderComOp Installation

Acquiring the LadderComOp Software

e On the V-SFT Ver. 6 CD-ROM, or download the latest update from our website.
e Download “LadderComOp.exe” from our website.

Installation

1=  Our website URL: http://www.monitouch.com

If installing LadderComOp during V-SFT Ver. 6 installation, perform the procedure below from step 1.

If installing LadderComOp after downloading “LadderComOP.exe" from our website, perform the procedure below from step

2.

1. After V-SFT Ver. 6 has been installed or updated, the following dialog box is displayed.

Click the [Yes] button.

2. Click the [Next] button.

Hakko Electronics Co., Ltd.

You need to install "PLC Ladder Transfer Tool”

if you would like to use USB/Ethernet Ladder Transfer function.

Execute?

LadderComOp - InstallShield Wizard

LadderComOp

‘Welcome to the InstaliShield Wizard for

The InstallShield \Wizard will install LadderComDp on your
computer. To continue, click Next.

3. Select the location to install the tool and click the [Next] button.

LadderComOp - InstallShield Wizard
Choose Destination Location
Select folder wheie setup will install fles

Install LadderComOp to:
C:AMONITOUCH\LadderComOp

[ <Back

Installation location (default)

Windows Vista/7/8/8.1/10: MONITOUCH

e




9.2 LadderComOp Ver. 2

4. Click the [Install] button.

LadderComOp - InstaliShield Wizard ==
Ready to Install the Program

The wizard is ready to begin installation.
If you want ta review or change any of your installation settings, click Back. Click Cancel to exit
the wizard

Click Install to begin the installation.

5. Installation of LadderComOp starts.

LadderComOp - InstaliShield Wizard ==

Setup Status

The InstallS hield Wizard is installing LadderComOp

[ Cancel

The following window is displayed during installation.

5 | Setup for LadderComOp2 (INSTALL)
LADAB
LADBA

6. The following window is displayed. Install the LadderComOp driver.
This window is display three times so click the [Install] button each time.

7 Windows Security
Would you like to install this device software?

Name: Hakko Electronics Co.
Publisher: Hakko Electronics Co., Ltd

Always trust software from "Hakko Electronics Co., -
Ltd".

# You should on

Don'tinstall |

nstall driver software from publishers you trust. Hc
safe to install?

7. Installation of the driver starts.

Click here for status.

[ *Ml Installing device driver software =

= 5 =1 L)
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9 Ladder Transfer

8. The following window is displayed when LadderComOp installation is complete. Click the [Finish] button.

LadderComOp - InstaliShield Wizard

Install Complete

The InstallS hield Wizard has successfully installed
LaddeiComOp. Click Finish to exit the wizard.

9. The following message is displayed on the PC's task bar when installation is complete.

[ " E Your device is ready to use % X

Device driver software installed successfully.

D ez eo gy SAAM

v 23 7

4/16/2014

10. Open the Device Manager on the PC.

If installation was successful, “LadderComOp2" is displayed in the Device Manager.

£ Device Manager == r=n <}
Eile Action View Help

e |m| Hem| &
seriyamat-Eng
‘Computer

isk drives

icplay adapters
<43 DVD/CD-ROM drives
» 85 Human Interface Devices

"2 1 LadderComOp2 - serial port emulators
X LadderComOp2 - bus for serial port pair emulator

77 LadderComOp2 - serial port emulator
"7 LadderComOp2 - serial port emulator

o) et
. B Monitors

. & Network adapters

. .|| Operation Panel

& & Portable Devices

. JF Ports (COM & LPT)

. Processors

. .% Sound, video and game controllers
€ Storage controllers

. /M System devices

»-@ Universal Serial Bus controllers

Manager.

2 If installation was not successful, a yellow exclamation mark (!) is displayed under [Other devices] in the Device
If this happens, uninstall LadderComOp and then reinstall it.

5 Device Manager Fel-o-==
File Action View Help
== |m|Hrem| &
4 2 kaeriyamat-Eng
% Computer

- s Disk drives
- B, Display adapters
<t} DVD/CD-ROM drives
U5 Human Interface Devices
e
(. F LadderComOp2 - serial port emulators. )

YF LadderComOp2 - bus for serial port pair emulator

=3 o

. B Monitors

» .8 Network adepters
aOpciation Pancl

2 Other devices
[ PortLADAD
[ Port LADBO
» ¥ Ports (COM & LPT)
» Jil Processors
- & Sound, video and game controllers
. & Storage controllers
System devices
Universal Serial Bus controllers

This completes the installation procedure.
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9.2 LadderComOp Ver. 2

9.2.2 LadderComOp Ver. 2 Detailed Settings

1— @ dder Transfer Setting E = @
wommunication(C)  Option(Q)
K = 7
PC Monitouch
Used Port  USB
comz :l- ' Ethemet
Vintual Part IP address
COM3 [132.168.11
2' —I—_’_‘ Port No
1024
3 END
Item Description
1. Icon Clicking this icon and selecting [About LadderComOp] opens a window that displays the version of
LadderComOp.
2. PC A total of two COM ports on the PC are used.
e Used Port
Select the COM port to use for ladder transfer from the list.
Range: COM1 to COM256
(COM port numbers that are already assigned on the PC are not shown in the list.)
The COM port number set here needs to be set in each relevant PLC programming software.”
* The range of usable COM port numbers depends on the PLC programming software.
For details, refer to the relevant PLC manual.
Example:
Panasonic FPWIN GR, COM1 to 15
(COML1 to 5 for Ver. 2.2 or earlier)
e Virtual Port
An unassigned COM port number is selected automatically.
3. MONITOUCH Select the connection method to use between the PC and TS unit.
e USB
No settings are required.
e Ethernet
IP address:  Set the local IP address of the TSi unit (built-in LAN port).
Port No: Set the port number of the TSi unit.
Set the same port number as set under [Hardware Setting] — [Ladder Transfer].
Range: 1024 to 65533 (default: 1024)
4. ONLINE/OFFLINE Turn ladder transfer ON or OFF between the PC and TS unit.
o ONLINE
Establish a connection between the PC and TS unit and enable ladder transfer mode.
o OFFLINE
Disconnect the PC and TS unit.
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9 Ladder Transfer

ﬁ Ladder Transfer Setting EI-
Communication(C) | Option(0)
Connected to the MITSUBISHI A series CPU.(A)

Add in the task tray.(T)

OFFLINE
rPC r~ Menitouch

Used Port © USB
feomz ™ =] & Ethemet
Virtual Port IF address
Jcoms [1s2.168.1.1

Fort No

| 1024

END
Item Description

5. Connected to the MITUBISHI A | Always select this checkbox when using a MITSUBISHI ELECTRIC A series CPU.
series CPU. (A)

6.  Hide/END e Hide

Display an icon in the task tray when a connection is established.
LadderComOp is added to the task tray.
* The [Add in the task tray] checkbox is automatically selected.

- The task tray tool tip indicates “Transferring...".

Ladder Transfer Setting
(Transferring...)

G 3 = D)

538 AM | |
a716/2014 |

- Right-click on the icon in the task tray to display a menu.

Return(R)

Quit(X)

5:38 AM
4/16/2014 |

-

8| Right-click
Return
Display the [Ladder Transfer Setting] window.

e END

Display an icon in the task tray when a connection is not established.
Disconnect the PC and TS unit and close the [Ladder Transfer Setting] window.
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9.3 Ladder Transfer via USB

9.3 Ladder Transfer via USB

The TS unit and PC can be connected via USB to monitor or write PLC ladder programs through the TS unit.

TS unit
= Ladder program/monitor, etc. PLC ladder
= ) software
= || e[ T (
USB cable
USB-miniB
Serial
RS232C/422

PLC

n== For details on supported PLC models, refer to “Supported PLC Models" page 9-2.

addition, [Hardware Setting] — [PLC Properties] - [Communication Mode] must be set to [1:1].
This function cannot be used for 1:n connections (multi-drop), multi-link communication, or multi-link2
communication.

2 The ladder transfer function is only available when the PLC targeted for connection is registered as [PLC1]. In

9.3.1 Setting Procedure

V-SFT and LadderComOp configuration is required. Refer to the following for the setting procedure.

e V-SFT Ver. 6 settings — "V-SFT Ver. 6 Settings” page 9-9
e LadderComOp settings — “LadderComOp Settings” page 9-11
e PLC programming software settings — “PLC Programming Software Settings” page 9-12

V-SFT Ver. 6 Settings

This section describes the settings for ladder transfer using the MITSUBISHI QnU series CPU as an example.

[Ladder Transfer Setting] window

1. Click [Communication Setting] — [Hardware Setting] to display the [Hardware Setting] window.

@ [ B | s Screen [0] Edit ( ) - V Series Editor for Windows Version 6.00 [ No Title.v8 ] TS2060 (320 x|

File  Home  Parts  Edit  View  ScreenSetting  Transfer [EESEFUETITEEN Tool  Help

= = D2 B
Hardware Device Ethernet
Setting JMemary Map ~ Communication =

Global  Buffering Attribute Other
5]
Closeld

(& Edit Model Selection
B Multi-language Setting
[ Unit Setting -

[¥i] Macro setting
7 Japanese Conversion Function Setting

Setting - Area Setting Setting  +
PLLC Setting

@
L]

B
8

a

o
2

mLAN

=)

= [

Printer
USBA | PR201 Monochr

4] ]
PLCE FLCT .
rEi T | )2 1588
L @ series CPU Tommurication urit
FLCT nat selested
a7 |
PLCE
47 )
y
Oy
= ) & ] L]
I a s
EdtModel  Read/Wite iz Buzzer Backigh  Local PortIPAddiess  SnapSetings  Ladder Transter

]
Q

&

TS2060

o
a
£
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9 Ladder Transfer

2. Click [Ladder Transfer] to display the [Ladder Transfer Setting] window.

Y
-\ﬁ"
(. ="
] oy
; 9 El i =
Edit Model Read/iite Area Buzzer Backlight Local Port IP Addiess  Snap Settings Ladder Transfer
Ladder Transfer Setting @

[Tilise Tadder Transfer

3. Select the [Use Ladder Transfer] checkbox and set the port to which the computer is connected (the ladder transfer port)
to [USB B].

* Be sure to use a different ladder transfer port for each PLC.

Ladder Transfer Setting (=

Use Ladder Transfer

()
E} () = Detal Setting...
PLT

MITSUBISHI ELECTRIC
QnU series CPU

4. Click the [OK] button to complete the necessary settings. Transfer the screen program to the TS unit.

Notes on ladder transfer via USB
A Observe the following when transferring screen programs over a USB cable.
e Switch to the Main Menu screen on the TS.
(Ladder communication is enabled only in RUN mode.)
e Set LadderComOp Ver. 2 to [OFFLINE] mode.
(For details on this setting, refer to "9.2.2 LadderComOp Ver. 2 Detailed Settings” page 9-7.)
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9.3 Ladder Transfer via USB

LadderComOp Settings

When using the ladder transfer function via USB/Ethernet, the dedicated “LadderComOp” tool must be installed on the PC.
For details on the LadderComOp installation procedure, refer to “9.2.1 LadderComOp Installation” page 9-4.

[Ladder Transfer Setting] window
1. From the Windows [Start] menu, click [Programs] — [V-SFT V6] — [LadderComOp] — [Ladder Transfer Setting].

2. The [Ladder Transfer Setting] window is displayed.

[ Ladder Transfer Setting o] = (=)

Communication(C)  Option(Q)

PC Monitouch

ONLINE

s
Hi

Used Port @ Use

coms -] ¢ Bhemet

Virtual Port

END

3. Select the COM port to use for ladder transfer from the [Used Port] list under [PC].
* This port must match the COM port used in the PLC programming software.

]
i

[ Ladder Transfer Setting
Communication(C)  Option(Q)

ONLINE

PC Monitouch

s
i

Used Port @ Use

cows -] ¢ Bhemet

Virtual Port

END

4. Select [USB] under [MONITOUCH].

[ Ladder Transfer Setting
Communication(C) Option(Q)

i

PC Monitouch

Used Port
coms ] " Ehemet

Virtual Port

COM2

ONLINE

[t

5. Click the [ONLINE] button.
The display above the ladder transfer settings changes to the connected state.

[ Ladder Transfer Setting(Transferring...) ol @ ==
Communication(C)  Optien(Q)

[ Ladder Transfer Setting ol @ ===

Communication(C) Option(Q)

o l |:|
E B E mee E
OFFLINE
FC Moritouch FC Moritouch
Used Port & UsE Used Port ol
COMS -

coMs [ " Ethemet

Virtual Port

coM2

Virtwal Port

END Hide

This completes the LadderComOp settings.
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9 Ladder Transfer

PLC Programming Software Settings

Set the COM port number configured in the [Ladder Transfer Setting] window of LadderComOp to the following window of
the relevant PLC programming software to enable access to the PLC.

Example: [Ladder Transfer Setting] window, COM port number 9
[ Ladder Transfer Setting =SR-S

Communication(C)  Option(Q)

=
]

PC Moritouch
Used Port @ Use

cows -] ¢ Bhemet

Virtual Port

jCOM2

END

MITSUBISHI ELECTRIC GX Developer/GX Works2

L x|
e o %= | L .

5
Seidl  MET/QH) MNET()  CClik  Ethemet  PLC AF 55C
UsB board board board board board board net A

COM |COM 3 Transmission speed | 115.2Kbps

i | |

BLC  MNETAOH] MMNET()  CC-Llink Ethemet L24 G4 Bus
modde  madule - - : i |
PC side I/ Serial setting %]

+ RS-232C

" Use

COM part COM 3 >
Transmission speed  [115.2Kbps > 7

;]i Connection channel list

Mo specification Other
Time out [Sec.] W

.1__For [Transmission speed],
specify the same value as
the baud rate between the

| || — rewe| | TSunitand the PLC.
26 NETAOH] NET()  CClink  Ethemet PENe [

Multiple CPU setting

== =imo Conpied selling

Connection test

System image...

g g g g Line Connected [AABTEL C24]
3 4

12

C24  MNET/IOH) NET() CClink  Ethemet 0K
Accessing host station Target PLC
o Choice mads Close

OMRON CX-Programmer

Be sure to select “SYSMAC WAY" for [Network Type].
[Network Settings] dialog — [Driver] — [Port Name]
For [Baud Rate], specify the same value between the TS unit and the PLC.

Panasonic “FPWIN GR”

[Communication Settings] dialog — [Port No.]
For [Baud Rate], specify the same value between the TS unit and the PLC.

Yokogawa Electric “Wide Field2”

[Environmental Settings] dialog — [Communication Settings] — [COM Port No.]
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9.3

Ladder Transfer via USB

Fuji Electric SX-Programmer Expert (D300win)

Communication setting(MICREX-SX : NP1PS-32) E|
Fort
(i pork " Modem
]
Baudite: |34 ! 1
Datalength: 8 =]
Parity Even 2
Stop bit 1 -
" Communication Board " UsB

[Sxbwsboadd ]
—_—

Communication term

Timeaut : 3000 ms
data size : 432 ~| bytes Cancel

it

W Message Manager is used to communicats Help

For [Baud rate], specify the same
value as the baud rate between
the TS unit and the PLC.
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9 Ladder Transfer

9.4 Ladder Transfer via Ethernet (TSi Only)

The TSi unit and PC can be connected via Ethernet to monitor or write PLC ladder programs through the TSi unit.

PC

PLC ladder
software

Ethernet
Ladder program/monitor, etc.

TSi unit

PLC
<

Serial
RS232C/422

_T0O0000

n= For details on supported PLC models, refer to “Supported PLC Models” page 9-2.

addition, [Hardware Setting] — [PLC Properties] - [Communication Mode] must be set to [1:1].
This function cannot be used for 1:n connections (multi-drop), multi-link communication, or multi-link2
communication.

2 The ladder transfer function is only available when the PLC targeted for connection is registered as [PLC1]. In

9.4.1 Setting Procedure

V-SFT and LadderComOp configuration is required. Refer to the following for the setting procedure.

e V-SFT Ver. 6 settings — "V-SFT Ver. 6 Settings” page 9-14
e LadderComOp settings — "LadderComOp Settings” page 9-16
e PLC programming software settings — “PLC Programming Software Settings” page 9-17

V-SFT Ver. 6 Settings

This section describes the settings for ladder transfer using the MITSUBISHI QnU series CPU as an example.

[Ladder Transfer Setting] window

1. Click [System Setting] — [Hardware Setting] to display the [Hardware Setting] window.

@ -0 N | 3 Screen [0] Edit ( ) - V Series Editor for Winc jon 6.00 [ No Title.V8 ] TS206
File

Home  Parts  Edit fiew  ScreenSetting  Transfer [ESTCURTSNEEN  Tool  Help

D a2 B

Global  Buffering Attribute Other
Setting - Area Setting Setting  +

[¥i] Macro setting

Vi
L& Edit Model Selection .% H

® | Multi-language Setting
Hardware | Device Ethemet
[ Unit Setting ~ Setting JMemory Map = Communication ~

=]
Close(@
PLC Setting
PLI

7 Japanese Conversion Function Setting

a
L

<@

]
2

mum

&

= [

Printer
USBA | PR20T Monachr

2
2

&

TS2060

]
&
z

PLCE FLC1 =
@ wrsusisHieL | 1412 uss s
L G series CPU Tommurication urit
FLCT nat selected
@
PLC3
47 )
A
Oy
5 () E L]
I a w
EdiModel  ReadMwite Arza Buzzer Backight  Local Port IPAddiess  Snap Setings  Ladder Transter
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9.4 Ladder Transfer via Ethernet (TSi Only)
2. Click [Ladder Transfer] to display the [Ladder Transfer Setting] window.
y
Oy
x| *
a @& 4« @
Edit Model Read/wiite Area Buzzer Backlight Local Port IP Address  Snap Settings Ladder Transfer
Ladder Transfer Setting @
[Tliize Uadder Transfer
3.

Select the [Use Ladder Transfer] checkbox and set the port to which the computer is connected (the ladder transfer port)
to [Built-in LAN].

* This port is also used in the LadderComOp settings.
Be sure to use a different ladder transfer port for each PLC.

Ladder Transfer Setting @

Use Ladder Transfer

(e )
- @ g Detai Setting...

PortMo. 1024 =) sge534 )

1
MITSUBISHI ELECTRIC
Gnl series CPU

This completes the necessary settings. Transfer the screen program to the TS unit.
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9 Ladder Transfer

LadderComOp Settings

When using the ladder transfer function via USB/Ethernet, the dedicated “LadderComOp"” tool must be installed on the PC.
For details on the LadderComOp installation procedure, refer to “9.2.1 LadderComOp Installation” page 9-4.

[Ladder Transfer Setting] window

1

From the Windows [Start] menu, click [Programs] — [V-SFT V6] — [LadderComOp] — [Ladder Transfer Setting].

2. The [Ladder Transfer Setting] window is displayed.

3.

[ Ladder Transfer Setting

Communication(C)  Option(Q)

il

PC
Used Port
CoM2 hd

Virtual Port

Monitouch
C use
' Bhemet
IP address
[152.168.1.1

Port No

1024

ONLINE

END

Select the COM port to use for ladder transfer from the [Used Port] list under [PC].
* This port must match the COM port used in the PLC programming software.

i

PC
Used Port

COM2 A

Virtual Port

[BS Ladder Transfer Setting
Communication(C) ~ Option(0)

Monitouch

" use

@ Ethemet
IP address
192 168.1.1

Port No

1024

=l = ks

ONLINE

1]

END

4. Select [Ethernet] under [MONITOUCH] and set the IP address of the TSi unit and the port number to use in ladder transfer.
* The port number must match the ladder transfer port number specified in the [Hardware Setting] window of

5.

V-SFT Ver. 6.

Click the [ONLINE] button.

i

PC
Used Port

[ Ladder Transfer Setting
Communicatien(C)  Option(Q)

Menitouch

" USB

Jcomz  ~|

Vitual Port

' Ethemet

IP address

192 168.1.1

Port No

1024

=l = =

ONLINE

The display above the ladder transfer settings changes to the connected state.

[ Ladder Transfer Setting
Communicatien(C)  Option(Q)

i

= e ]

[F@ Ladder Transfer Setting(Transferring...)
Communication(C)  Cption(Q)

[E=8 o =)

OFFLINE

oo

PC Monitouch

PC

Manitouch

Used Port © use
conz -] & Bhemet
Vitusl Port 1P address
coma 152168 11
Port No
021

This completes the LadderComOp settings.

Used Port

Virtual Port

COM2

~
&

IP address

19216811

Port No

1024

Hide
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9.4 Ladder Transfer via Ethernet (TSi Only)

PLC Programming Software Settings

Set the COM port number configured in the [Ladder Transfer Setting] window of LadderComOp to the following window of
the relevant PLC programming software to enable communication with the PLC.

Example: [Ladder Transfer Setting] window, COM port number 9
[ Ladder Transfer Setting =] = ==

Communication(C) Option(Q)

= om
]

PC Moritouch
Used Port  UsB
covs | & Eihemel]
Virtual Port IP ddress
[comz [192.168.1.1
Port No
1024

END

MITSUBISHI ELECTRIC GX Developer/GX Works2

FE side I/F
ul o % | L B
Seigl  METAGH) NET()  CClink  Ethemet  FLC AF S5C
USE board board boaid board board board net A

COM |COM 9 Transmission speed |115.2Kbps

i | N

PBLC  MMETA0(H] MMWET(I]  CClink Ethemet L24 G4 Bus
module  module - - . i Ei|
PC side I/F Serial setting %]

& RS2320
©UsE Cancel
(CUM port COM 9 - )
Transmission speed | 1152Kbps v 7

Connection channel list...

[

Mo specification
Time out (Sec.] 10

l__For [Transmission speed],
specify the same value as
Connection test

_— the baud rate between the
| |y || — e TSi unit and the PLC.
PLC Mo,

£24  NETAOK) NETH)  CClink  Ethemet oo oo

Other

g

System  image

s s s s Line Connected (Q/ABTEL.C24)...
3 4

1 2

C24 METAOH]  MET{II) CC-Llink  Ethemet oK
Accessing host station Target FLC
Mo Choice made Clase

OMRON CX-Programmer

Be sure to select "SYSMAC WAY" for [Network Type].
[Network Settings] dialog — [Driver] — [Port Name]
For [Baud Rate], specify the same value between the TSi unit and the PLC.

Panasonic “FPWIN GR"”

[Communication Settings] dialog — [Port No.]
For [Baud Rate], specify the same value between the TSi unit and the PLC.

Yokogawa Electric “Wide Field2”

[Environmental Settings] dialog — [Communication Settings] — [COM Port No.]
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9 Ladder Transfer

Fuji Electric SX-Programmer Expert (D300win)

Communication setting(MICREX-SX : NP1P5-32)

Port
& i port " Modem

Datalength: |8 -
Parity Even v

Stop bit 1 -

" Communication Eoard " Use

|

Commurication term
Timeaut : 2000 ms
data size : 432 - | bytes Cancel

Help

P

[ Message Manager is used to communicate:

Port bo. : COMS .//
Baud rate 38400 v

Siemens “STEP 7-Micro/WIN”

For [Baud rate], specify the same
value as the baud rate between
the TSi unit and the PLC.

[Set PG/PC Interface] dialog — [PC/PPI cable (PPI)] — [Properties].

Properties — PG/PPI cable(PPD

(QDM port [a  ~] )

[~ Modem conrection

Siemens SIMATIC Manager

Set PG/PC Interface (=l

fecess Path | LLDP

Access Paint of the Application
SIONLINE  (STEP 7} —-> PG Adapter(MPT)
(Standard for STEP 7)

Tnterface Paramster Assignment Used
PG Adapter(MPT) ( Propertiss )

BRIZ0 Ind. Ethenet —> Intel(R) 826760M 1 -

-

Delete
L3
(Parameter assignment of your PG adapter for
an MPI netwark;
Interfaces
-

The baud rate between the TSi unit and
the PC is fixed to 115 Kbps.

Properties - PC Adapter(MPI) @
WPl {LBEEl Cannectioh |
(Qﬂm’\e:nnn to [com ﬂ)

38400 A

Transmission rate:

[~ Apply settings for all modules

0K Default | Cancel | Help |

Set [Connection to:] in the range of
COM1 to 8.

[Transmission rate:] does not need to be
changed.
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9.5 Serial Ladder Transfer (TS2060i/TS2060 Only)

9.5 Serial Ladder Transfer (TS2060i/TS2060 Only)

The TS2060 unit and PC can be connected using a “V-CP" screen program transfer cable to monitor or write PLC ladder
programs through the TS2060 unit.
* The TS2060i unit with DUR-00 installed must be used when using the MITSUBISHI A series CPU. Use Hakko
Electronics’ “V6-CP-A” cable to connect the TS2060i unit and a computer.

TS2060 unit

Ladder program/monitor, etc.

=5l
MJ1/MJ2 ] \
=T 2 oy .

PLC ladder

software

N B

Serial
RS232C/422

n== For details on supported PLC models, refer to “Supported PLC Models" page 9-2.

addition, [Hardware Setting] — [PLC Properties] - [Communication Mode] must be set to [1:1].
This function cannot be used for 1:n connections (multi-drop), multi-link communication, or multi-link2
communication.

2 The ladder transfer function is only available when the PLC targeted for connection is registered as [PLC1]. In

Executing Screen Program Transfer and Ladder Transfer Using the MJ1 Port

Use the MJ1 port when using the ladder transfer function and performing screen program transfer over a single cable.
Screen program transfer and PLC programming software transfers cannot be performed at the same time. Communication of
either software is cut off in order to perform transfers.

Screen program transfer is only possible on the Main Menu screen. For details, refer to [Ladder Communication is not Used
in Local Mode] settings page 9-21.

Computer (PC)
1:1 communication cable
PLC V-CP
CPU port MJ2 =1 1M1
(1 N TS2060 (2| 4
pi 1Y E pi

software and PLC
Communication between the editor and TS2060 unit M |

|
Communication between the TS2060 unit and PLC <:::>

/ Communication between the PLC i
programming M |
|
|
|
Y

_ — — — e — — =

Executing Screen Program Transfer Using the MJ1 Port and Ladder Transfer Using the
MJ2 Port (TS2060i + DUR-00)

Screen program transfer and PLC programming software transfers can be performed using separate COM ports and cables.
Screen program transfer and PLC programming software transfers cannot be performed at the same time.

Computer (PC)
1:1 communication cable TS2060i + DUR-00 P
PLC : V-CP
CPU port CN1 = || | MJ1
A N g A
< Vv = || €
4 )\ = 4
Al L4 :I- N
MJ2
V-CP

software and PLC

Communication between the editor and TS2060 unit M !
|

( Communication between the PLC programming M |
I
I
I
J

Communication between the TS2060 unit and PLC {———




9 Ladder Transfer

Communication with the MITSUBISHI ELECTRIC A Series CPU
(TS2060i with DUR-00 Installed Only)

Use Hakko Electronics “V6-CP-A" cable to connect the TS2060 unit and PC.

Computer (PC)

PLC 1:1 communication cable TS2060i + DUR-00
CPU port CN1 =
< > =
e .

software and PLC

/ Communication between the PLC programming M |
|

| Communication between the editor and TS2060 unit M !
|

|
Communication between the TS2060 unit and PLC {——)»

- o _________ J

9.5.1 Setting Procedure

V-SFT configuration is required. Refer to the following for the setting procedure.

e V-SFT Ver. 6 settings — "V-SFT Ver. 6 Settings” page 9-20
e PLC programming software settings ~ — "PLC Programming Software Settings” page 9-23

V-SFT Ver. 6 Settings

This section describes the settings for ladder transfer using the MITSUBISHI QnH (Q) series CPU as an example.

[Ladder Transfer Setting] window

1. Click [System Setting] — [Hardware Setting] — [Ladder Transfer]. The [Ladder Transfer Setting] window is displayed.

@ [ B | s Screen [0] Edit ( ) - V Series Editor for Windows Version 6.00 [ No Title.v8 ] TS2060 (320 x|

File  Home  Pats  Edit  View  SceenSetting  Transfer [EESETUETNTEEN Tool  Help

1 Edit Madel Selection .%_ °i'i % @ Iﬁ _=@

¥ | Multi-language Setting
Global  Buffering Attribute Other
Setting ~ Area Setting Setting  +

[¥i] Macro setting

7 Japanese Conversion Function Setting
Hardware | Device Ethemet
L5 unit Setting =~ Setting Mlemory Map = Communication ~

m Hardware Setting

Closelg

FLE Setiing
PLCY

-~ [ ]
pLC2

o ]

P 7 Buil-in LAN
pLes .

Frinter
PR207 Monochr,

PLCT -

mrsuashieL | M2 LsEE

GnH(Q) series CFU Tommuraaton uni
ot selecterd

152060

=z
3
£

-

]
=]

-

]
5]

-

=z
)

e

x5
& . 4 = | i )=
Edibodel  Readiwite Area Buzzer Backight  Local PortIP Adcress  Snap Settings | Ladder Transer
Ladder Transfer Setting [

[T]iise Ladder Trarsfe:
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9.5 Serial Ladder Transfer (TS2060i/TS2060 Only)

2. Select the [Use Ladder Transfer] checkbox and set the port to which the computer is connected to [MJ1] or [MJ2].

Ladder Transfer Setting

/| Use Ladder Transfer

==l

w—c -

2

PLC1
MITSUBISHI ELECTRIC
QnH(3] series CPU

Dretail Setting...

[ (0] 3 ]| Cancel |

3. Click the [OK] button to complete the necessary settings. Transfer the screen program to the TS2060 unit.

[Ladder Communication is not Used in Local Mode] settings

Selecting the [MJ1] or [MJ2] connection port allows the [Ladder Communication is not Used in Local Mode] checkbox setting
to be selected in the [Detail Setting] window.

Ladder Transfer Setting

/| Use Ladder Transfer

PLC1
MITSUBISHI ELECTRIC
QnH(3] series CPU

L - |

==l

Dretail Setting...

it

Detail Setting

[

Ok

]| Cancel |

Whether screen program transfer and ladder transfer can be performed in a particular state of the TS2060 unit differs
depending on the combination of this setting and the modular jack function.

e MIJ1: Ladder transfer

[Ladder Communication is not

Used in Local Mode] TS2060 Unit State Screen Program Transfer Ladder Transfer
RUN X O
Selected
Local mode @) X
RUN X O
Unselected
Local mode A* A*

e MJ1: Not connected, MJ2: Ladder transfer

[Ladder Communication is not
Used in Local Mode]

TS2060 Unit State

Screen Program Transfer

Ladder Transfer

RUN 0 0
Selected
Local mode O X
RUN 0 0
Unselected
Local mode O O
e MJ1: Not connected/other than ladder transfer, MJ2: Ladder transfer
[Ladder Co_mmunlcaﬂon 15 et TS2060 Unit State Screen Program Transfer Ladder Transfer
Used in Local Mode]
RUN X O
Selected
Local mode O X
RUN X O
Unselected
Local mode @) @)
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9 Ladder Transfer

* Switching to Local mode

Press the [SYSTEM] — [F1] switch to display the Main Menu screen.

[Editor:---] (ladder transfer mode) is displayed at the lower left of the screen. In this case, screen program transfer using
the MJ1 port cannot be performed.

(Refer to the table below.)

Mal” MeﬂLl Zgisﬁz—wgm—li 8 3855 SYSTEM
Comment.: Size: 10878975

SYS PROG.VER.2.168 |FONT VER. 1.888

MULTI LANG

PLCL MJ2

MITSUBISHI ELECTRIC : OnH(

VER. 1.168 MELSEC GrH &
CFU Fort

Dry. info:

Indication Screen Program Transfer Ladder Transfer
Editor:--- X ©)
Editor:MJ1 O X

Switching between [Editor:---] and [Editor:MJ1] is performed using a function switch.
Press and hold the [F2] switch for three seconds.

Moin Mo | JL , .. Moin Mo | JL,
Comment: Size: 18378976 Comment: Size: 18375976
SYS PROG.WER.Z2.168 ‘;SE;IVE:'\.‘GJ..BBE SYS PROG.VER.Z.168 :SEI]VEE’:‘J.BBE
Drv. info: PLCL MIZ ) |:> Drv. info: PLCL M2 _
HLISUBISHNT ELECTRIC : gnHC | (s HLISUBISHL FLECTRIE ¢ gk
CPU Port CPU Port
CFa(
Editor:--- ( Editor:Hil] )
° o

Press for three seconds.
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9.5 Serial Ladder Transfer (TS2060i/TS2060 Only)

PLC Programming Software Settings

Set the COM port number to enable communication with the PLC.

MITSUBISHI ELECTRIC GX Developer/GX Works2

: x|
P side I/F @ﬁ 5& J & ﬁ"\

Seigl  METAGH) NET()  CClink  Ethemet  FLC AF S5C
USE board board boaid board board board net A

COM |COM 9 Transmission speed |115.2Kbps

i | N

LC  MNET/10H) MNET(I]  CClink  Ethemet 24 G4 Bus
i ]

+ RS3-232C

" UsB

)] Connsction shanel || For [Transmission speed], specify the same

( COM port COM 3 v/
; value as the baud rate between the TS2060
Transmission speed [115.2Kbps v M

unit and the PLC.

Mo specification DOther §
Time out (Sec.) W

Connection test

PLE type
PLC No,

Muliple CPU selting
System image.
3333

I |
C24  NETAOH) METO)  CClink  Ethemet

OMRON CX-Programmer

Be sure to select "SYSMAC WAY" for [Network Type].

[Network Settings] dialog — [Driver] — [Port Name]

For [Baud Rate], specify the same value between the TS2060 unit and the PLC.
Panasonic “FPWIN GR”

[Communication Settings] dialog — [Port No.]

For [Baud Rate], specify the same value between the TS2060 unit and the PLC.
Yokogawa Electric “Wide Field2”

[Environmental Settings] dialog — [Communication Settings] — [COM Port No.]

Fuji Electric SX-Programmer Expert (D300win)

Communication setting(MICREX-SX : NP1PS-32) El

Part
L For [Baud rate], specify the same

(i pork " Modem
FotMo:  [comg -/ value as the baud rate between
Baudiate: |30 -7 the TS2060 unit and the PLC.

Datalength: |2 -

Parity Even =
Stop bit 1 -
" Communication Board " UsB

Siemens “STEP 7-Micro/WIN”
[Set PG/PC Interface] dialog — [PC/PPI cable (PPI)] — [Properties].

Broperties - PC/PPI cable (PFD

PPl {Local Connectian ]

((cov por: v = ) The baud rate between the TS2060 unit
T Modem connection and the PC is fixed to 115 Kbps.
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9 Ladder Transfer

Siemens SIMATIC Manager

fecess Path | LLDP

Set PG/PC Interface (=l

Access Paint of the Application
SIONLINE  (STEP 7} —-> PG Adapter(MPT)
(Standard for STEP 7)

Tnterface Paramster Assignment Used
PG Adapter(MPT) ( Propertiss )

150 Ind. Ethernet = Tntel(R) 826780M 1 -

-

Delete
»
(Parameter assignment of your PG adapter for
an MPI netwark;
Interfaces
b4 /Romove

Properties - PC Adapter(MPI) @
WPl {LBEEl Cannectioh |

(Qﬂr\r\e:nnn o oM v)
Transmission rate: 38400 -

[~ Apply settings for all modules

0K Default | Cancel | Help |

Set [Connection to:] in the range of
COM1 to 8.

[Transmission rate:] does not need to be
changed.
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9.6 Notes

9.6 Notes

Screen Program Transfer

e When transferring a screen program via USB cable while executing the ladder transfer function via USB, always perform
the following.
- Switch to the Main Menu screen on the TS.
(Ladder communication is enabled only in RUN mode.)
- Set LadderComOp Ver. 2 to [OFFLINE] mode.
(For details on this setting, refer to "9.2.2 LadderComOp Ver. 2 Detailed Settings” page 9-7.)
e When using Siemens S7-200 PPI or S7-300/400 MPI, always switch to the Main Menu screen before transferring the
screen program. (Ladder communication is enabled only in RUN mode.)

Other Notes

o The ladder transfer function can be used for up to three ports with PLC 1 to 8.
e When using a PC with user privileges enabled, perform the following in advance.

1) Log in with administrator privileges.
2) Start the LadderComOp program and set a COM port for [Used Port].
* When settings are configured initially, LadderComOp may take a few moments to exit.
Also, if a user logs in without administrator privileges, the following message is displayed and the LadderComOP software cannot
be used.

e The following messages are displayed at the top left of the screen on the TS unit during access (mainly when transferring
a large amount of data, such as programs) to the Siemens S7-200 PPI and S7-300/400 MPL The TS unit automatically
returns to normal operation after access is complete.

- PLC1 Access denied by Loader
- PLC1 In Reset Service

e The communication states of the PLC programming software and PLC when communication is performed between the
editor and the TS unit are shown below.

Editor PLC Programming Software
Writing to TS unit Communication stops (normal communication after writing finishes)
Reading from TS unit Normal communication
Checking with TS unit Normal communication

e Baud rate
The baud rate used between the TS unit and the PLC is the value set in the editor for [Hardware Setting] — [PLC
Properties] — [Baud Rate].
However, when communication (monitoring etc.) with the PLC programming software occurs with the ladder transfer
function, the baud rate value changes to that of the PLC programming software. This baud rate is retained until power to
the TS unit is turned off and on again.
For this reason, set the same baud rate setting for [Hardware Setting] — [PLC Properties] — [Baud Rate] as the PLC
programming software.

e When [Use Ladder Tool] is set to [Yes], monitor registration of the TS unit and PLC communication is prohibited even if the
PLC programming software is not running. This means that the screen display speed is slightly slower than usual.

e When transferring ladder programs when the TS unit is in RUN mode, the performance of both the TS unit and the PLC
programming software decreases because communication between the two is performed in synchronization.
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MEMO

MONITOUCH
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